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EXECUTIVE SUMMARY

1. This report provides a summary of the AML/CFT measures in place in Georgia as at the

date of the onsite visit (415 November 2019). It analyses the level of compliance with the

&' 4& tm 2AAT I 1T ATAAGET T O AT A OEA 1 AOddtemi £ AEEAAC
and provides recommendations on how the system could be strengthened.

Key Findings

1. In recent years, Georgia has made some significant improvements to its antoney

laundering and counterterrorist financing (AML/CFT) system, including developing the
National Risk Assessment (NRA), addressing technical deficiencies in legislation and

laws, taking steps to strengthen capperation between law enforcement agencies (LEAS
and the Financial Monitoring Service (FMS), and refining mechanisms for implemetitan

of the United Nations Securities Council Resolutions (UNSCRs). Many of th
improvements were introduced just ahead of the orsite visit. While these have a positive
impact on technical compliance, such timing has challenged to a large extent Geadg
ability to demonstrate the effect of these improvements on the AML/CFT systems.

2. Georgia displays a fair understanding of many of its ML and TF risks. The level of r
understanding varies across the public sector, the highest being demonstrated by thMS,
OEA . AOGEITAI "ATE i & ' Al OCEA j."' qh OEA
Security Service (SSS). Shortcomings exist regarding identification and deepening analy
of some threats and vulnerabilities and subsequent understanding of sonwé the ML/TF

risks. The NRA does not fully consider some inherent contextual factors. The overall ri
assessment in the NRA may seem reasonable, but not for all the sectorigks. This will

impact the proportionate allocation of resources. Exemptionsra either not supported by
a risk assessment or are not in line with the NRA results, and they do not occur in strici
limited and justified circumstances. The NRA findings have not all yet been transpos
into national policies and activities. Competenauthorities co-operate and ceordinate on

ML/TF matters with good spirit, but not routinely and comprehensively enough, and no
to the necessary degree regarding proliferation financing (PF).

3. LEAs collect financial intelligence and other relevant informatin from a wide range of
various sources (including from obliged entities and the NBG), and use it to condu
investigations of predicate offences and detecting their proceeds, but to a lesser exte
with regard to investigation of ML. Before October 2019, %! 06 AAAAQO(
intelligence held by the FMS was very limited followed by a lack of understanding [
several LEAs as to the core role of the FMS and the potential analysis it can produce
provide. Since then, powers of some LEAs were enhancédt only regarding ML/TF and
drug offences. A requirement to obtain a court order (based on probable cause) to reque
financial intelligence from the FMS hinders effective collaboration between the FMS al
the LEAs in supporting investigation of Mtrelated predicate offences. The GPO Crimin
Prosecution of Legalisation of lllegal Income Division (GPO AML Division) is the only L
primarily focused on detection and investigation of ML, and the only one that prevalentl
uses financial intelligence for invatigation of ML. Other LEAs use financial intelligenc
mostly to investigate proceeds generating crimes and only rarely to investigate comple
ML casesLEAs make good use of financial intelligence spontaneously disseminated by t
FMS for investigation of ML/TF and associated predicate offencesMost cases that
demonstrated use of FMS disseminations were related to laundering the proceeds
fraud, being in line with the risk profile of GeorgiaFMS operational analysis is usually
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conducted efficiently but frequently not comprehensively enough FMS conducts limited
strategic analysis. Georgia has taken efforts to enhance the quality of suspicig
transaction reports (STRsS) in recent years, but concerns remain. Exposure of ba
employees to court proceedingss a matter of concern.

4. When potential ML is detected, it is investigated effectively using a range

investigative techniques, primarily by the AML Division at the GPO. There have been so
successful cases involving high asset values and complex fastoHowever, potential ML
cases are not sufficiently detected, and the overall number of investigations is mode
compared to predicate criminality. The cases that have been taken forward are in lir
xEOE OEA Al O1 O0OU80O OEOE b e hreERd ldgal bristrudturaf
impediments to taking forward ML prosecutions. The court system is efficient. Georgia h
achieved convictions for all types of ML. However, there is low number of convictior
involving complex ML. In addition, the proportion d convictions for legal persons is lower|
than would be expected given that the use of legal persons features in most of the cas
This, together with an overall conviction rate of almost 100% for ML, indicates tha
prosecutors may be too cautious about th cases they take forward. Georgia effective
applies other criminal justice measures in cases where ML convictions cannot be secur
for justifiable reasons.

5. Once detected, TF is generally investigated and prosecuted well using a range
investigative technigues. The majority of TF investigations are triggered by STRs (mostly
match with a terrorism-related sanctions list). There is scope to raise awareness
different types of TF among the LEAs (other than SSS and supervising prosecutors at
GPO) and private sector in order to further increase the detection of potential TF that
linked to other offences. There have been 2 TF prosecutions, involving éifént types of
TF activity resulting in multiple convictions. TF is well integrated into countefterrorism

strategies and investigations, and Georgia makes effective use of alternative measu
Sanctions applied to the persons convicted of TF amufficiently effective, proportionate
and dissuasive.

6. Georgia recognises the importance of confiscation and has the necessary regime
place to address this. Tracing and preserving assets is strongly promoted aspalicy
objective and measures have been taken tmprove effectiveness in this area. While therg
are concerns about the application of provisional measures in some cases, Georgia
achieved a significant level of confiscation overall, and a wide range of criminal procee
and instrumentalities is being confiscated, including property in third party hands. No
assets outside the jurisdiction have been confiscate@dithough some cases are pending)The
application of valuebased confiscation is limited and there are concerns about th
understanding of someauthorities in this respect. Confiscation results reflect the risks ir]
Georgia to some extent. AT OCEA8 O AAAIT A O AuorHdr movemen©fichsh
or BNIs is not being enforced effectively, as the proportion of nedeclared or falsely
declaredcash or BNiIs that is confiscated (or indirectly removed from the party in breac
through a fine) is very low.

7. Georgia has a new legislative framewaork for implementation of the TF and PF UNSC
This has addressed the majority of previous deficiencies rekad to implementation of the
TFrelated targeted financial sanctions (TFS) and secured the legal basis for implementi
PFz related TFS. Georgia implements UN TFS on TF and PF with a significant delay,
mostly explained by the multistep national meclanism adopted by the country, involving
many national actors. Though delays are shortened as a result of the revised legislat
framework, this is still not in line with the notion of implementation of UN TFS without




delay z within a matter of hours. Most U AOA OI OEA DBOEOAO
weaknesses in the national mechanism do not have a fundamental impact on the syste
Detected false positive matches indicate the capability of the obliged entities to preve
assets from being used for TF. @e an STR is filed, it is given a high level of attention |
the FMS and the SSS, the lattémvestigating each notification Despite having persons
convicted for terrorism (T) and TF, Georgia has not designated any within the assessme
period.

8. The level of understanding of risks highlighted in the NRA and/or outlined in the
AML/CFT Law and guidance notes, was generally good for financial institutions (Fls
Understanding of other ML/TF risks that are not referred to in these sources is mor
limited, but more sophisticated in the banking sector. Fls which are part of large Europeg
Union (EU) groups or large banking and other financial groups have put in place intern
systems and controls which effectively mitigate ML/TF risks. However, the risk
presented by the high level of cash circulation in Georgia is undestimated. Significant
gaps were observed in the application of customer due diligence (CDD) measures by m
designated nonfinancial businesses and professions (DNFBPs) and National Agenady
Public Registry (NAPR) for the property sector. Banks account for the majority of STF
and the number of reports in this sector (and amongst banks in the sector) seen
reasonable. The types of reports made also point to active monitoring of customertiady.
Other Fls meet their reporting obligations to a moderate extent. The number of report
amongst DNFBPs has been very low, including for casinos (despite a surge in reports
2019) and it is not clear that reporting obligations are met in practice.
9.4EA . "' ADPDPIEAO 0O1I AOBOO OFEO AT A POI BA(
(including broad consideration of reputation of the applicant), as well as egoing scrutiny
of licencing requirements. It has a comprehensive understanding of sectoriadnd
individual institution risks and applies a fully risk-based supervisory approach through ¢
separate and wellresourced unit. The approach of the Insurance State Supervision Servi
(ISSS) is broadly similar. The Ministry of Finance (MoF) does not undake any AML/CFT
supervision of casinos in practice and technical deficiencies in licensing requiremen
seriously undermine their effectiveness in preventing criminals or their associates fron
AT TOOTTITETC TO I ATACET ¢ A BAANOGEAG®E MIEGROWN
other DNFBPs is mixed, and the level of AML/CFT supervision is insufficient and unev
The NBG’s use of its sanctioning powers appears effective, proportionate and dissuas
The use of sanctioning powers by other supervisa;, however, cannot be considere(
effective, proportionate and dissuasive. The NBG and ISSS have made a demonstr
difference to the level of compliance in the sectors under their supervision by, e.
providing extensive guidance and supervisory feedbacklrhe Ministry of Justice (MoJ) an
Service for Accounting, Reporting and Auditing SupervisioSARAS) have worked with
the FMS with some success to enhance awareness of risk and requirements, whilst ot
supervisors mainly rely on the FMS.

10. Setting up a égal person in Georgia is straightforward and all information that ig
necessary for registration is publicly available. Due to the ease of founding a legal pers
OCARADAOOS j OOAE AO 11 OAOEAOR 1 AxUAOO

the NRA report provides a description of the framework in place and highlights case
where legal persons, particularly limited liability companies (LLCs), have been abused, t
authorities have not demonstrated effective identification and analysis of threatand
O0i 1T AOAAEI EOEAOh OEI OCE EO EO Ol EOAOOA
criminal schemes constitutes a significant ML risk. Three mechanisms are available




obtain information on beneficial ownership (BO) of legal persons establishikin Georgia.
In practice, these cannot be relied upon in all cases to provide adequate, accurate ¢
current BO information.

11. Georgia has a sound legal framework for international cooperation and hé
mechanisms in place to conduct it. Georgia demonstratedffective cooperation in
providing and seeking information, using both formal and informal channels, with a wid¢
range of foreign jurisdictions.

Risks and General Situation

2. Georgia is not a regional or international financial centreGeorgiad O &£ET AT AA OAAOI O
dominated by two large commercial banks. It also has sizeable gambling and real estate

activities z representing 14.7% and 11.4% of GDP respectivelfhe virtual assé service

providers (VASPSs) are operating in the country but have not been regulated yet. There is

no official information on the size of the VASP sector. Cash is the main means of payment

in Georgia. Most legal persons are owned by individuals and fewdran 20% have foreign

I xT AOOEEDP8 . AOAOOEATI AOGOh OEAOA EAO AAAT AAOQOA 1 ¢/
3. According to the NRA, Georgia is exposed to medium ML risks. The range of ML

activities include third party ML, cashbased ML, and abuse of legakersons (involved in

complex criminal schemes). The main proceeds generating predicate offences are fraud,

followed by cybercrime, drug trafficking, tax evasion, organised crime, corruption and

human trafficking. Whilst most of these criminal activities a&& committed domestically,

fraud, cybercrime and drug trafficking have also a transnational character. Bank accounts

and remittance services provided by microfinance organisations and payment service

providers (PSPs) are the most common means used to lawrdcriminal proceeds. These

sectors nevertheless are considered by the authorities to pose medium and medidow

ML risks respectively.

4. According to its NRA (2019),TF risk in Georgia is low. The incidence of Georgian
nationals fighting in Iraq and Syria has sharply reduced due to action taken by the
authorities. Organisations supporting terrorist ideology have not been identified. Some
convictions achieved by Georgia involve different types of TF activity, involving support
provided by Georgian citzens to an international terrorist and his associates.

Overall Level of Effectiveness and Technical Compliance

5. MONEYVAL adopted its fourtiround mutual evaluation report (MER) in July 2012.
Georgia was rated partially compliant with 7 core and key FATF Remmendations and
partially compliant or non-compliant with 17 other Recommendations. The country began
implementing important reforms immediately after adoption of the report, including the
adoption of the AML/CFT Strategy and Action Plan in 2014. It has agle several
amendments to its legislation, including adoption of a new AML/CFT Law. Despite these
efforts, Georgia is compliant or largely compliant with 27 of the 40 Recommendations. In
particular, there are weaknesses in assessment and mitigation of risk(R.1), the
application of TFS (R.6 and R.7), regulation of neprofit organisations (NPOs) (R.8),
definition of family members and close associates of politically exposed persons (PEPS)
(R.12), regulation and supervision of VASPs and DNFBPs (R.15, RR23 R.28 and R.35),
misuse of legal persons and arrangements (R.24 and R.25), and FMS powers to share
information with law enforcement agencies (R.29). The most serious concern to be raised
during the follow-up process to the fourth round MER related todrmer SR.III (now R.6),
which continues to be partially compliant.



6. A moderate level of effectiveness has been achieved in implementing all areas covered
by the FATF Standards, except for international cooperation (substantial), investigation
and prosecution of TF offences (substantial) and prevention of terrorists, terrorist
organisations and financiers from raising, moving and using funds and abusing the NPO
sector (low).

Assessment of Risks, coordination and policy setting (Chaptd21; R.1, 2, 33 34)

7. Georgia displays a fair understanding of many of its ML and TF risks. Shortcomings
exist with regard to identification of some threats and vulnerabilities and subsequent
understanding of some of the ML/TF risks. The level of risk understanding variesiss

the public sector. Highest levels of understanding were demonstrated by the FMS, the
NBG, the GPO and the SSS. FIs and DNFBPs were to a large extent made aware of the
relevant results of the NRA.

8. The NRA analysis does not fully take account of someherent contextual factors that
may influence the risk profile of a country (e.g. prevalence of cash, geographical,
economic, and demographic factors). Whilst the methods, tools, and information used to
develop, review and evaluate conclusions on risks aradequate to a large extent, the
analysis of ML risks could be developed further in the following areas: e.g. use of cash in
the economy, real estate sector, tradbased ML (including in free industrial zones of
Georgia), legal persons and use of NPOs fdi.. The assessment of TF risk in the NRA has
focused on TFS and foreign terrorist fighters (FTFs). Authorities did not fully assess all
forms of potential TF risk, especially tradebased TF, the origin and destination of
financial flows and potential for use of NPOs.

9. Whilst the overall risk assessment in the NRA may seem reasonable, this cannot be said
for all of the sectorial risks. Although most ML cases in the country identify the use of
banks, cash or real estate, most assessments are clustered around medium to mediam

risk ratings. This will impact the proportionate allocation of resources and overlook some
other areas where the risks occur in fact.

10. The NRA findings have not all yet been transposed into national policies and
activities. The priority actions cover, only to some extent, areas identified as presenting
the highest risk. The objectives andctivities of the competent authorities are generally,
but not always, consistent with evolving national AML/CFT policies and with identified
ML/TF risks.

11. Exemptions from application of the AML/CFT measures applied to real estate agents,
trust and company service providers (TCSPs), collective investment funds and fund
managers, accountants that are not certified, accountants when providing legal advice and
VASPs are either not supported by a risk assessment or are not in line with the NRA
results, and theydo not occur in strictly limited and justified circumstances.

12. Competent authorities ceoperate and ceordinate on ML/TF matters with good
spirit, but not routinely and comprehensively enough. They do not do so to the necessary
degree with regard to PF.

Financial Intelligence, Money Laundering and Confiscation (Chapterl®s 68; R.3,
4, 2932)

13. LEAs collect financial intelligence and other relevant information from a wide range
of various sources (including from obliged entities and the NBG), and use it t@nduct
investigations of predicate offences and detecting their proceeds, but to a lesser extent
with regard to investigation of ML. Until October 2019, LEA access to financial intelligence

9



held by the FMS was very limited followed by a lack of understdimg by several LEAs as
to the core role of the FMS and the potential analysis it could produce and provide. Since
then, powers of some LEAs to request information from the FMS were enhanced, but only
for ML/TF and drug offences. Thee&quirement to obtaina court order (based on probable
cause) to request financial intelligence from the FMS hinders the effective collaboration
between the FMS and the LEAs, including the MoF Investigation Service in supporting
investigation of ML-related predicate offences.

14. LEAsmake good use of financial intelligence spontaneously disseminated by the FMS,
both for investigation of ML and associated predicate offencedMost cases that
demonstrated use of FMS disseminations were related to laundering the proceeds of
fraud, which is in line with the NRA findingsThe number of investigations generated from
parallel financial investigations (by sources other than STRs), is modest. The GPO AML
Division is the only LEA primarily focused on detection and investigation of ML, and the
only one that prevalently uses financial intelligence for investigation of ML. Other LEAs
use financial intelligence mostly to investigate proceeds generating crimesd only rarely

to investigate complex ML cases

15. FMS operational analysis is usually catucted efficiently but frequently not
comprehensive enoughSeveral cases presented entailed a data gathering exercise, with
limited analytical input and enrichment of the substance of the STR, typically concerning a
basic form of criminal activity. The stategic analysis conducted by the FMS is limited.

16. Georgia has taken efforts to enhance the quality of STRs in recent years, but concerns
remain. A number of factors contribute potentially to this, including: (i) unsatisfactory
feedback, guidance and traimig; (ii) the resourceintensive process imposed on obliged
entities for filing CTRs; and (iii) exposure of bank employees to court proceedings. These
concerns are supported by a decrease in the number of STRs used in developing
disseminations to the LEAs.

17. When potential ML is detected, it is investigated effectively using a range of
investigative techniques, primarily by the GPO AML Division. There have been some
successful cases involving high asset values and complex factors such as ehusder
criminality, organised crime and the use of legal persons. However, potential ML cases are
not sufficiently detected. The total number of ML investigations is modest compared to
predicate criminality, although there has been an increase in recent years. The casestt
have been taken forward involve predicate offences and types of laundering that are in
I ETA xEOE AT 01 OOU8O OEOE bDOiT £ZEI A O1 O1T1A
sector employees even though that sector features in most ML cases, and feases
involving some of the predicate offences that are identified in the NRA or observed in
Georgia. There are no legal or structural impediments to taking forward ML prosecutions.
The court system is efficient and dissuasive sanctions are imposed. Gearpas achieved
convictions for all types of ML. However, there is a low number of convictions involving
complex ML. In addition, the proportion of convictions for legal persons is lower than
would be expected given that the use of legal persons featuresrimost of the cases. This,
together with an overall conviction rate of almost 100% for ML, indicates that prosecutors
may be too cautious about the cases they take forward. Georgia effectively applies other
criminal justice measures in cases where ML contions cannot be secured for justifiable
reasons.

18. Georgia recognises the importance of confiscation and has the necessary legal
framework, structures and resources in place to address this. Tracing and preserving
assets is strongly promoted as a policy obgtive and a number of measures have been put

ABOAT ¢



in place to improve effectiveness in this area. Georgia has achieved a significant level of
confiscation overall and a wide range of criminal proceeds is being confiscated, including
property in third party hands. No assets outside the jurisdiction have been confiscated
(although some cases are pending). The application of vaklbased confiscation is limited
and there are concerns about the understanding of some authorities in this respect. The
confiscation of instrumentalities of crime is being largely achieved, although there is scope
to expand the confiscation of instrumentalities to include a greater range of property.

19. Measures to preserve property are generally taken at an early stage in an
investigation and a high volume of assets has been seized or frozen. However, there have
been several missed opportunities due to the dissipation of suspected funds which were
the subject of STRs. This is potentially due to following factors: (i) the STRfiled after
funds have been sent abroad by the obliged entity; (ii) the FMS rarely exercises its power
to suspend assets reported as suspicious and relies instead on prosecutors to initiate
seizure proceedings; and (iii) LEAs apply emergency seizure meass at the initial stage,
but not always promptly enough.

20. Georgia has a declaration system for crodsorder movements of cash or BNIs.

However, this system is not being enforced effectively, as the proportion of nateclared

or falsely declared cash or BN that is confiscated (or indirectly removed from the party

in breach through a fine) is very low. The confiscation results reflect the risks to Georgia

O OiTi A AoOAT O AOOh AOA 110 A#O01I1TU ET 1TETA xEOE
Terrorist Financing and Financing Proliferation (Chapter 410s 911; R.1, 4, 8, 30,

31 & 39)

21. Georgia has a sound legal and institutional framework for investigating and
prosecuting TF. Cases are dealt with by investigators at the SSS and the supervising
prosecutors at the GPO who are adequately resourced and have high levels of expertise.
There are no legal or structural impediments to taking forward TF cases. The court system
is efficient. Georgia has achieved some convictions involving different types df Activity
that are in line with its risk profile, and dissuasive sanctions have been imposed.

22. The investigators at the SSS and the supervising prosecutors at the GPO have a very
good awareness of different types of TF and conduct parallel financial invégations in
terrorism cases and cases with a suspected terrorism link. However, there is scope to raise
awareness of different types of TF among the other LEAs and the private sector in order to
further increase the detection of potential TF that is linkedo other offences.

23. Overall, Georgia has effective systems for identifying ORce detected, TF is generally
investigated (role played by terrorist financiers identifje@ind prosecuted well using a range
of investigative techniques. While until recentlythere were some restrictions on the
ability of the SSS to obtain information from the FMS, which may have had a negative
impact on the effectiveness of investigations, the extent of this is limited as alternative
measures were applied appropriately.

24. Overall, TF is well integrated into counterterrorism strategies and investigations,
and Georgia makes effective use of alternative measures. However, there is scope for some
moderate improvements with regard to Georgia's standing task force and the use of TF
cases to support designations.

25. Georgia has a new legislative framework for implementation of the TF and PF
UNSCRs. This has addressed the majority of previous deficiencies related to
implementation of the TRrelated TFS and secured the legal basis for ingghenting PFz
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related TFS. Notwithstanding formerly existing legislative obstacles the authorities
demonstrated that indeed, in practice, Pielated UN TFS had been dealt with by the
Commission in the past, and implementation was ensured through the sameenhanism

as set for the TF UNSCRs. Lack of legislative basis did not affect also performance of the
private sector in this respect, since the PFelated UN TFS were dealt with equally to TF
UNSCRs.

26. Georgia implements the TFS through a mul8tep mechanism While the time taken to

AAAT I DIl EOE AAAE OOADP xAO OAOEOAA OEEO 1 OAOAIT 1T A
AAR1 Aues $AAEZEAEAT AEAO A@QEOO EIT OEA EIiIiT AAEAOA A
amendments to the list of persons and entities designatednder TF and PF TFS regimes.

Overall, the deficiencies in the system are mitigated to a major extent by the private

OAAOI 060 OAODPI 1T OEOAT AGO AT A OOA T &£ OAOEI 60 Al il
timely manner, irrespective of measures taken at aational level. Competent authorities

have not provided specific guidance to ensure compliance by Fls and DNFBPs with their

obligations to implement TFS. While implementation of TFS is regularly monitored by the

NBG, and sanctions applied within the scopef @n-site inspections, the same does not

apply to other supervisors. Despite having persons convicted for terrorism and TF,

Georgia has not designated any within the assessment period.

27. TF risks emanating from NPOs have not been comprehensively assessethin NRA,
targeting identification of the overarching risk environment in the sector and missing
granularities z the features and types of NPOs which by virtue of their activities or
characteristics, are likely to be at risk of terrorist financing abuseA registration and
monitoring framework for NPOs and charity organisations is in place, but purely focused
on tax compliance. No CFT focussed, or ridlased measures have been developed. There
are numerous legislative gaps in regulation of the NPO secto mutreach conducted, and
no guidance provided.

Preventive Measures (Chapter-504; R.923)

28. The level of understanding of risks highlighted in the NRA and/or outlined in the
AML/CFT Law and guidance notes, was generally good for Fls. Understanding of other
ML/TF risks that are not referred to in these sources is more limited, but more
sophisticated in the banking sector. Most DNFBPs, including casinos, have an insufficient
understanding of ML/TF risks. Among FIs which are part of large EU groups or large
banking and other financial groups, understanding of AML/CFT obligations is good.
However, the approach followed by smaller FiIs in determining higher risk factors
appeared to be mostly confined to predetermined criteria set out in the AML/CFT Law
and guidance notes. Lawyers, NAPR and dealers in precious metals and stones (DPMS)
have a limited or nsufficient understanding of their AML/CFT obligations.

29. FIs which are part of large EU groups or large banking and other financial groups
have put in place internal systems and controls which effectively mitigate ML/TF risks.
However, the risks presentedby the high level of cash circulation in Georgia is under
estimated. Other FIs have generally less robust and sophisticated mitigating measures and
DNFBPs did not generally demonstrate use of an ML/TF risk mitigation framework.

30. Generally, FIs apply CDD requirements and refuse business when CDD is incomplete.
Significant gaps were observed in the application of CDD measures by most DNFBPs and
NAPR. Recore&eeping requirements are applied by Fls and DNFPBs. Fls apply enhanced
or specific measures for most higher risk cases called for in the standards. On the other



hand, DNFBPs, including casinos, do not effectively apply all relevant enhanced or specific
measures.

31. Banks account for the majority of STRs, and the number of reports this sector (and
amongst banks in the sector) seems reasonable. The types of reports made also point to
active monitoring of customer activity. Other FIs meet their reporting obligations to a
moderate extent. The level of STR reporting amongst DNFBPs hagn very low, including

for casinos (despite a surge in reports in 2019) and it is not clear that reporting
obligations are met in practice. Internal policies and procedures and training initiatives
are in place in Fls to prevent tippingoff, but there isinsufficient knowledge of tipping-off
provisions amongst DNFBPs.

32. Banks and some nofbank FIs have AML/CFT compliance functions which are
properly structured and resourced and involve regular internal audits and training
programmes. Not all DNFBPs have apmted AML/CFT compliance officers and most,
including casinos, have developed only very basic internal policies and procedures, with
AML/CFT expertise remaining very limited.

Supervision (Chapter g 10.3; R. 14, 288, 3435)

33. The NBG effectively applie©® T AOOO OZLZEO AT A DPOI bAO6 AT 60U
supervision (including broad consideration of reputation of the applicant), as well as 6n
going scrutiny of licencing requirements. It has a comprehensive understanding of
sectoral and individual institution risks, which it applies in the course of supervision
planning, undertaking of supervision and awareness raising. The NBG’s approach to
AML/CFT supervision is currently fully risk-based and carried out through a separate and
well-resourced unit. The supervisory cycle that is set is adequate for the number and
characteristics of the institutions and sectors supervised, though the NBG has not yet
always met its onsite inspection targets.

34. The level of risk understanding and procedures regarding lensing and supervision
by the ISSS are broadly similar to the NBG, though less robust. This is proportionate to the
significantly lower risks in the insurance sector.

35. There are no licensing or registration requirements for leasing companies or DPMS
and technical deficiencies in licensing requirements for casinos seriously undermine their
effectiveness in preventing criminals or their associates from controlling or managing a
casino. The MoF, as a supervisor, has a broad general understanding of ML/TF riks
the gambling sector but only a very limited understanding of ML/TF risks for leasing
companies and DPMS. It does not undertake any supervision of AML/CFT obligations in
practice.

36. 4EA APDPI EAAOETT 1T &£ OLEO AT A DPOIT phikedandl OOU
the level of supervision insufficient and uneven. Certified accountants are not supervised,
and general supervision of auditors and notaries covers AML/CFT aspects only to a
limited extent. The Bar Association limits its investigation of lawyes to cases where it
receives a complaint or is in receipt of negative information. The overall approach to
supervision of professionals is seriously hindered by their limited understanding of
ML/TF risks.

37. The NBG's use of its sanctioning powers appears exffive, proportionate and
dissuasive. The use of sanctioning powers for AML/CFT breaches by other supervisors,
however, cannot be considered effective, proportionate and dissuasive.

13
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38. The NBG has made a demonstrable difference to the level of compliancéhe sectors
under its supervision, and the situation with ISSS is broadly similar. Whilst the MoJ and
SARAS have had some success in improving compliance, action taken by other supervisors
is not sufficient.

Transparency of Legal Persons and Arrangemer@hépter 7z 10.5; R. 245)

39. Setting up a legal person in Georgia is straightforward and all information that is

necessary for registration is publicly available. Due to the ease of founding a legal person,

most register directly with the registrar of compd EAO | . ! 02-BAABRAOOCAOABAE
notaries, lawyers or accountants) are often not involved.

40. The NRA report provides a description of the framework in place and highlights cases
where legal persons, particularly LLCs, have been abused. However, thahorities have
not demonstrated effective identification and analysis of threats and vulnerabilities,
though it is universally understood that the use of fictitious LLCs in criminal schemes
constitutes a significant ML risk.

41. Nominee shareholdings are noprohibited for LLCs and there is no regulation of their
use.

42. Three mechanisms are available to obtain information on BO of legal persons
established in Georgia. In practice, these cannot be relied upam all casesto provide
adequate, accurate and curmnet BO information. Changes of shareholdings of LLCs and
JSCs (first level of legal owners) take effect only upon entry in the register (maintained by
the NAPR, registrar or company) and so basic information will always be adequate,
accurate and current. Havever, the validity of unregistered changes between involved
parties is unclear.

43. Effective, proportionate and dissuasive sanctions have been applied by the NBG
against banks and registrars for failing to apply CDD measures in accordance with the
AML/CFT law. Given that basic information held in the NAPR register will always be
adequate, accurate and current, there is no need for sanctions to be available or applied.

International Cooperation (Chapter & 10.2; R. 3610)

44. Georgia has a sound legal framework for international cooperation and has
mechanisms in place to conduct it. Georgia demonstrated effective cooperation in
providing and seeking information, using both formal and informal channels, to facilitate
action aganst criminals and their assets with a wide range of foreign jurisdictions.

45. Georgia provides and in recent years to a greater extent constructively seeks MLA,
including BO information, but more so regarding predicate offences and less concerning
complex transnational ML or TF cases.

46. Competent authorities are generally proactive and spontaneously disclose financial
intelligence to foreign counterparts, however not always using the direct channel between
financial intelligence units whenappropriate, relying on other competent authorities to do
so.

47. The limited extent of domestic exchange of information between LEAs and the FMS
has a negative effect on the ability of the FMS to add value, through international
cooperation, to complex ML inestigations.

48. The NBG proactively cooperates with foreign counterparts, being mostly focused on
matters related to licensing. Whilst less cooperation is evident at an operational level, this
EO EI 1ETA xEOE OEA DOl £EI A MoFEas @Euhervidraddl OOUGS O
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gambling sector, does not exchange information notwithstanding that the sector has a
significant foreign footprint (ownership and customers). Other supervisors can exchange
information but hardly ever do so, given the profile of teir sectors.

While shortcomings identified under 10.5 mean that BO information may not always be
available in Georgia, the LEAs, NBG and FMS demonstrated that, in general, when
requested they areable to provide BO information.

Priority Actions

a) Georgia fiould take measures to ensure a better and more equal level of understanding
of its identified ML/TF risks across all competent authorities, andshould continue
improving its understanding of ML/TF risks by conducting further analysis and
assessment af the main proceedsgenerating predicate offences,extending focus to
include ML threats presented by tradebased ML (including in free industrial zones of
Georgia) vulnerabilities and residual ML risks in the real estate sector and linked to the
extensive u® of cash; ML/TF implications ofpotential contextual vulnerabilities; TF risks
including the risk of TF abuse of NPOs; and risks connected to legal persons.

b) Georgia should rapidly review its decision not to apply the FATF Recommendations to
real estate agents, TCSPs, VASPs, accountants that are not certified, accountants when
providing legal advice and collective investment funds and fund managers. When
considers application of exemptions, Georgia should ensure that thesecur in strictly
limited and justified circumstances,where there is a proven low ML/TF risk.Respective
sectors should be subject to regulation and supervision for compliance with AML/CFT
requirements.

¢) Georgia should amend the AML/CFT Law to enable the FMS to provideithout a court
order - information and analytical results to all LEAs investigating ML, associated
predicate offences and TF on request. The FMS should be empowered to disseitd
spontaneously information and analytical results to the MoF Investigation Service. Georgia
should provide guidance to encourage LEAs to use FMS information and analytical results
in the investigation of ML, associated predicate offences and Thhe FMS should improve

its operational and strategic analysis of intelligence received and enhance its technical
capacities for conducting this analysis.

d) Georgia should improve the effectiveness of parallel financial investigations by:
increasing the use and degening analysis of financial intelligence to identify ML (complex
cases of ML); identifying and investigating complex cases of ML and Tdppointing
specialist financial investigators and assigning prosecutors who are financial crime
specialists to assistthe LEAs; making greater use of interagency teams (especially
involving tax and customs investigators); and issuing of detailed guidance by the GPO on
financial investigations.

e) Georgia should conduct an examination of the process for applying provisial
measures to ensure that they are applied to all ML investigations where necessary, and
practices of applying emergency freezing measures, to ensure that their respective powers
to freeze or seize property urgently are applied in a consistent and effeee way. Use of
value-based confiscation and the range of assets confiscated as instrumentalities should
be widened. Nonconviction-based confiscation should be set as a policy objective. Georgia
should review the new regime for crossborder declarations and take the necessary steps
to ensure that there are no obstacles to confiscating nedeclared or falsely declared cash
or BNIs or removing it from the party in breach through a fine.
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f) Georgia should ensure that amendments to lists of designated persons aadtities
pursuant to UNSCRs 1267/1989, 1988, and 1718 and 1737 are implemented without
delay and immediately communicated to obliged entities. Georgia should urgently
consider designating persons that it has already convicted for TF in Georgia at a natbn
level and proposing designations to the respective UNSCs.

g) Georgia should take appropriate measures to address the ML/TF risks associated with
high level cash turnover in the economy, in particular: (i) extensive deposits into, and
withdrawals of cash from, bank accounts; (ii) use of currency exchange offices by trading
companies to purchase goods in foreign currency; and (iii) use of cash in real estate
transactions. Such measures may include setting cash thresholds, greater use of
gatekeepers and publiation of ML/TF guidance and/or typologies.

h) Mechanisms for holding BO information for legal persons should be reviewed and
measures put in place to ensure that adequate, accurate and current information will
always be available on a timely basis in Geoggifocusing in particular on companies that

do not bank in the country. Measures that might be considered include setting up a
centralised systematised database of BO information.

i) The MoF should put in place a comprehensive framework (or significantly impwe the
existing one) for licensing, fit and proper checks (criminality) and AML/CFT ristbased
supervision of casinos.Supervisors of leasing companies and DNFBP sectors should
significantly enhance their understanding of sectorial risks. The MoF (lasingpmpanies)
and Bar Association (lawyers) should put in place riskbased AML/CFT supervision and
SARAS (auditors and certified accountants) and the MoJ (notaries) should significantly
enhance their riskbased approach which should be ML/TF risloriented.

i) Supervisors and the FMS should broaden their training programmes to raise awareness
of specific risks facing each FI and DNFBP sector (including contextual factors) and
organisation specific risks which are not referred to in the NRA or AML/CFT Law and

guidance notes.



Effectiveness & Technical Compliance Ratings

Effectiveness Ratings

10.1 7 Risk, policy
and coordination
Moderate

10.7Z ML
investigation &
prosecution

Moderate

10.27
International
cooperation

Substantial

10.3 Z Supervision

Moderate

10.8 z Confiscation 10.97 TF

Moderate

investigation &
prosecution

Substantial

Technical Compliance Ratings

R.1- assessing
risk & applying
risk -based
approach

PC

R.7- targeted
financial
sanctions -
proliferation
PC

R.137
Correspondent
banking

C

R.19 z Higher -
risk countries

LC

R.25-
Transparency &
BO of legal
arrangements

PC

R.31 z Powers of
law enforcement
and investigative
authorities

LC

R.37 2 Mutual
legal assistance

LC

R.2 - national
cooperation and
coordination

LC

R.8-non-profit
organisations

NC

R.14 2 Money or
value transfer
services

LC

R.20Z Reporting
of suspicious
transactions

LC

R.26 7 Regulation
and supervision
of financial
institutions

LC

R.32z Cash
couriers

LC
R.38 z Mutual
legal assistance:
freezing and
confiscation

LC

R.3- money
laundering
offence

C

R.9z financial
institution
secrecy laws

C

R.15Z New
technologies

PC
R.21 Z Tipping -off
and
confidentiality

C

R.27 z Powers of
supervision

LC
R.33 - Statistics

LC

R.397
Extradition

1 Effectiveness
effectiveness.

10.4 7 Preventive
measures

Moderate

10.10z TF
preventive
measures &
financial sanctions

Low

R.4 - confiscation
& provisional
measures

LC

R.10 z Customer
due diligence

LC

R.16 7 Wire
transfers

LC

R.22 - DNFBPs:
Customer due
diligence

PC

R.28 7 Regulation
and supervision
of DNFBPs

PC

R.34 z Guidance
and feedback

LC

R.40 z Other
forms of

international
cooperation

LC

10.57 Legal
persons and
arrangements

Moderate

10.11 7 PF

financial sanctions

Moderate

R.5 - terrorist
financing offence

LC

R.11 7z Record
keeping

LC

R.17 Z Reliance
on third parties

LC

R.23 7 DNFBPs:
Other measures

PC

R.29 z Financial
intelligence units

PC
R.35 - Sanctions

PC

10.6 z Financial
intelligence

Moderate

R.6 - targeted
financial
sanctions z
terrorism &
terrorist
financing

PC

R.12 z Palitically
exposed persons

PC
R.18 Z Internal
controls and
foreign branches
and subsidiaries

LC
R.247
Transparency &
BO of legal
persons

PC
R.307
Responsibilities
of law
enforcement and
investigative
authorities

C
R.36 7
International
instruments

LC

ratings can be either a HighHE, Substantial SE, Moderate ME, or Low z LE, level of

2 Technical compliance ratings can be either a £€compliant, LCz largely compliant, PCz partially compliant
or NCz non compliant.
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MUTUAL EVALUATION REPORT

Preface

This report summarises the AML/CFT measures in place as at the date of the onsite visit. It
analyses the level of compliance with the FATF 40 Recommendations and the level of
effectiveness of the AML/CFT system, and recommends how the system could be
strengthened.

This evaluation was based on the 2012 FATF Recommendations, and was prepared using
the 2013 Methodology. The evaluation was based on information provided by the country,
and information obtained by the evaluation team during its onsite visit to lie country
from 4-15 November 2019.

The evaluation was conducted by an assessment team consisting of:
Assessors:

Ms Catherine Rabey- Crown Advocate Legislative Counsel, Law Officers of the Crown,
Guernsey(legal expert)

Ms Lucie Castets Head ofinternational Affairs, Intelligence Processing and Action against
lllicit Financial Networks Unit, France (egal exper)

Mr Yehuda Shaffer International Consultant (law enforcement expert)

Ms Katerina Pscherova- Senior Legal Expert, Financial Market Rylation Division
Financial Market Regulation and International Cooperation Department, National Bank,
Czech Republic (financial expert)

Mr Igor Bereza - Director, AML/CFT Department, Head of Financial Monitoring
Department, National Bank of Ukraine, Ukraie (financial expert)

MONEYVAL Secretariat:

Ms Ani Melkonyanz Administrator
Mr Andrew Le Brunz Administrator
Mr Uwe Wixforth - Administrator

The report was reviewed by Ms Eva RossideBapakyriacou, Attorney of the Republic,
Head of the Unit for CombatingMoney Laundering (FIU) (Cyprus), Ms Tanijit Sandhu Kaur,
Financial Sector Specialist at World Bank, and the FATF Secretariat.

Georgia previously underwent a MONEYVAL Mutual Evaluation in 2012, conducted by the
IMF, according to the 2004 FATF Methodology h€ 2012 evaluation report of the country
and 2015 follow-up report have been published and are available at:
https://www.coe.int/en/web/moneyval/jurisdictions/georgia

That Mutual Evaluation concluded that the country was compliant with 3
Recommendations; largely compliant with 20; partially compliant with 14, norcompliant
with 2 and 1 Recommendation was not applicable. Following the adoption of theh4
Round MER, Georgia wsaplaced under the regular followup process and was removed
from the regular follow-up process in 2015.


https://www.coe.int/en/web/moneyval/jurisdictions/georgia

CHAPTER 1. ML/TF RISKS AND CONTEXT
1.1 ML/TF risks and scoping of higher -risk issues

1. Georgia is located in the Caucasus region. It shares borders wRussia to the north,

Azerbaijan to the east, Armenia and Turkey to the south, and has the Black Sea coastline to

the west. The capital city is Thilisi. The population is 3.8 million inhabitants (World Bank

estimate, 2018). Georgians form around 86.8%4 £/ OEA AOOOAT O bPiI pOI AGEI 1 8
is about USD 17.6 billion (2018 current prices, World Barfk According to the

Constitution of Georgia, the official language of Georgia is Georgian and in the Abkhazian

region of Georgia, the officialanguages are Georgian and Abkhazian. The official currency

of Georgia is the Lari (GEE) Georgia consists of nine regions divided into 65 districts and

includes the autonomous republics of Adjara and Abkhazia.

2. In April 1991, Georgia separated from theiISOEAO 5T EI T h AOOAAI EGEET ¢ C
GeorgiA © It has a land area of 69 700 square kilometres, and its Black Sea coastline is 310

kilometres long, this including Abkhazia and the Tskhinvali Region/South Ossetia, which,

together, represent close ta20 percent of the total land mass of the country. Due to the

lack of effective control of Georgia over Abkhazia and the Tskhinvali Region/South

Ossetia, this report only covers the AML/CFT regime in those parts of the country which

are under Government cotrol.

3. Georgia is a parliamentary republic. The President of Georgia is the Head of State and is
elected for a fiveyear term. The constitution provides the President with executive
powers, such as, among others: appointment of the Prime Minister; appoingnt of a
member of the High Council of Justice; nomination of members of the Board of the
National Bank and appointment of its President; and appointment of judges to the
Constitutional Court. The Government of Georgia is the supreme body of executive powe
The Government consists of a Prime Minister and ministers, appointed in accordance with
the Constitution. The Government is accountable and responsible to the Parliament of
" AT OCEA8 ' AT OCEAGO 1 ACAI OUOOAI EO AAOAA 11 AEOE
4. Georgia is a rmber of the United Nations, the Council of Europe, the World Trade
Organisation, the Organisation of the Black Sea Economic Cooperation, the Organisation
for Security and Cooperation in Europe, the Community of Democratic Choice, the GUAM
Organisation for Democracy and Economic Development, the European Bank for
Reconstruction and Development, the Asian Development Bank, and other international
organisations.

1.1.1 Overview of ML/TF Risks

5. According to its NRA (2019), Georgia is exposed to medium money laleting (ML)

3 Other ethnic groups include Abkhazians, Armenians, Assyrians, Azerbaijanis, Greeks, Jews, Kists, Ossetians,

Russians, Ukrainians and Yezidis.

4 https:/ /data.worldbank.org/indicator/NY.GDP.MKTP.CD?locations=GE&most_recent_year desc=true

5 For the purpose of this report the exchange rate used is GEL 1= EUR 30 cents

6 Constitution of GeorgiaArticle p 8 Op8 ' AT OCEA EO Al EIT IAdaeAs chrdiimédby OT EAEAA Al

the Referendum of 31 March 1991 held in the entire territory of the country, including the Autonomous Soviet

Socialist Republic of Abkhazia and the former Autonomous Region of South Ossetia, and by the Act of

Restoration of State hdependence of Georgia of 9 April 19912. The territory of the state of Georgia was

determined on 21 December 1991. The territorial integrity of Georgia and the inviolability of the state border

is confirmed by the Constitution and laws of Georgia and regnised by the world community of nations and

by international organisations. The alienation of the territory of the state of Georgia shall be prohibited. The

OOAOA AT OAAO 1T Au AA AEATCAA 171U AU A AEI AOGAOAT ACOAAI AT O
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and low terrorism financing (TF) risks’. The range of ML activities include third party ML,
cashbased ML, and abuse of legal personsnyolved in complex criminal schemes
Georgia claims the main proceed generating ML predicatédfences to be fraud, theft, and
cybercrime. There is no estimate available of the value of criminal proceeds in Georgia
overall and for the mentioned three types of offences, in particular. The National Risk
Assessment (NRA) thouly is analysing the followng proceeds generating predicate
offences: fraud,followed by cybercrime, drug trafficking, tax evasion, organised crime,
corruption and human trafficking. ML threats posed by these criminal activities range
between medium high to low, respectively. Whilst most of these criminal activities are
committed domestically, fraud, cybercrime and drug trafficking have also a transnational
character. Bank accounts and remittance services provided by microfinance organisations
(MFOs) and payment service providergPSPs) are the most common means used to
launder criminal proceeds.

6. Georgia is not amongst countries with a high risk of terrorist attacks. However, the

OACEIT T AI bl OEOEIT 1 AT A OEA Al 61 60udO bDOi GEI EOU

November 2017, a anti-terrorist operation neutralised a group planning a terrorist
attack in Georgia and Turkey, targeting the diplomatic missions. Six individuals were
convicted of TF for providing material support or resources for terrorist activities.
Georgian territory is not considered to be a favourable transit route for foreign terrorist
fighters and the incidence of Georgian nationals fighting in Iraq and Syria has sharply
reduced due to action taken by the authorities. Organisations supporting terrorist
ideology have not been identified.

vBug8ge #I1 Ol OOUBO OEOE AOOAOOI AT O AT A OAIT PET C

7. AT OCEA8O AEOO0O .2! xAO DPOAI EOEAA ET [/ AOT AAO ¢

with FATF Guidance on National ML and TF Risk Assessments and taking into
consideration experience of other countries. A Council of Europe external expert also
provided methodological support.

8. Preparation of the NRA was led by the AML/CFT InteAgency Council under the
Government of Georgia, which is chaired by the Minister of Finaac(MoF). An NRA
working group was set up within the Council tasked to conduct the risk assessment. The
NRA working group consisted of representatives of all competent AML/CFT bodies,
including law enforcement agencies (LEAS), supervisory authorities, and ther
government bodies. The findings of the NRA were discussed with representatives of the
private sector prior to adoption. The results of this discussion were reflected in the final
NRA report.The risk assessment is publicly availablé.

9. The risk assesment was conducted based on a notion of risk as a combination of
threat, vulnerability and consequence. The NRA assessed ML/TF risk at national level and
sectorial level. All the risk levels indicated in the NRA are "residual risks", which were

determined considering the effectiveness of the legal and institutional system, as well as
the quality of compliance control systems across the sectors. The thematic areas

DOAOAT OAA ET OEA OADPI OO AOA EIT OAOOAI AGAA AT A

example, when assessing risk levels in the different sectors, the working group considered

7NRA p. 37

8 NRA pp. 2534
9 NRA pp.3437
10 NRA in Georgianhttps://matsne.gov.ge/ka/document/view/4693515?publication=0

E|
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risks identified at the national level.

10. Certain shortcomings exist in taking account of some inherent contextual factors that
may influence the risk profile of a country (e.g. prevalence of cash, geographical,
economic, and demographic factors), and the identification of some threats and
vulnerabilities in the NRA (e.g. tradeébased ML and FT, real estate sector, potential for
abuse of nonprofit organisations (NPOs), theseleading to limitations in subsequent
understanding of some of the ML/TF risks.

11. Most sectorial risk assessments are clustered around medium to medivfow risk
ratings, although most ML cases in the country identify the use of banks, cash or real
estate. @rrent ratings will make it harder to identify where the greatest amount of
resources should be directed and may encourage stakeholders to focus only on those
sectors identified as presenting a mediurrhigh risk.

12. The assessment team identifiedseveral areas requiring increased focus in the
evaluation through an analysis of information provided by the Georgian authorities
(excluding the NRA which was not available at the time) and by consulting various open
sources.

13. As explained, the NRA was not available at the time of scoping for the evaluation and

so the evaluation team considered theAT OT OOU8 O O AAOOOATIRET ¢ -, T4
considered the process followed to assess ML/TF risk, stakeholders involved, the results

achieved, action plans and decisions not to apply the FATF Recommendations to some

obliged entities.

14. Major proceedsgenerating criminal activities were considered, along with

AOOETI OEOEAOGE OEAxO 11 -,74& OEOEOh OEAGABOAT O (
Office for 2017 to 2021 is in line with risks, as well as challenges in pursuing parallel

investigations and prosecution of different types of MLIaw enforcement efforts ). The

evaluation team also analysed reasons for discrepancies in the numbersifestigations,

prosecutions, and convictions, and the extent to which this is indicative of systemic

problems within the criminal justice regime. The practice of confiscating various types of

assets (including virtual assets (VAs)), application of noeoonviction-based confiscation

and asset management were also covered.

15. Given that recent reports have highlighted increasing challenges posed by

cybercrime , ML/TF risks were considered along with their impact on the financial sector

AT A OEA AOOEEk0OGiIOBEOS OAODI
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Caucasus- which makes it vulnerable to abuse by transnational criminal organisations

that continue to traffic various types of drugs- drug seizures tave declined since 2016.

Money remittance services have also been used by Georgians with criminal records for

drug crimes. The evaluation team explored the extent to which ML related tdrug

trafficking is prioritised by LEAs and the way these cases are vestigated and

prosecuted, parallel financial investigations and reasons for declining drug seizures.

17. A recent report by the European Commission states that Georgian nationals are one

of the most frequently represented noREU nationalities involved in €rious and organised
crime in the European Union (EU). Georgiamrganised criminal groups are highly
mobile, and especially active in France, Greece, Germany, Italy and Spain. The evaluation

11 Report from the Commission to the European Parliament and the ColAETi O3 AAiI T A 2APi 06 O1 AAO
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team considered the identification and understanding of risks relted to organised
criminal groups in the national and international context, and adequacy of measures
foreseen in, and taken according to, the National Strategy of 2017 to 2020 for Combating
Organised Crime. The level of international cooperation by LEAsn@ the financial
intelligence unit (FIU) was also considered.

18. A GRECO (Council of Europe) repétt published in 2017 and OECD repots
published in 2016 highlight that Georgia has come a long way in creating a framework for
fighting corruption . It appears that the Government has succeeded in significantly
reducing petty corruption, though it has been argued that some of the more complex types
of corruption remain a problem. The evaluation team considered whether the risks
associated with corruption (committed domestically or abroad) have been properly
assessed and understood, and whether mitigating measures have been taken. Technical
shortcomings in relation to the application of enhanced customer due diligence (CDD)
measures to politically exposed personsREPS) have a potential negative impact on the
ability to identify and trace corruption-related assets and so were considered. Submission
of PERrelated suspicious transaction reports (STRs) and dissemination of the results of
OEA &)580 ATl ArcethénAvizre Gl$o candideredAChalienges faced by LEAs in
effectively curtailing this corruption were also considered.

19. Cash OOAT OAAOEI T O AOA OOAOOAT OEAiI 8 4EA AOAI OAC
understanding of the ML/TF risks posed using cash and the ageacy of its measures

taken to mitigate those risks. Attention was given to the effectiveness of cash border

controls to detect false/non-declarations, resulting ML/TF suspicions as well as measures

applied by obliged entities to find out the source of fuds in cash transactions.

20. Real estate agents are not designated as obliged entities because their involvement

in property transactions is limited, and function is limited. However, there are many

websites offering support (to foreigners) to buy real estatén Georgia. The ML/TF risks

are said to be mitigated through the National Agency of Public Registry (NAPR), which is a
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risks emanating from the real estate sectorncluding foreign investment.

21. Given the abuse of legal persons in Georgia (including through fictitious (shell)

companies), threats and vulnerabilities were considered, including the use made of trust

and company service providers (TCSPs).

22. Recent reportshighlight that Georgia is a populawirtual currency mining location.

In 2018, the National Bank of Georgia (NBG) prohibited PSPs acting as virtual asset service
providers (VASPs) and provided guidance to PSPs to classify clients dealing with virtual
currencies as high risk and apply enhanced measures. The evaluation team considered the
understanding of ML/TF risk related to virtual assets (VAs) as well as legislative and
institutional capacities to deal with abuse.

23. Between 2013 and 2016, there was a sigitant number of instances when the
proceeds from Nigerian social engineering schemes were laundered through Georgia. The
perpetrators, mostly non-residents, established fictitious companies and opened bank
accounts to launder their criminal proceeds. Notbank remittance systems were misused
for the same purpose. According to the respective investigations, prosecutions and

12 Fourth evaluation round: Corruption prevention in respect of members of parliament, judges and
prosecutors. https://www.coe.int/ _en/web/greco/evaluations/georgia

13 www.oecd.org/corruption/georgia -should-focus-on-combating-high-level-and-complex-corruption.htm
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committed abroad. In 2017, the Financial Monitoring Seree (FMS) (Financial Intelligence
Unit of Georgia) identified possible attempts to avoid Iranian sanctions by neGeorgian
residents of Iranian origin, or with ties to Iran, who established companies in Georgia to
conduct financial transactions with third countries. Accordingly, the team considere& ) & O
understanding of ML/TF risk , effectiveness of risk management systems in place and
challenges carrying out CDD, particularly for higher risk customers and products.

24. Following the launch of an investigation i the Prosecutor's Office into the alleged
laundering of illicit income by two controllers of a bank , the evaluation team
discussed what type of ML may have taken place, analysed the effectiveness of
supervisory measures of financial institutions (FIs), ad considered law enforcement
activities and potential challenges.

25. Between 2015 and 2018, casinos and gaming institutions filed over 2 817 currency
threshold reports (CTRs) with the FMS but just 28 STRs. This raises questions about
compliance with CDD andreporting requirements, as well as the effectiveness of
supervision. Evaluators considered whether the authorities understand the risks linked to
the expandinggambling sector and apply adequate licensing, supervisory and preventive
measures, and assessdtie effectiveness of risk management systems applied by casinos.

26. The State Security Service (SSS) and media reports suggest that Georgia is closely
monitoring terrorism -related matters. The country has initiated several investigations and
prosecutions andobtained convictions. The evaluation team explored the extent to which
Georgia is exposed td’F threats and vulnerabilities , and whether they are adequately
reflected in the 2019 National Strategy on Combating Terrorism. The extent to which TF is
considered in terrorism investigations was also analysed. Challenges in pursuing TF
investigations, prosecutions and convictions (including confiscation of assets) were
considered.

1.2 Materiality

27. Georgia has a small, but growing economy (USD 17.6 billi@DP (current) in 20184)
with an annual GDP growth rate of 4.8% in 2018 and 5.2% in 2019

28. The largest contributors to GDR6 (current prices) in 2018 were: (i) wholesale and
retail z 13.9%; (ii) real estate activities 7 11.4%; (iii) manufacturing - 10.2%; (iv)
construction z 8.3%; (v) agriculture, forestry and fishing- 8.3%; (vi) public administration

and defence tradez 7.5%; (vii) transportation and storage z 6.3%; (viii) financial and
insurance activitiesz 6.1%; and (ix) other sectorsg 28.5%.

29. Georgia®d O Z£E1T AT AEAT OAAOI O EO AT T ET AOGAA AU
grown constantly in recent yearsz from 79% in 2016 to 97% in 2018. By contrast, the
ratio of assets of nonbank financial institutions to GDP stood at 6.2% in 2018. Most

AOAOA

AOOOT i AOO AOA OAOCEAAT O ET ' AT OCEA AT A OEA DAOAA

in offshore centres is around 3%.

30. The Georgian capital or securities market is small and includes the Stock Exchange and
the National Depository of SecuritiesThe types of products and services available in the
capital market are limited since it is in a nascent development stage and cently does not

14 https://data.worldbank.org/indicator/NY.GDP.MKTP.CD?locations=GE&most_recent_year desc=true
15 https://www.geostat.ge/en/modules/categories/23/gross -domestic-product-gdp
16 https://www.geostat.ge/en/modules/categories/23/gross -domestic-product-gdp
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provide any alternative investment opportunities (e.g. bonds, stocks).

31. Life insurance products are offered only on a very limited basis in Georgia
(investment related insurance is not offered at all). Only basic life insurance is offeredc
this in connection with private health insurance. In addition, contracts and policies are
renewable every year (there is, therefore, a very limited possible pagut in case of
cancellation of the policy). The share of the insurance sector in GDP is 1.3%

32. Very limited data is available for DNFBPs. The share of the gambling sector of GDP is
14.7%, for audit it is 0.11% and for other professional activities of accountants it is 0.15%.

33. There is no official information on the size of the VASP sector, but acding to
interviews conducted during the onsite visit, the exchange transaction volume can be
between GEL 3.5 to 5 million (EUR 1 to 1.5 million) per month.

34. As explained below, cash is the main means of payment in Georgia and estimates of
the size of theinformal economy vary between 10%7 (excluding unobservable economy)
and over 5098 (including unobservable economy). The unobservable economy refers to
self-employed individuals who account for almost twethirds of the Georgian workforce,
many of whom ae not required to register for tax purposes.

1.3 Structural elements

35. The key structural elements (political stability; highlevel commitment to address
AML/CFT issues; stable institutions with accountability, integrity and transparency; rule
of law; and acapable, independent and efficient judicial system) which are necessary for
an effective AML/CFT regime are present in Georgia to differing extents.

36. As noted above, GRECO (Council of Europe) and OB@&ports identify an argument
that some of the more complex types of corruption remain a problem. The GRECO report
highlights apparent mistrust of the judiciary more than other institutions.

37. As a result of the incomplete composition of the Suprem€ourt of Georgia (due to

expired terms of office) and need for Parliament to appoint 18 to 20 new judges (following

a change to the constitution which increased the number from 16 to at least 28), the

Venice Commission (Council of Europe) issued an urgeopinion in April 201920 in which

EO | AAA OAOAOAT OAATI T AT AAGETIT O O1 AAAIT xEOE
the number of judges necessary to render theork of the Supreme Court manageable; and

(i) information regarding the qualifications of candidates should be made public and the
appointment procedure based on the objective criteria on which each candidate is
evaluated. This being relevant for the reprt as there is an established practice of
addressing the Supreme Court to uphold hearings on ML

17 In the interview with Forbes, the head of the IMF mission in Georgia confirmed that the Geostat's data on
the informal economy is reliable: https:/forbes.ge/news/3782/ramdenad -Crdilovania-sagarTvelos
ekonomika

18 https://www.imf.org/en/Publications/WP/Issues/2018/01/25/Shadow __ -EconomiesAround-the-World-
What-Did-We-Learn-Over-the-Last-20-Years45583

19 https://www.oecd.org/corruption/acn/istanbulactionplancountryreports.htm

20 https://www.venice.coe.int/webforms/documents/default.aspx?pdffile=CDL -P1(2019)002-e
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judges in which it states that the selection procedure did not adhere to all recommendations made by the
Venice Commission.

22 |n July 2020, the Supreme Court of Georgia upheld the convictions of the Court of Appeals against 6
individuals for TF,in Chataev case, by finding their applications inadmissible.
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38. In the 2018 survey by the World Bank of Worldwide Governance Indicato#s the
country scored 83% for regulatory quality, 76% for control of corruption, 7446 for
government effectiveness, 64% for rule of law, 56% for voice and accountability, and 30%
for political stability and absence of violence and terrorism.

1.4 Background and other Contextual Factors

39. Georgia is located along traditional smuggling routes the Caucuses, which makes it
vulnerable to abuse by transnational criminal organisations that continue to traffic
various types of drugs. In April 2018, 15 metric tons of acetic anhydride were seized at
"AT OCEAS8 O b1 00 1 Az odd ofifie lafgést séizuis in histan) BeoRyid s
also part of the trade route to and from Iran.

40. Criminal groups were particularly strong in Georgia in the 1990s and early 2000s
when weak and corrupt public institutions created fertile ground for organised crime
Organised crime has declined sharply as a result of an active fight against the criminal
world. Georgian criminal groups have found refuge in other countries.

41. Transparency ) 1 OAOT AOGETT AI 60 Al OOODBPOET 1 DAOAADPOEIT I
amongst 180 countres?4 in 2019. This is the best result in Eastern Europe and the Central
Asia region. Amongst recent reforms, the country requires senior officials to publish
property declarations, a proportion of which are reviewed by the authorities.

42. There are approximately 7000 actve non-profit legal persons operating in Georgia,
most focussing on human rights and governance issues. Such organisations have operated
in Georgia since the collapse of the Soviet Union, as one of the priorities of international
donors has been to strendten democratic governance in Georgia. According to
Government estimates, about 95% of income still comes from international grants, and
the European Commission and the US Agency for International Development are the
largest donors.

43. Cash is the main meansf payment in Georgia. Cash transactions in the financial
sector are substantial, though the volume of cashless payments is rapidly increasing.
Georgia has also made significant progress in terms of financial inclusfénSince 2011, the
number of bankaccount holders has almost doubled and, in 2017, 61% of residents held
Al AAAT 01 68 $AOPEOA OEEOh OEA A1 O1 OOU8O OAAOE AIi
customers to carry out various types of payments conveniently and quickly. In the absence
of proper control mechanisms, pay boxes provide an opportunity for placing cash
anonymously into the financial sector, a point recognised by the authorities who plan to
introduce a user identification scheme to prevent anonymous use. In 2017, the total
volume of transactions carried out through cash boxes was almost GEL 8 billion (EUR 2.3
Billion) (average amount of a transaction- GEL 33 (EUR 10)), 64% of which was credited
to bank accounts, 11% related to gambling and 11% used to pay utility company bills.

44. In 2018, the IMF published a working document, estimating the size of the informal
economy in Georgia in 2015 to be min 53% of GBP The National Statistics Office of
Georgia uses a different methodology and separates the informal economy from the so
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23 http://info.worldbank.org/governance/wgi/Home/Reports

24 hitps://www.transparency.org/en/cpi/2019/results/geo

25 World Bank Report on Financial inclusion in Europe and Central Asia for 2019.
26https://www.imf.org/en/Publications/WP/Issues/2018/01/25/Shadow  -EconomiesAround-the-World -
What-Did-We-Learn-Over-the-Last-20-Years45583
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self-employed (two-thirds), and which carries out economic activities independently.

Theseare not subject to taxation. Under this method, the informal economy of Georgia is

measured as 10% of GD¥®. As a result of tax reforms, the share of tax revenue in GDP in

recent years has risen from 12% to 25%, a tefold increase in nominal terms.

45. Geor A6 O OA@ DITEAU EO AOOOAAOEOA O A& OAECT E
investment flows to Georgia amounted to USD 1.26 billion. The top 3 investment countries

were Azerbaijan (19.5%), the Netherlands (16.5%), and the United Kingdom (14.19%)
Under' AT OCEAGO OA@ AT AAh Z£OAA ET AOOOO#HAWyY UIT T AO AAI
regulations and a favourable tax and customs system apply. Tax obligations are generally

minimised in these territorial units; there are no quotas, tariffs or other bariers. These

zones can be initiated either by the Government or at the request of any resident or non

resident natural or legal person. The Kutaisis and Poti free industrial zones employ

around 30 000 people. Georgias a popular virtual currency mining location and it is

understood that many miners are established in free industrial zones.

46. The financial sector is dominated by two large, sophisticated banks, which operate
also in other sectors through whollyowned subsidiaries. This level of sophisticatioris
less apparent in other financial sectors, and absent in large parts of the ndfinancial
sector. Supervisors of Fls (except leasing companies) are well resourced and proactively
supervise compliance with AML/CFT requirements. On the other hand, AML/CFT
supervision of DNFBPs is, at best, very limited.

1.4.1 AML/CFT strategy

47. Georgia has published an overarching policy document for combating ML/TF
Strategy for Combating ML/TF for 2014 to 2017. Implementation of strategic goals in the
document was supported by a detailed action plan adopted based on the AML/CFT
Strategy. Action taken has included improvement of the legislative and institutional
framework in the country, extending and strengthening the capacity of obliged entities to
apply preventative measures, and enhancement of the effectiveness of investigation and
prosecution of ML/TF, including thorough a better use of national and international
cooperation frameworks.

48. The AML/CFT Strategy also provided the trigger for conducting the NRA whicta$
identified six priority tasks. These are: (i) monitoring of parallel financial investigation
practices for all income generating offenceq(ii) improvement of collection of statistics on
the type and value of frozen, seized and confiscated property; ifiiimprovement of
application of targeted financial sanctions (TFS); (iv) improvement of software for
operational-strategic analysis by the FMS; (v) implementation of riskased supervision
over the gambling sector and determining appropriate fit and prope criteria for casino
owners/administrators; and (vi) improvement of public/private partnership mechanisms
for timely exchanges of information on methods and means of crime and other threats.

49. Following adoption of the NRA, an AML/CFT Strategy will be dewaged to reflect on
the findings of the NRA.

50. In addition, the country has adopted a National Strategyn the Fight Against

27 In the interview with Forbes, the head of the IMF mission in Georgia confirmed théte Geostat's data on
the informal economy is reliable: https://forbes.ge/news/3782/ramdenad -Crdilovania-sagarTvelos
ekonomika

28 https://www.geostat.ge/en/modules/categories/191/foreign -direct-investments
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Terrorism (2019 to 2021). The strategyincludes seven basic directions: (i) collection of
terrorism -related information; (ii) prevention; (iii) protection; (iv) preparedness; (v)
prosecution; (vi) development of legislative framework; and (vii) international
cooperation. This strategy focuses on the fight against terrorism and extremism, and also
covers TF.

1.4.2 Legal and institutionaframework

51. The Inter-Agency Council for the Development and Coordination of Implementation

of the AML/CFT Strategy and Action Plan (AML/CFT Inteikgency Council) is the main

AT T OAET AGETT [T AAEATEOI A O OOPAOOGEOETM7 I £ AOI EE
AML/CFT Strategy and Action Plan, as well as AML/CFT recommendations of

international organisations, and coordination of activities of public agencies and self

regulatory bodies. Whilst the formal mandate of the\ML/CFT Inter-Agency Council ended

in 2017, it continues to function and is chaired by the Minister of Finance. Its membership

is drawn from senior officials in all AML/CFT agencies. The institutional framework

involves a broad range of authorities.

52. With the adoption of the AML/CFT Law inOctober 2019, the AML/CFT Standing
Interagency Commission shall be set up by the Government decision, responsible for
development, monitoring of implementation and update of the NRA and the Action Plan. It
is yet to be established. It is envisaged that higranking officials from all authorities
involved in the AML/CFT activities would be represented there.

53. The Financial Monitoring Service (FMS) EO ' AT OCEA8O ££ET AT AEAIT ET OA
FMS receives STRs and other information from obliged entities and other sources, and
when there are reasonable grounds to suspect ML/TF, sends the results of its analyses to
OEA ' AT AOAT 001 vkiat® 6fiin@dad AffairE ABE Stdteh SedityAService,
and/or the Revenue Service of the Ministry of Finance.

54. The Ministry of Finance (MoF) is the national coordinating body for the
development of AML/CFT policies and the NRA. Within the AML/CFT frawerk, the MoF

is acting as: a LEA responsible for combating financial and economic crimes falling under
its competence (Investigation Service); an administrative body on tax and revenue
matters (Revenue Service), including crosborder movement of cash andsecurities (the
Customs Department of the Revenue Service); and the supervisory authority for casinos,
DPMS, leasing companies.

55. The Ministry of Justice (MoJ) is the supervisory authority for notaries and the NAPR.

It also coordinates the work of the Govarmental Commission on the Implementation of
UN Security Council Resolutions (Commission).

56. The' AT AOAIT 0071 OA A O OligrésponsibléEfaiE iAvAstigatingOMLCand
prosecuting ML, TF and other offences. In order to ensure criminal prosecution, the
Gend® A | 001 OAA QG Iprovididg progedeiEal Buidance over investigations
conducted by LEASs, including on ML and TF. It also exercises supervision of the operative
and investigative activities.

57. The Ministry of Internal Affairs (MIA) is the investigative authority for all criminal
offences that do not fall under the competence of other investigative authorities.

58. The State Security Service (SSS) is responsible for combating terrorism,
transnational organised crime and international crime threatening statesecurity. It is the
investigative authority for several criminal offences including terrorism, TF and
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corruption -related offences that it detects (save for higtevel officials).

59. The National Bank (NBG) is the supervisory authority for all FIs, except lesing and
insurance companies. ThéNational Bankis established by legislation and is independent
from government.

60. The Insurance State Supervision Service (ISSS) is the supervisory authority for
insurance companies, insurance brokers and founders of nestate pension schemes. Like
the NBG, the ISSS is established by legislation and is independent.

61. The Service for Accounting, Reporting and Auditing Supervision (SARAS) has
been the supervisory authority for persons providing accountancy and/or auditing
services since June 2016. Previously, a se#figulatory body 7 the Georgian Federation of
Professional Accountants and Auditors was responsible for AML/CFT supervision of
accountants and auditors.

62. The Georgian Bar Association is a selfregulatory body acting as a supervisory
authority for lawyers and law firms.

63. Collective investment funds and fund managers, real estate agents and TCSPs are not
designated as obliged entities and have no designated supervisor.

64. A new AML/CFT Law came into force on 30 October 201 This law aims to
APDPOIl GEI AOA ' AT OCEAGSO ! -, T#E. AntiMohey AdundgEOA | AxT OE
Directive2? and to implement the 2012 FATF Recommendations. It designates new obliged

entities (lenders and insurance brokers), enhances the riskased approach, strengthens

CDD requirements and reforms the regime for implementing UN sanctions.

65. As well as establishmng preventative and reporting requirements, the AML/CFT Law
sets out: (i) the status of the FMS, how it is to be managed, how it is to be funded, its
functions, rights and responsibilities, and basis for cooperating with foreign partners; (ii)
functions of supervisory authorities and basis for cooperation and information exchange
between supervisors, the FIU and competent authorities; and (iii) how UNSCRs are
enforced. The AML/CFT Law is supplemented by several sectorial regulations made by the
FMS under that law.

66. The Criminal Code establishes ML, predicate offences and TF offences and provides
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Procedure Code also establishes a regime for forfeiture through civil preedings in
certain circumstances. Confiscation of property, including held by third parties is achieved
through freezing and seizure powers set out in the Criminal Procedures Code and the Law
on International Cooperation in Criminal Matters sets out hownutual legal assistance can
be provided in relation to ML, associated predicate offences and TF. The Law of Georgia on
Operative-Investigative Activities regulates the procedures for conducting operative
investigative activities by law enforcement authorites.

67. Other relevant laws include: (i) sectorial laws regulating the financial sector, e.g. the
Organic Law of Georgia on the National Bank of Georgia and the Law of Georgia on Bank
Activities; and (ii) Law of Georgia on Entrepreneurs which deals with theegistration and
administration of legal persons.

290n 1 July 2016, the E\Georgia association agreement came into full force.



1.4.3 Financial sector, DNFBPs and VASPs

68. An overview of the financial and norfinancial sector is provided in the table below.
There are gaps in information available, particularly for DNFBPs and VASPs (NzAnot
applicable).

Table 1.1: Number of private sector obliged entities in Georgia

Obliged entities 30 Number 31 Size of sector (2019)

Banks 15 Total assets- GEL 46.3 billion
(approx. EUR 14.1 billion)

MFOs 50 Total assets- GEL 1.3 billion
(approx. EUR 0.39 bhillion)

Payment service providers 28 Transactions volume- GEL 4.52 billion

(PSPs) (approx. EUR 1.52 billion)

Brokerage firms 9 Total assets- GEL 146.7million
(approx. EUR 45.7 million)

Non-Bank Depository 2 Total assets- GEL 2.6 million

Institutions - Credit Unions (approx. EUR 0.79 million

Lending entities 202 Total assets- GEL 499 million
(approx. EUR 151 million)

Currency exchange offices 660 Transactions volume- GEL 1.1 billion
(approx. EUR 0.34 billion)

Securities' registrars 4 Maintains share registers for 979
companies

Insurance companies 17(16)32 GEL 37 million premium income
(approx. EUR 12.3 million)

Non-state pension scheme 3 N/A

founders

Insurance/reinsurance brokers 17 N/A

Leasing companies 1233 Total assetsz approx. GEL 350 million
(approx. EUR 116 million)

Casinos 20 Total revenuez GEL 5 billion
(approx. EUR 1.6 billion) 2016

Entities engaged in trade of N/A N/A

precious metals and stones

(DPMS)

Notaries 269 N/A

Auditors (sole practitioner or 458 Income from auditing activities - GEL

partner/employee of audit firm) 49 million (approx. EUR 16 million)

Audit firms (legal persons) 262 and income from other professional
activities. - GEL 67 million (approx.
EUR 20 million)- 2017

Certified accountants N/A N/A

Lawyers 4 696 N/A

Law firms 323 N/A

69. Evaluators ranked the subsectors based on their importance given materiality and
ML/TF risks. They have used these rakings to inform conclusions, weighting positive and
negative implementation issues more heavily for important sectors than for less
import ant sectors. This approach applies throughout the report but is most evident in 10.3
and 10.4.

30 Data provided by supervisors.

31 The number of dliged entities is provided as of October 2019.

32 In brackets isgiven the number of insurance companies holding a licence for life insurance.
33 Number of leasing companies included into the FMS database of obliged entities.
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70. The banking sector is weighted as being the most important in Georgia based on its
materiality and risk. In most cases, banks are not a part of a large intermanal banking
group. The NBG has assessed the banking sector as presenting a high ML/TF risk and the
NRA has assessed a medium residual ML risk and medidaw residual TF risk.
Information provided by law enforcement agencies and the FMS indicates that nids|L
schemes, at some point, involve bank accounts and transactions carried out through
banks.The banking sector issignificantly more important  than any other sector.

71. Gambling is weighted as dighly important based on its materiality and risk. The
sector is rapidly expanding and has emerged as an important sector of the economy
(accounting for 14.7% of GDP). Customers of lafmhsed casinos, especially near
bordering regions, are mainly citizens of neighbouringcountries and the majority of
transactions are carried out in cashA new casino is being built on the border with Russia
that may provide a vehicle for the laundering of proceeds from organised crinfé.
Compliance control systems are weak and there is neffective AML/CFT supervision
(including licensing). Banks view gambling operators as high risk considering the inherent
risks involved (non-face to face business in case of online gambling operators) and the
large volume of transactionsIn the NRA, gambng is weighted as presenting a medium
high residual ML risk (the highest risk assessed in the country) and low residual TF risk.

72. The real estate sector is weighted as lsighly important based on its materiality and
risk. It has grown quickly in recent years, turnover doubling in the past 5 years (to GEL 1.2
billion (EUR 400 million) in 2018) and constituted 10.4% of total foreign direct
investment in 201835 It accounts for 11.4% of GDHReal estate contracts can be concluded
without the involvement of real estate agents or legal professionals, transactions can be
concluded in cash outside the regulated financial sector, and estate agents are not obliged
entities. However,real estate isoften purchased through mortgage loans. Whilst the NAPR
registers property rights in Georgia, there is no effective gatekeeper for the sector. In the
NRA, the real estate sector is weighted as presenting a medium residual ML risk and low
residual TF risk.Many ML cases in the country identify the use of real estate.

73. PSPs are weighted as lasighly important sector . Activities of PSPs include payments
through selfOAOOEAA EET OEO j OAZEAOOAA O AO OAAOE
payment cards and electonic money, and payment operations. Whilst payment volumes

are low when compared to banks, providers play an important part in making small
volume (retail) payments, and remittance services have been used to launder criminal
proceeds. As well as paying foutility services, cash boxes can be used to credit funds to
bank accounts, top up electronic wallets and replenish online casino accounts without
identification of the payer (when the amount is under GEL 1 500 EUR 500). Until mid
2018, PSPs were also able act as VASPs. The NBG has assessed the PSP sector as
presenting a high ML/TF risk and the NRA has assessed a medium residual ML risk and
medium-low residual TF risk.

74. The following sectors have been weighted asnoderately important : (i) MFOs
(because oftheir number and size and observed use of remittance services to launder
criminal proceeds); (ii) currency exchange offices (because of their number and large use

i £ AAOE ET ' AT OCEAQNn AT A jEEEQ AAAI 61 OAT 6OHK
registrars (because of their role as gatekeepers for legal persogsassessed as presenting

34 International Narcotics Control Strategy ReporiVolume Il Money Launderinghttps://www.state.gov/2019 -
incsr-volume-ii-money-laundering-and-financial-crimes-as-submitted-to-congress/

35 National Statistics Office of Georgidttps://www.geostat.ge/en/modules/categories/191/foreign -direct-
investments
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a medium-high risk in the NRA).

75. VASPs are not designated as obliged entities and so are not covered by the AML/CFT
Law, notwithstanding that there is a VASP sectgresent in Georgia. There is no official
information on the size of the sector, but according to interviews conducted, the exchange
transaction volume can be between GEL 3.5 to 5 million (EUR 1 to 1.5 million) per month.
This is significantly lower thanthe value of VA transactions conducted through PSPs up
until mid -20183¢ (consisting of exchange and custodial activities). Given the historical
prevalence of VASP activities, this sector has been weightednasderately important

76. Other sectors, including those providing services to capital markets, have been
weighted asless important , and there are no collective investment funds or managers.

1.4.4 Preventive measures

77. Preventative measures are set under the new AML/CFT Law which came into
force on 30 October 2019.

78. The following categories of entities, as recognised by the FARecommendations, are

not considered as obliged entities under the AML/CFT Law: (i) VASP§i) collective

investment funds and fund managers (iii) real estate agents; (iv) TCSPs; and (V)

accountants that are not certified accountants. Certified accounttsare exempted from

all obligations set in the AML/CFT Law when providing legal advice that relates to an

activity listed under c.22.1(d). All other FIs and DNFBPs covered by the FATF

2AAT T T AT AAGETT O AOA AAOGECT AGAA A GAOABC A O GED
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1.4.5 Legal persons and arrangements

79. According to applicable laws of Georgia, the following types of legal person shall be
registered in the Registry of Entrepreneurs andNon-Entrepreneurial (Non-Commercial)
Legal Entities operated by NAPR under the Ministry of Justice: (i) limited liability
company; (ii) joint stock company; (iii) general partnership; (iv) limited partnership; (v)
cooperative; (vi) non-entrepreneurial (non-commercial) legal person; (vii) religious
association; and (viii) branch of a foreign entrepreneurial or norentrepreneurial legal
person.

80. Basic features are regulated by the Law of Georgia on Entrepreneurs and the Civil
Code of Georgia. For the purposd this assessment, general and limited partnerships are
treated as legal persons, even though they do not have a separate legal personality.

36 In the first half of 2018, transactions conducted through PSPs constituted 195 million GEL. [Source: NRA
report.]
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Table 1.2: Numbers of legal persons registered in Georgia at the end of 2018

Legal form Number
Limited liability company 238 564
Joint stock company 2425
General partnership 2877
Limited partnership 159
Cooperative 3979
Non-commercial legal person (NPOSs) 25 105
Religious organisation 47
Branch of a foreign entrepreneurial legal person 1621
Branch of a foreign norprofit person 176
Total 274 953

81. Most legal persons are registered as limited liability companies (LLCs) and account
for 90% of turnover of business entities. LLCs are sub§t to less stringent requirements
and relatively lower administration costs. Around 130 000 legal persons are inactive. The
overwhelming majority of legal persons that are involved in ML cases are registered as
LLCs. Fictious companies (shell companiesjeaalso usually registered as LLCs.

82. Information provided by NAPR shows that around 90% of LLCs are solely owned by
individuals. The equivalent figures for partnerships and limited partners are 70% and
84% respectively. Similar information is notavailable for JSCs.

83. Foreign ownership is marginal in limited and general partnerships (3.77% and 0.45%
respectively) and only represented by natural persons. In LLCs, 48 602 LLCs have at least
one foreign natural person as shareholder (19.2% of all LLCshd 2 559 LLCs have at least
one foreign legal person (0.9%) in the ownership structure. Information is not available
for JSCs.

84. Georgia is not party to the Hague Convention on the Law Applicable to Trusts and

their Recognition. Trusts and similar types ofdgal arrangement cannot be established

under Georgian law. Whilst Georgian residents could be operating as trustees for foreign

trusts, the number of trusts using financial services in Georgia is almost n@axistents.

85.' AT OCEA OAAT C1 EOB®O LA Ab @Il B AAB®WS 1 v ODOAU POT PAO
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claim restitution of property sold against their interests. This is not considered to be a
legal arrangement under the saindards.

86. The NRA assesses residual ML risk through legal persons as being medhigh (the
highest risk assessed in the country) and residual TF risk as low.

1.4.6 Supervisory arrangements

87. Article 4 of the AML/CFT Law designates the relevant authority tsupervise obliged
persons with requirements set in the AML/CFT Law through ofsite and onsite
inspections. Article 38 specifies that the nature and frequency of inspections shall be
determined on the basis of the nature and size of the business of theliged entity and its
ML/TF risk level and authorises the supervisor to request and obtain required
information and documents from obliged persons. It requires supervisors to take
appropriate supervisory measures where preventative measures are not applied

37 Every six months, the NBG collects information on the number of trusts featuring as customers of FIs or in
customers” ownership structure The number is less than ten.



88. The NBG is designated as the supervisory authority for banks, MFOs, PSPs, brokerage

firms, Non-Bank Depository Institutions - Credit Unions (Credit unions), lending entities,

AOOOAT Au AgGAEAT CA 1T £AEEAARAOh AT A OAACaEOEAOS OA
supervisory authority for insurance companies, norstate pension schemes and brokers.

The Ministry of Finance is the designated supervisor for leasing companies.

89. As concerns DNFBPs, the designated competent authority for supervising casinos and
DPMSis the Ministry of Finance. Lawyers are to be supervised by the Bar Association,
notaries and NAPR by the Ministry of Justice, and auditors, audit firms and certified

accountants by the Service for Accounting, Reporting and Auditing Supervision.

90. Amongst ohers, VASPs, real estate agents and TCSPs are not designated as obliged
entities and, therefore, there is no supervisor.

1.4.7 International cooperation

91. 4EA 001 OAAOOT 080 /| AEFEAA EOT AOCEIT O AO OEA AAT OcC
legal assistane and extradition requests. There is an established procedure to deal with

the execution of such requests on a timely basis, which are monitored through a general

case management system.

92. Georgia has ratified 34 international agreements and concluded 8 bikxal
agreements governing mutual legal assistance. Georgia can provide legal assistance to
another country based on treaties, individual agreements or the principle of reciprocity.
Such assistance includes the search, seizure and confiscation of propegas,well as the
monitoring of bank transactions and other measures necessary to recover property
subject to confiscation.

93. In 2019, a cooperation agreement was concluded with Eurojust in order to facilitate
the process of exchange of evidence between Gemargnd EU member states and promote
a coordinated fight against transnational crime. This followed an agreement in 2017
between Georgia and Europol supporting the exchange of information amongst Georgia
and EU Member States.

94. The FMS has been a member ohd Egmont Group since 2004 and exchanges
operational information with similar units in other countries through its secure
communication channel. The FMS is also authorised to provide information to nen
Egmont member countries. The FMS does not need to entato agreements to exchange
information but has signed 42 memoranda of understanding with foreign counterparts to
further strengthen the cooperation.

95. The NBG is empowered to cooperate with its foreign counterparts within the scope of
its authority on AML/CFT matters. It has signed 15 memoranda of understanding with
supervisors in 12 countries and one further agreement is under discussion. In practice, i
has agreements with countries in which parent institutions are headquartered, and in
those in which Georgian FlIs operate through branches and subsidiaries.
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CHAPTER 2 NATIONAL AML/CFT POLICIES AND COORDINATION

2.1. Key Findings andRecommended Actions

Key Findings
Immediate Outcome 1

1) Georgia displays a fair understanding of many of its ML and TF risks. Neverthele
shortcomings exist with regard to identification of some threats and vulnerabilities ang
subsequent understanding of some of the ML/TF risks. The level of risk understandjr
varies across the public sector. Highest levels of understanding were demonstrated by t
FMS, the NBG, the GPO and the SSS.

2) The NRA analysis is not always methodological enough and does not fully take acco
of some inherentcontextual factors thatmay influence the risk profile of a country (e.g
prevalence of cash, geographical, economic, and demographic factors).

3) Authorities have taken considerable efforts to ensure that the NRA includes-tepth
analysis of threats and vulnerabilities. Whils the methods, tools, and information used td
develop, review and evaluate conclusions on risks are adequate to a large extent,
analysis of ML risks conducted by separate working groups was combined within the NR
but has not been fully correlated andcould be developed further in the following areas
e.g. use of cash in the economy, real estate sector, tramsed ML (including in free
industrial zones of Georgia), legal persons, use of NPOs.

4) The assessment of TF risk in the NRA has focused on B8 FTFs. Authorities did not
fully assess all forms of potential TF risk, especially tradbased TF, the volume, origin anc
destination of financial flows and potential for abuse of NPOs.

5) Whilst the overall risk assessment in the NRA may seem reasor@pthis cannot be said
for all of the sectorialrisks. This is because, althougmost ML cases in the country identify,
the use of banks, cash or real estate, most assessments are clustered around mediur|
medium-low risk ratings. This will make it harder to identify where the greatest amount
of resources should be directed and may encourage policy makers, competent authoriti
and the private sector to focus only on sectors identified as presenting a medidhigh risk

(gambling sector and legal persons),\@rlooking some other areas where the risks occu
in fact. Without additional guidance, differences in outcomes of the NRA and NBG secto
risk assessments send a confusing message to obliged entities about risk perception ley
in various sectors.

6) The NRA findings have not all yet been transposed into national policies and activitig
The six priority actions developed following the completion of the NRA cover only to som
extent areas identified as presenting the highest risk (relative to others).

7) Exemptions for real estate agents, TCSPs, collective investment funds and fu
managers, accountants that are not certified, accountants when providing legal advice &
VASPs are either not supported by a risk assessment or are not all in line with thERA
results, and they do not occur in strictly limited and justified circumstances.

8) The objectives and activities of the competent authorities are generally, but not alway,
consistent with evolving national AML/CFT policies and with identified ML/TF rsks.

9) Competent authorities ceoperate and ceordinate on ML/TF matters with good spirit,




but not routinely and comprehensively enough. They do not do so to the necessary deg
with regard to the financing of proliferation of weapons of mass destruction

10) Georgia has ensured to a large extent that FIs and DNFBPs are aware of the rele
results of the NRA.

Recommended Actions
Immediate Outcome 1

1) Georgia should take measures to ensure a better and more equal level of understand
of its identified ML/TF risks across all competent authorities.

2) Georgia should continue improving its understanding of ML/TF risks and its future risk
assessments by conducting further analysis and assessment of:

- the main proceedsgenerating predicate offenes based on comprehensive dat
(including intelligence from all LEAs, from MLA and direct international cooperation
and identified typologies, extending focus to include ML threats presented by traelg
based ML (including in free industrial zones of Georg)a

- the vulnerabilities and residual ML risks in the real estate sector and extensive use
cash;

- ML/TF implications of potential contextual vulnerabilities (integrity levels in the
public and private sectors; informal/cash economy and undocumented vadth;
geographical, economic and demographic factors; and presence of PEPs and t
associates (some of which may be high wealth individuals as in other jurisdictions);

- TF risks, including the volume, origin and destination of financial flows, tradbased
TF and abuse of NPOs.

3) Georgia should rapidly review its decision not to apply the FATF Recommendations
certain sectors, and when considers application of exemptions, should ensure that the
occur in strictly limited and justified circumstances, where there is a proven low ML/TF
risk.

4) Georgia should establish the AML/CFT Standing Interagency Commission in line w
the new AML/CFT Law. It should meet routinely and further strengthen the cooperatio
and coordination between compéent authorities on ML and TF matters.

5) Georgia should develop a national AML/CFT strategy and more comprehensive acti
plan to address ML/TF risks identified in the NRA, in addition to the six priority areas s
far identified.

6) Georgia should improe alignment between: (i) the objectives and activities o
competent authorities; and (ii) evolving national AML/CFT policies and ML/TF risks.

7) Georgia should develop formal arrangements for better PF coordination between t
AML/CFT Standing InteragencyCommission and other relevant actors. The AML/CF
3OAT AET C )1 OAOACAT AU #i1 i1 EOOGEI T80 ACAIT 4
including issues of PF targeted financiadanctions.

96. The relevant Immediate Outcome considered and assessed in tkisapter is 10.1. The
Recommendations relevant for the assessment of effectiveness under this section are R.1,
2, 33 and 34, and elements of R.15.
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2.2. Immediate Outcome 1 (Risk, Policy and Coordination)

p8¢@8uv8 #1 O OOUBO OliKAOOOAT AET C T £ EOO -, T4&
97. Georgia understands many of its ML/TF risks to a good extent, but shortcomings still

exist, both with regard to identifying some threats and vulnerabilities, and subsequent

understanding of some of the risks. The level of risk understanding varies amg the

public sector representatives. It has been influenced by the fact that the authorities have

only recently finalised and communicated the first NRA, thus not allowing enough time for

the identified risks to be understood by all authorities. Some atubrities displayed a wider

appreciation of certain risks than reflected in the NRA itself. Highest levels of

understanding were demonstrated by the FMS, the NBG, the GPO and the SSS.

98. ' AT OCEAGO O1 AAOOOATAET C T & -, T4 &ctoodElBE EO AAOA;
assessments regularly undertaken by the NBG (assessment covers the supervised sectors

for the years 2015 to 2018 inclusive). The NRA process has therefore enabled Georgia to

consolidate and articulate existing knowledge on risk and to developa better

understanding in various areas.

99. The methods, tools, and information used to develop, review and evaluate
conclusions in the NRA have been adequate to a large extent. The country made use of
&' 4& COEAATAA 11 O. AOGEITAIOO I&MEAUAT,AEQTCA ROEFEC AG OA
and the WB NRA public guidance. All competent AML/CFT authorities, including the LEAS,
supervisory authorities, and other government bodies were involved in the process.
Participation of the private sector was ensured througha datagathering process
conducted on the basis of pralefined questionnaires, and discussions of the findings prior

to adoption of the NRA. Authorities collected a considerable amount of information to
analyse the ML/TF risks of the country, especially &@m the NBG (which collects data every
six months to support risk-based supervision). Nevertheless, other sources of information,
as outlined in the subsections below, have not been sufficiently utilised. Analysis in the
NRA includes output from eight sepate working groups responsible for assessment of
different topics, including: ML risks; TF risks; legal persons; new services and delivery
channels; financial institutions; nonfinancial institutions, etc. The analysis conducted by
these working groups wa combined within the NRA but did not appear to have been fully
correlated.

100. The NRA analysis is not always methodological enough when it comes to analysis of
some inherent contextual factors that may influence the risk profile of a country. One of
these B integrity in the public and private sectors which is dealt with as a specific ML
threat as a predicate offence (corruption) but not as a factor which may influence the
effectiveness of supervision and law enforcement in general (to conclude on this Geiarg
needs to conduct a further analysis of this topic).

101. Another contextual factor not fully and properly analysed in the NRA is the informal
economy. It is looked at as an element justifying the level of the Tax evasion threat for ML.
Nevertheless, the fetures of the informal economy are not analysed in conjunction with
the extensive use of cash in Georgia. While acknowledging that proceeds from predicate
offences are often generated in the form of cash and widely used as a means for paying for
real estate(frequent ML typology), which provides an opportunity to disguise the source

of cash, the Georgian authorities did not analyse the effect of the informal economy/use of
cash on the ML/TF environment, and there is no estimation of the volume of cash
generated from, and used for, conducting criminal activities. The NRA acknowledges that
steps are being taken to enhance financial inclusion through increasing the use of the



cashless payments. There is, however, no analysis on the impact this has had on redycin
the use of cash in criminal activities. On the other hand, Georgia has incorporated
mitigating measures to deal with undocumented wealth in its ML offence, but no data or
analysis has been included in the NRA regarding the results of use of this legigiat
(frequency of use of this mechanism, volume of recovered undocumented property,
identified vulnerabilities, etc.).

102. Although some geographical and economical elements are described in the NRA,
another important example of contextual analysis that is niosufficiently reflected in the
NRA is with regard to the geographic, economic, and demographic factors. The geographic
proximity of Georgia and its trade routes to areas where terrorist groups are active and to
high risk jurisdictions, as well as, data rgarding immigration have not been properly
addressed in the NRA analysis.

103. The NRA also ignores the ML risks associated with the presence of foreign and
domestic PEPs and their associates (some of which may be high wealth individuaksin
other jurisdictio ns). Notwithstanding that: (i) one bank is partially owned by a foreign
PEP and a second bank fully owned by a domestic PEP; (ii) domestic PEPs have only
recently become subject to enhanced CDD measures; and (iii) open source information
available that hichlights the recruitment into public service of associates of a domestic
PERS8. While some investigations and supervisory actions have in the past been
conducted, these contextual factors have not been taken into account in the identification
of threats and vulnerabilities in the NRA.

104. The level of understanding of ML risks among competent authorities varies: it is
reasonable in the GPO, FMS, SSS and the NBG. Considerable effort was taken to ensure that
the NRA includes indepth analysis of threatsand vulnerabilities. Nevertheless, the
analysis did not fully and properly analyse all ML risks, e.g. those presented in the real
estate sector, by the extensive use of cash in the economy, and by VAs and VASPs. The
chapters relating to these topics in te NRA lack sufficient analysis regarding the extent of

the threat, the effectiveness of the measures in place to mitigate these threats and the
residual risk as a result- analysis which could lead to recommendations, and other policy
implications.

105. Conclwsions on ML risks identified for legal persons, new services and delivery
channels, Fls, and noffinancial institutions did not appear to have been fed into the
overall assessment of ML risk in the country. Instead, the assessment of national ML risk
was based on a study of: (i) proceedgenerating crimes committed in the country (fraud,
cybercrime, drug trafficking, tax evasion, organised crime, corruption and human
trafficking); and (ii) vulnerabilities z means and methods of committing these crimes but
taking account only of use of bank accounts, remittances, legal persons, third parties
(money mules) and cash (Chapter Il of the NRA).

106. Proceedsgenerating crimes included in the analysis of threats in the NRA were
selected based on a number of criteria rluding: (i) scale/number/trends; (ii) estimated
proceeds/confiscated funds; (iii) complexity/modus operandi/new trends; (iv)
prevalence in STRs, FMS disseminations, ML cases and MLAs; (v) transnational nature;
(vi) law enforcement challenges/legislative ckficiencies; and (vii) contextual factors
(geographic proximity to countries with high levels of criminality). Nevertheless, (while
considering the overall crime rate in Georgia is relatively low) not all the information

38 https://www.transparency.ge/en/blog/ivanishvilis -companiespublic-officials-talent-pool-three-years
later
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identified by credible sources seern to have been taken into account when analysing ML
threats. The analysis is too focused in many cases on suspicions detected and reported by
obliged entities. Other important areas are not reflected in the text of the NRA, for
example, detected threats hghlighted by incoming international requests (formal and
informal), actual criminal cases and direct policgo-police cooperation concerning
proceeds of largescale drug dealing. The NRA does not: (i) identify additional proceeds
generating crimes (e.g. cetraband and environmental crime); and (ii) highlight slightly
different views shared with evaluators by LEAs during the ossite visit about the
prevalence of certain predicate offences and estimated amounts of proceeds. There is also
a lack of information and analysis on certain areas such as tradeased ML and proceeds
of foreign predicate offences.

107. Strategic financial intelligence has been analysed and used in the NRA. For example,
there are analyses of both foreign and resident account holders and réta transactions,
and of inflows and outflows of funds from and to high risk jurisdictions. However, some
further analysis is missing, e.g. international financial flows were not compared with
actual international trade data to identify potential financial transfers with no link to
actual business, which could indicate the risk of tradéased ML. ML typologies, both
international and those developed from domestic cases, were used in the NRA to some
extent. The authorities have also conducted analysis of Misks in free industrial zones of
Georgia, where the AML/CFT legislation applies in the full scope. The NRA highlights that
in recent years, small number of reports on suspicious transactions submitted to the FMS
were related to enterprises in the free indistrial zone, but connection to the criminal
activities of such enterprises has not been confirmed. Nevertheless, further analysis of
financial activities conducted in these areas would be beneficial from the perspective of
identification of the potential risk of trade-based ML.

108. The level of understanding of TF risks among competent authorities varies: it is
reasonable in the SSS, GPO and the FMS. The approach applied by the authorities to the
assessment of TF risks has been similar to ML risk, as descriteabve. Conclusions of the
NRA working group on TF risk are based on analysis of actual criminal cases, means and
methods used, activities of the NPO sector and implementation of UNSCRs. Conclusions
(Chapter IV of the NRA report) do not make use of the fiings of other NRA working
groups.

109. While the National Strategy on the Fight against Terrorism Qounter-Terrorism
Strategy) for 2019-2021has considered and analysed the geographical challenges the
country faces in its fight against terrorism (including thedemographic/polarisation of
society factors), the results of this analysis have not been fully transposed into the NRA
focusing on the financing aspect of terrorism, and the conclusions this analysis may have
on the national TF risk assessment (specific thats vulnerabilities etc.). The NRA is overly
focused on TF risks related to TFS. It does not fully assess all forms of inherent threat
especially considering the geographical and demographic challenges the country faces, e.g.
the geographical proximity of Georgia to the conflict zones where Daesh and other
terrorist organisations carry out their activities, and the fact that some Georgians have left
the country for Syria.

110. Itis not clear whether the assessment of TF risks considered tradsmsed terrorism
financing or examination of relevant mitigating measures. Authorities nevertheless
advised that these matters had been considered separately and could not be disclosed
given the confidentiality of information. Though all seem aware of potential theoretal



abuse of the Georgian financial system based on its geographical position, only some of the
LEAs could transform this into the actual threat presented by tradéased TF.

111. Lastly, it appears that TF risks emanating from NPOs have not been
comprehensively assessed in the NRA, targeting identification of the overarching risk
environment in the sector and missing granularitiesz the features and types of NPOs
which by virtue of their activities or characteristics, are likely to be at risk of terrorist
financing abuse (see also 10 10).

112. Overall, as was mentioned above, Georgia has made considerable efforts to form its
understanding of ML/TF risks. This resulted in displaying a fair level of understanding of
many of its ML/TF risks. Nevertheless, the gaps highlighted above with respect tbe
analysis of some contextual factors and certain aspects of ML/TF threats and
vulnerabilities impacts the risk understanding of the country to some extent.

113. Whilst the overall risk assessment in the NRA may seem reasonable, this cannot be

said for all o the sectorial risks. In the NRA, only gambling and legal persons were
assessed as presenting the highest ML risk (mediutiigh), whereas analysis of the
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services provided by nonbank financial institutions, the use of real estate and cash.

Hence, the results of the NRA may send the wrong message to policy makers, competent
authorities and the private sector, encouraging them to focus only on the two sectors

identified as presenting a mediumhigh risk (gambling and legal personsy at the expense

of other areas where there is, in fact, risk, and where a greater amount of resources is

needed.

114. The outcomes of the two risk assessment processes: the NRA exercise and NBG
sectorial risk assessments are different to a certain extent, when it comes to perception of
the ML/TF risk levels. The NBG clarified that both risk assessments are complementary
and partially different in the scope. Sectorial risk assessments conducted by th&® are
mainly designed to differentiate risk amongst different sectors and institutions to guide
supervisory effort. The NBG considers that its risk assessment is focussed more on
inherent risk, whereas the NRA takes greater account of the impact of mitiyag measures

in place to address risks. The NBG confirmed also that when assessing, applies stricter
approach, and allocates its resources accordingly. Without additional guidance, such a
difference in the outcomes of the NRA and the NBG risk assessmetds create certain
confusion as to the risk perception level in various sectors. This was confirmed by the
private sector interviewed on-site.

Table 2.1: ML/TF risk level prescription to sub  -sectors by NBG's SRA and NRA

NBG Reporting Entities ML risk Level TF risk Level

'8 0 3 NRA .""' 80 NRA
Banks High Medium Moderate Medium Low
PSPs High Medium High Medium Low
Brokerage firms High Medium-Low Low Low
MFOs Moderate Medium-Low Moderate Low
Currency Exchange Moderate Medium-Low Low Low
Bureaus
3AAOOEOEAOGS Moderate Medium-Low Low Low
Leasing companies - Medium-Low - Low
Credit Unions Low Low Low Low
Insurance companies - Low - Low
Gambling business - Medium-High - Low
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Real estate market - Medium - Low

DPMSs - Medium-Low - Low

2.2.2. National policies to address identified ML/TF risks

115. Georgia has demonstrated a high political commitment to fighting ML/TF over the

past years, developing an overarching policdocument for combating ML/TF- Strategy

for Combating ML/TF for 2014 to 2017 (AML/CFT Strategy). The timing of NRA

publication has AEAT 1T AT CAA ' AT OCEA860O AAEI EOU O ODPAAOA
demonstrate the use of its findings by all authorities when developing their policies and

activities. This is due to the fact that the NRA, which has been conducted for the first time,

was finalised and adopted on 30 October 2019, that is a few days before the-site visit.

116. Respectively, the aforementioned 20142017 AML/CFT Strategy wasot based on
an assessment of risk. It nevertheless waput in place to strengthen the AML/CFT
framework, through establishment of a national framework for combating ML/TF, and to
contribute to the prevention, early detection, and reduction of criminal activities.
Implementation of these strategic goals was supported by a detailed action plan based on
the AML/CFT Strategy. These actions have become an integral part of institutional
strategy and policy activities, which include measures for combating ML/TF in line with
OEA AOOET OEOEAOGS 1 x1 O AROOOATAET G T &£ -, T748& OEOE
117. The2014-2017 AML/CFT Strategy has providedhe trigger for conducting the NRA.

It has also provided the basis for: (i) legislative andnstitutional improvements; (ii)
extending and strengthening the capacity of obliged entities to apply preventative
measures; and (iii) enhancement of the effecteness of investigation and prosecution of
ML/TF, including through better use of a national and international cooperation
framework.

118. After finalising the NRA in 2019, Georgia defined six priority tasks to promote
effective management of ML/TF risks. Howewe the link between these six priority tasks
and national and sectorial risks identified in the report (e.g. fraud (mediunrhigh threat),
cybercrime (medium threat), gambling sector (mediumhigh risk), legal persons
(medium-high risk), banking sector (mediun risk) and PSPs (medium risk), are not
always apparent. The six priority tasks are:

(a) Monitoring of parallel financial investigation practices for all incomegenerating
offences;

(b) Improving the collection of statistics on the type and value of frozerseized and
confiscated property;

(c) Improving the practice of applying targeted financial sanctions according to
UNSCRs in relation to persons linked to terrorism;

(d) Improving the software used for operational and strategic analysis by the FMS;

(e) Implementing risk-based supervision over gambling and determining
appropriate fit and proper criteria for casino owners and controllers; and

() Improving the public/private partnership mechanisms for timely exchanges of
information on methods and means ofcrime, and other threats among obliged
entities and competent authorities.

119. In October 2019, Georgia adopted an Action Plan for 2020 to 2021. The Action Plan
mostly reflects on these six priority tasks and does not address areas identified as



presenting higher risks identified in the NRA, except for the ones related to the gambling
sector (see above).

120. Georgia also adopted it€Counter-Terrorism Strategy for 2019-2021, along with an
action plan, which is broadly in line with the TF risks as outlined in the NRA. The Counter
4A001 OEOI 3 O00A0OAcuUu AT A OAI AOGAA OEA ' AOGETT o1 Al
terrorism and extremism through seven basic diections: (i) collection of terrorism-
related information; (ii) prevention; (iii) protection; (iv) preparedness; (v) prosecution;
(vi) development of legislative framework; and (vii) international cooperation. One of the
goals of the CounterTerrorism Strategy is the timely detection of dissemination of
terrorist/extremist ideology, radicalisation, recruitment, financing of
terrorism/extremism and terrorist attacks, and handling them at an early stage. Among
others, in order to achieve this goal, the CounteTerrorism Strategy sets an objective to
counter TF. The CountefTerrorism Strategy adequately identifies the TF potential threats
posed by theNPO sector and calls for activities and oversight to mitigate this threat and
prevent their abuse for TF.

2.2.3 Exemptions, enhanced and simplified measures

121. The AML/CFT framework of Georgia provides for the possibility to exempt fully or
partially a number of activities designated under the FATF Recommendations, such as: (i)
VASPs; (ii) collective investment fund and fund managers; (iii) real estate agents; (iv)
TCSPs; (v) accountants that are not certified, and (vi) accountants when providing legal
advice.

122. There is a lack of analysis of ML/TF risks related to VASPs, collective investment
funds and fund managersor TCSPs. As concerns the other activities listed and applied
exemptions, the authorities have not always demonstrated that there is a proven low risk
of ML/TF and could not demonstrate that any of these exemptions occur in strictly limited
and justified circumstances.

123. Despite concluding that the ML risk in the real estate sector is rated as medium, real
estate agents are fully exempted from the AML/CFT obligations. This is being based on the
fact that such agents have a limited role in real estate trang&mns and therefore their
vulnerability is low. However, at the same time, the authorities have confirmed that the
exact number of real estate agents in the market is unknown because they are not
registered, and the conclusion reached under 10.3 and 104l that there is no effective
gate-keeper in the real estate sector to prevent its use in ML/TE No quantitative and
gualitative data was provided to support the exemption which does not satisfy the
respective conditions under the standard.

124. ML/TF risks associated with the accounting sector are rated as low. These
conclusions were based on the analysis of the registered population of accountants, taking
into consideration the absence of criminal cases with involvement of accountants, the
small size of the btal annual income?, set entry requirements, and their limited role in
transactions. While little is known about activities of the norcertified population of
accountants, the NRA also acknowledges that there is no oversight over the activities of
the professiontl. There is no indication or supporting evidence that the exemptions are

39 For the majority of the period under review the NAPR was subject to the same obligation to apply
preventative measures as other obliged entities.

40 According to the Registry of Accounting, Reporting and Audit Supervision Service total annual incowfe
audit firms (including auditing, accounting, business and tax consultations) contributes 0.2824% to GDP. Due
to the specificity of the sector, no separate data is available for registered accountants only.

41NRA, p. 84
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applied strictly in limited cases and/or that it is justified by circumstances. This decision
to exempt noncertified accountants and accountants when providing legadvice is not
risk-based and, in the case of the former, reflects instead the difficulties in supervising
what constitutes a largely unknown population of service providers.

125. NBG provides a regularly updated (last being in May 2019) guideline on the
application of a RBA by FIs which are under its supervisory authority. This guideline takes
account of sectorial risk assessments conducted by the NBG with input from obliged
entities. It is in line with the findings of the NRA. The guideline: (i) lists noexhaustive
factors that obliged entities must consider when assessing customer risk; and (ii) sets out
high and low risk scenarios. The RBA guideline also lists products and services by sub
sector that are considered to present an inherenthhigh risk. This indudes crossborder
transactions and cash deposits and withdrawals, both identified as methods of ML in the
NRA.As concerns the higkrisk scenarios, the guideline sets out general requirements and
does not prevent FIs identifying further highrisk scenarios based on their own business
practice.

126. Whilst in general matching with scenarios proposed by the NBG, there were also
some examples demonstrated by larger Fls, where obliged entities apply a wider set of
high-risk scenarios. The NBG and obliged entitieg@ in regular communication on this
subject matter and periodically revise the guidelines. The application of riskased
measures by reporting entities is one of the primary areas of supervisory focus for the
NBG. They have confirmed that compliance of ifementation of risk-based measures by
obliged entities with the NBG guidelines is strengthening.

127. Enhanced or simplified measures applied by other reporting entities (such as
insurance and DNFBPs) are guided by the AML/CFT Law and not based on an actual
assessment of ML/TF risks.

2.2.4. Objectives and activities of competent authorities

128. The objectives and activities of the competent authorities are generally, but not
always, consistent with the evolving national AML/CFT policies and identifiedML/TF
risks. This is to a large degree as a result of the late finalisation of the NRA.

129. The NBG Supervisory Framework in force since January 2019 formalises a
significant process that started in 2015. NBG’s approach to AML/CFT supervision is fully
risk-based and carred out through a separate and weltesourced unit. Periodic reporting

by the supervised population is duly analysed and forms the basis for sophisticated
supervisory planning. NBG supervisory cycle is adequate in view of the number and
characteristics of Hs and sectors under its purview. NBG efficiently makes use of
alternative types of inspections (thematic, ad hoc) to complement regular supervisory
actions. The approach applied by the ISSS is similar to the NBG, though less robust, which
is proportionate to the context and risks of the sector. (see 103)

130. NBG has addressed as a matter of priority several ML methods as identified in the
NRA report, including the use of fictitious companies, crodsorder remittances by PSPs,
and extensive use of cash in theinancial sector (though more could be done in this
respect).

131. There are no similar sectorial AML/CFT policies in respect of leasing company and

$.&"0 OOPAOOEOI 008 ! AAT OAET Ci Uh AT 01 60ous80O AAOEO

and real estate transatons are not in line with the ML/TF risks identified in the NRA. In
particular, the MoF has taken only limited action to prevent criminals from owning or



controlling casinos (assessed as presenting a mediulmgh ML risk) or to extend existing

oversight to include AML/CFT supervision. Nor do policies and activities address the

inadequate framework for the regulation and supervision of the real estate market

(assessed as presenting a medium ML risk).

132. 4EA ' AT AOAI 0071 OAAOGOI 06 O themmEiseuborsEOiice oA AT DOAA A
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target an increase in the effectiveness of the fight against certain crimes, including ML, TF,

human trafficking, corruption, terrorism, cybercrime, and drug trafficking. This Strategy is

broadly in line with the major proceedsgenerating offences highlighted in the NRA. The

missing elements are fraud, which is assessed as posing a meditigh ML threat, and tax

evasion and organised crime, wich are identified in the NRA as posing a mediufow ML

threat.

133. Additionally, identification by the GPO of a relatively low value of seized property
(tens of millions of GEL) compared to the level of estimated criminal proceeds nationwide
is important and it has taken steps to address this through th® O1 O A ASr&dgp 6
order to increase effectiveness of the fight against ML/TF, and in line with the
0 O1 OA Air&idgy) @é GPO is expected, among other tasks to: (i) conduct a periodic
assessment of ML/TF risks and allocate resources to ensure that these risks are mitigated;
(i) ensure that there are parallel financial investigations into all proceeds generatip
offences involving ML; and (iii) analyse the effectiveness of finding and seizing criminal
property and take steps to increase the effectiveness of thesaeasures. However, no
comprehensive information was provided to demonstrate implementation of these
measures over the past years.

134. As described throughout the report, not all activities of competent authorities are
fully in line with the risks identified in the NRA, and as perception of risks varies amongst
competent authorities, so does their focus androritisation of activities.

2.2.5. National coordination and cooperation

135. Competent authorities ceoperate and ceordinate on ML/TF issues in good spirit,
but not routinely and comprehensively enough. They do not do so to the necessary degree
with regard to PF.

136. Since 2013, the AML/CFT IntetAgency Council served as the main coordination
mechanism on AML/CFT issues to facilitate and encourage-oadination and co-operation

at a national level. Despite the mandate being terminated formally at the end of 201,
practice it has remained functional. The AML/CFT InteAgency Council is chaired by the
Minister of Finance and comprises of senior officials from all relevant AML/CFT agencies,
including LEAs, GPO, FMS, supervisory bodies and SRBs. The AML/CFT -Adency
Council has held regular annual meetings aimed at monitoring implementation of the
AML/CFT Strategy and action plan, and development of the NRA. While the efforts made
by the AML/CFT InterAgency Council to fulfil its mandate are commendable, as prioed
below, coordination and co-operation was not conducted routinely and comprehensively
enough.In line with the recently adopted AML/CFT Law, Georgia is planning to substitute
this committee by establishing a new body- the AML/CFT Standing Interagency
Commission and vest it with wider functional responsibilities. Based on the observed past
practice, the evaluation team believes this new Commission would need to fulfil the gap,
meeting more frequently and further strengthening the ceoperation and coordination
between competent authorities on ML and TF matters.
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137. Coordination of efforts to fight various criminal activities, including ML is conducted
primarily on the basis of the 201720210 O1 O A ASr&ddgyO I drder to implement this,

a working group has been set up to provide a platform for policy and operational €o
operation and ccordination between the GPO, MIA, SSS and the FMS. This body, however,
does not include all the relevant AML/CFT agencies (e.g., the MoF and supervisory
authorities) and eDAT OAOT 00 xAOA 110 CEOAT AgAibPl AO
coordinating national AML/CFT policies or other measures enhancing the effectiveness of

the AML/CFT regime.

138. Limitations on the ability of LEAS to routinely request financial intelligence fron the
FMS (see 10.6) challenge the ability of relevant authorities to coordinate and cooperate on
AML/CFT issues. This has been partially addressed in the new AML/CFT Law, which
allows such requests to be made for ML, TF and druglated crime, but not al® other
proceedsgenerating predicate offences. The effect of this limitation has been to isolate the
FMS from many LEA efforts and has had a negative impact on irgency cooperation.

139. The MoF seem somewhat isolated from many AML/CFT policies and acties.
Though they have participated in many investigations and shared information with LEAS,
they are neither routinely involved to the necessary extent, nor form an integral part at
the policy level of many AML/CFT initiatives (e.g. on the links betweemx and ML, trade
based ML etc.).

140. Overall, there are many examples of good bilateral coordination and cooperation
activities on ML and TF issues that have achieved results, based on memoranda of
understanding (MOUSs) and formal gateways, close personal coota and a positive spirit

of cooperation which exists amongst competent authorities.

141. A good example of cooperation is the NBG which maintains close communication
with the FMS (based on a MOU) which provides the NBG with necessary information for
conducting effective supervision (e.g. prior to the ossite inspection) and provides
feedback to the FMS on supervisory findings.

142. At an operational level, based on a MoU, the FMS and the Bar Association (the only
SRB), would be expected to exchange all necessaryfonmation in the course of
inspections and about findings. This has not been transposed into a practice since none of
the complaints considered by the Bar Association to date have related to failure to comply
with AML/CFT obligations. Nevertheless, the FM&nd the Bar Association cooperated
when designing an AML/CFT guidance for the respective legal profession.

143. Cooperation and coordination on THelated matters are conducted through two
separate platforms. One is the Permanent Interagency Commission on Eeation and
Monitoring of Implementation of the CounterTerrorism Strategy and related action
plan42. Cooperation and coordination in this forum is focused on the Countdrerrorism
Strategy, which, as described above, covers TF. The other platform is the working group

42 Permanent Interagency Commissio is chaired by the Head of the State Security Service of Georgia and
composed of high level representatives of all relevant agencies responsible for prevention and fight against

FE

terrorism: Administration of the Government; Ministry of Deferce; Ministry of * OOOEAAN 001 OAAOOT 080

Georgia; Ministry of Foreign Affairs; Ministry of Internally Displaced Persons from the Occupied Territories,
Labour, Health and Social Affairs; Ministry of Education, Science, Culture and Sport; Office of the State Mmniste
of Georgia for Reconciliation and Civic Equality; Ministry of Internal Affairs; Ministry of Economy and
Sustainable Development; Ministry of Finance; Ministry of Environment Protection and Agriculture; Ministry
of Regional Development and Infrastructure;FMS; Georgian Intelligence Service; Special State Protection
Service; LEPL State Agency for Religious Issues; National Bank of Georgia.



set up under the0 OT O A ASirérégy Wbich is referred to above (there is no single
coordinating mechanism dedicated exclusivelyo TF matters).

144. There is no specific body responsible for the coordination of PF policies and CPF

I DAOAOGEI 1 68 ' EOAT ' Al OCEA8O CAiI COAPEEAAI DI OEOE

on the trade route to,and from, Iran, this represents a shortcoming. Limited coordination

in this area is however achieved through the InteMinisterial Expert Committee, chaired

by the Ministry of Defence, with participation of other relevant ministries (MIA, SSS, MoJ,
MoF, ®O, Customs and the Nuclear Safety Agency). Whilst this commission deals
primarily with licensing issues regarding imports and exports related to proliferation, it
has no regard to the financial aspects of proliferation.

145. There are some concerns thaimportant intelligence is not available to the Inter
Ministerial Expert Committee on licensing and export control issues to facilitate
policymaking because some relevant authorities (i.e. the FMS and supervisors) are not
involved in its deliberations. In particular, evaluators consider that information on
applications for licences and refusal of licences to export proliferatioisensitive goods
could usefully be shared with the FMS, supervisory bodies and the AML/CFT Standing
Interagency Committee on a reg@r basis for intelligence purposes, policymaking on PF
financing, and possible operational coordination.

146. The arrangements for better coordination between the AML/CFT Interagency
Council and other relevant actors in the PF field are not formalised. The AMLFT

)T OAOACAT AU #1 O1 AE1 60 ACAT AA AT AO 110 Al OAO
targeted financial sanctions may be evaded. This is an area where the to be established
OBAAAOOI O i & OEA | -, T#&AMUCHT CSkabuhg Aierddancy# i O1 AE|

Comnission would need to fulfil the gap.
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147. Fls and to a lesser extent DNFBPs (casinos, accountants/auditogsire generally

aware of the NRA findings. The report is publicly available. Representatives of all types of

obliged entities have attended workshops organised by authorities.

148. Fls were mostly familiar with the content specific to their sector, and most indicated
broad agreement with the NRA risk ratings as well as the key threats and vulnerabilities
identified. DNFBP awareness of the NRA was lesser. Many indicated that they found the
NRA useful, but some suggested that it would benefit from including examples of ML/TF
typologies applicable to different sectors (see also analysis under 104).

149. Despite the NRA reporthaving been finalised shortly before the start of the orsite
visit, the understanding of risks highlighted in the NRA was generally good for all FIs. This
can be attributed to: (i) early communication of preliminary findings; (ii) periodic
communication of sectorial risk assessments conducted by the NBG; afid) publication

of the NRA report During 2019, the NBG communicated preliminary findings of a draft
version of the NRA report and full versions of sectorial risk assessments to financial sector
representatives.

Overall Conclusionon 10 1

150. Georgia has a fair understanding of many of its ML/TF risks. Nevertheless, a number
of identified shortcomings suggest that major improvements are needed. Concerns remain
with regard to the identification of threats and vulnerabilities and the risk rating assigned
to ML and TF risks. The level of risk understanding varies in the public sector. Georgia has
demonstrated a highlevel political commitment to fighting ML/TF in the past few years

45

0

0 &

e



and has developed an overahing policy document for combating ML/TFz the AML/CFT
300A0Acus (1 xAbOAOh OEA OEIEITC 1T &£ AAIDPOEIT 1 &£ OE
demonstrate use of the NRA when setting priority actions. Georgia applies some

exemptions to the application ofpreventative measures, which are not substantiated by a

proven low ML/TF risk, and not occur in limited and justified circumstances. There are

various platforms setup for coordination and cooperation at a policy level and

operational level. On a policy dvel, Georgia would benefit from more coordinated

activities on PF matters. At an operational level, wider gateways for cooperation amongst

LEAs, the FMS and supervisory bodies would enhance effectiveness of the system.

151. Georgia has achieved a moderate level of effectiveness for 10.1.



CHAPTER 3. LEGAL SYSTEM AND OPERATIONAL ISSUES

3.1. Key Findings and Recommended Actions

Key Findings
Immediate Outcome 6

1) LEAs access a wide variety of sources of financialtelligence and other relevant
information (including from obliged entities and the NBG) when conducting investigation
of predicate offences and detecting their proceeds, but to a lesser extent with regard
investigation of ML. LEA access to financiaitelligence held by the FMS was (during mos
of the period under review, until 30 October 2019) very limitedfollowed by a lack of
understanding by several LEAs as to the core role of the FMS and the potential analysi
can produce and provide. Since #n, powers of some LEAs to request information fron
the FMS were enhanced, but only with regard to ML/FT and drug offences.

2) Use of financial intelligence is an inherent part of every investigation of proceed
generating offences, applied to identify prperty owned by perpetrators, and to a lesse
extent to locate more remote proceeds of crime. The GPO AML Division is the only L
primarily focused on detection and investigation of ML, and the only one that prevalentl
uses financial intelligence for invatigation of ML. Other LEAs use financial intelligenc
mostly to investigate proceeds generating crimes and could demonstrate using financi
intelligence to conduct an indepth and sophisticated analysis to investigate complex M
cases only rarely.

3) LEAs make good use of financial intelligence spontaneously disseminated by the FN
both for investigation of ML and associated predicate offences, but do not provide the FN
with proper feedback. Requirement to obtain a court order (based on probable caust)

request information from the FMS hinders the effective collaboration between th&EMS
and the LEAs, including the MoF Investigation Service, in supporting investigation of tk
ML-related predicate offences.The number of FMS disseminations that have letb

investigations has decreased in recent years. Tielated disseminations are all carefully
analysed, and investigated by the SSS, but relate mostly to persons designated un
various regimes and linked tohigh-risk jurisdictions .

4) FMS operational anyysis is usually conducted efficiently but frequently not
comprehensive enoughSeveral cases presented entailed a data gathering exercise, w
limited analytical input and enrichment of the substance of the STR, typically concerning
basic form of criminal activity. There is no formal procedure to follow for conducting

analysis, nor enough sophisticated analytical tools available for data mining and analys

of financial intelligence. The strategic analysis conducted by the FMS is limited. Use
information included in CTRs and cros$®order cash declarations is basic.

5) Georgia has taken efforts to enhance the quality of STRs in recent years, but conce
remain about the number (from sectors other than banks) and, particularly, quality o
reporting. A number of factors contribute potentially to this, including: (i) unsatisfactory
feedback, guidance and training provided to the private sectoby the FMS; (ii) the
resource-intensive process imposed on obliged entities for filing CTRs, as also identifig
by the authorities; and (iii) exposure of bank employees to court proceedings. Thes
concerns are supported by a decrease in the number of STRs used in develop
disseminations to the LEAs.
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6) There have been several missed opportunities due to the dissifian of suspectedfunds
which were the subject of STRs. This is potentially due to following factors: (i) the STR

filed after funds have been sent abroad by the obliged entity; (ilhe FMS rarely exercises

its power to suspend assets reported as suspaus and relies instead on prosecutors tg
initiate seizure proceedings; and (iii) LEAs apply emergency seizure measures at th
initial stage, but not always promptly enough

7) FMS premises and computer systems are considered in Georgia to be criti
infrastructure and, as such, are protected from cybeattacks. Nevertheless, these need t
be further upgraded to enable the storage and analysis of classified information.

Immediate Outcome 7

1) Georgia has a sound legal and institutional framework for investigating and prosecutin
ML. The investigative and prosecutorial bodies, particularly the GPO, are adequats
resourced, and their levels of commitment and professionalism are high.

2) When paential ML is detected, it is investigated effectively using a range
investigative techniques, primarily by the specialist AML unit at the GPO. There have be
some successful cases involving high asset values and complex factors such as ef
border criminality, organised crime and the use of legal persons.

3) However, potential ML cases are not sufficiently detected. The total number of M
investigations is modest compared to predicate criminality, although there has been 3
increase in recent years. The cases that have been taken forward involve predic:
offel AAO AT A OUDPAOG 1T &£ 1 AOT AAROET ¢ OEAO AOA
but there are few cases relating to banking sector employees even though that sec
features in most ML cases, and few cases involving some of the predicate offertbas are
identified in the NRA or observed in Georgia. During the assessment period there we

restrictions on the ability of the LEAs to obtain information from the FMS (although this

was recently improved, to some extent, by the introduction of the neVAML/CFT Law),
and the number of investigations generated by sources other than STRs, such as fr
parallel financial investigations, is modest.

4) There are no legal or structural impediments to taking forward ML prosecutions. Th
court system is efficien and dissuasive sanctions are imposed. Georgia has achieVv
convictions for all types of ML. While, the majority of convictions involve domesti
predicate offences and selfaundering, a substantial proportion involve foreign predicate
offences and a reasnable number involve third party or autonomous ML. However, there
is low number of convictions involving complex ML. In addition, the proportion of
convictions for legal persons is lower than would be expected given that the use of leg
persons featuresin most of the cases. This, together with an overall conviction rate (
almost 100% for ML, indicates that prosecutors may be too cautious about the cases th
take forward.

5) Georgia effectively applies other criminal justice measures in cases where N
convictions cannot be secured for justifiable reasons.

Immediate Outcome 8

1) Georgia recognises the importance of confiscation and has the necessary le
framework, structures and resources in place to address this. Tracing and preservir
assets is strondy promoted as a policy objective and a number of measures have been [
in place to improve effectiveness in this area.
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2) The jurisdiction has achieved a significant level of confiscation overall and a wide range

of criminal proceeds is being confiscatedincluding property in third party hands. No

assets outside the jurisdiction have been confiscated (although some cases are pending).

The application of valuebased confiscation is limited and there are concerns about th
understanding of some authoritiesin this respect. The confiscation of instrumentalities, of
crime is being largely achieved, although there is scope to expand the confiscation
instrumentalities to include a greater range of property.

of
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confiscation, although limited use had been made of this mechanism in practice.

4) Measures to preserve property are generally taken at an early stage in an investigation

and a high volume of assets has been seized or frozétowever, inconsistent information

was provided about whether emergency freezing measures are properly applied in all

cases after an STR has been made.

5) Georgia has a declaration system for crodsorder movements of cash or BNIs|

However, this system isnot being enforced effectively, as the proportion of nomeclared
or falsely declared cash or BNIs that is confiscated (or indirectly removed from the part
in breach through a fine) is very low.

6) The confiscation results reflect the risks to Georgia teome extent but are not fully in
IETA xEOE OEA AT O1 OOU80O0 OEOE DOl £EI A AO
Recommended Actions
Immediate Outcome 6

1) Georgia should amend the AML/CFT Law to enable the FMS to provideithout a court
order - information and analytical results to all LEAs investigating ML, associate
predicate offences and TF, on request. The FMS should be empowered to dissemin
spontaneously information and analytical results to the MoF Investigation Service. Georg
should provide guidance to encourage LEAs to use FMS information and analytical resu
in the investigation of ML, associated predicate offences and TF.

2) Georgia shold continue improving the quality of parallel financial investigations and
increase the use and deepen analysis of financial intelligence to identify ML. This includ
also identification and investigation of complex cases of ML and TF.

3) Georgia shouldreview the policy, court practice, and security issues arising whe
I Al ECAA AT OEOEAOS 1 £AAZEAEAI O AOA AAIIT AA

their AML/CFT obligations, to prevent this unless absolutely necessargZonsideration
should be given in this reviewto issuing guidelines to practitioners on theparametersfor
permitting such testimony and thepermissible questioning.

4) The FMS and the LEAs should develop a mechanism to ensure that timely feedbac
given to the FMS about theguality and use of financial intelligence that it provides to
LEAs.The FMS should continue holding periodic meetings with LEAS to discuss the use
FMS analysis products.

5) The FMS should: (i) improve its operational analysis of STRs, CTRs, crbssder cash
declarations and other information to identify suspicious activities and typologies; (ii)
develop formal procedure for conducting operational analysis of financial intelligece and
its prioritisation; (iii) enable the storage and analysis of classified informatignand
consider classifying its analysts to enabldandling sensitive information both in paper

d
ate
ia
Its

es

O6i CEOA

Kk is

of

and in digital form; (iv) the FMS should develop strategic analysis tdentify emerging
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trends, patterns, typologies, and vulnerabilities (such as bottlenecks in the system) to
support the operational needs of LEAS, supervisors, and for dissemination to obliged
entities; and v) enhance its technical capacities (IT tools) foconducting analysis;

6) The FMS, in coordination with all relevant competent authorities, should enhange
efforts to increase the quality (based on agreed criteria) and quantity of ML/TF STRs $0
that these more frequently cover typologybased suspicion ofML and TF.This should
include (i) analysis of sector specific needs obbliged entities; (ii) provision of more
frequent feedback on the quality and use of STRs; (iii) provision of targeted guidance and
training; (iv) further development of CTR criteria to facilitate automated detection and
submission to the FMS; and (v) further application of supervisory measures.

7) Georgia should introduce guidelines to ensure coordination amongst obliged entitie
the FMS and the LEAs to preverhe dispersion of susgcted funds which are the subject
of an STR.

v

Immediate Outcome 7

1) Georgia should improve the effectiveness of parallel financial investigations, such as, |by
appointing specialist financial investigators and assigning prosecutors who are financia
crime specialists to assist the LEAs on parallel financial investigations, making greater use
of interagency teams (especially involving tax and customs investigators) and issuing
detailed guidance by the GPO on financial investigations.

2) The GPO should contime to improve the detection of ML. Measures targeted at specific
predicate offences and types of ML should be included in its AML strategy.

3) Georgia should analyse centralised nationwide statistics on underlying predicate
offences and types of activitynvolved in ML investigations and prosecutions, to assist in
monitoring the extent to which ML cases are in line with Georgia's risk profile.

4) Prosecutors should review their criteria and practices for taking cases forward in order
to improve the rangeof cases that are prosecuted, especially cases involving difficult or
complex factors.

Immediate Outcome 8

1) Georgia should review the practices of all authorities in connection with emergency
freezing measures, to ensure that their respectivpowers to freeze or seize property.
urgently are applied in a consistent and effective way.

2) Georgia should make a greater use of valtd®msed confiscation and the range of assets
confiscated as instrumentalities should be widened. This should be supportéy guidance
and training on valuebased confiscation and instrumentalities, to all authorities, including
the judiciary, and by maintaining specific statistics in these areas.

3) Georgia should review the new regime for crosborder declarations and take the
necessary steps to ensure that there are no obstacles to confiscating rdeclared or
falsely declared cash or BNIs or removing them from the party in breach through a fine.
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conviction-based confiscation as a policy objective, accompanied by guidance and training

on this.

152. The relevant Immediate Outcomes considered and assessed in this chaptee a
10.6-8. The Recommendations relevant for the assessment of effectiveness under this



section are R.1, R. 3, R.4 and R-322 and elements of R.2, 8, 9, 15, 30, 31, 34, 37, 38, 39
and 40.

3.2. Immediate Outcome 6 (Financial intelligence ML/TF)
3.2.1. Usef financial intelligence and other information

153. The LEAs access a wide variety of sources of financial intelligence and other
relevant information when conducting investigations. However, access to FMS data was
very limited during most of the period under review (until 30 October 2019). This is due
to: (a) a lack of sufficient understanding by several LEAs as to the core role of the FMS
the analysis it can produce and provide; and (b) legal limitations which hinder the ability
to access information held with the FMS. While parallel financial investigan is an
inherent part of investigations of proceeds generating offences, the LEAs (the GPO to a
lesser extent) displayed difficulties in identifying ML and were mostly focused on
detecting property related to perpetrators of the predicate offences. On positive note,
spontaneous disseminations by the FMS have, on many occasions, lead to ML
investigations, followed by successful prosecutions and convictions.

154. The LEAs (GPO, SSS, MIA and MoF Investigation Service) routinely obtain financial
and other infor mation from directly accessible database8 and regularly request financial
information from obliged entities, particularly banks and MFOs, as well as the NBG. On the
other hand, they very rarely address the FMS to obtain information, and not to obtain
financial intelligence and analysis. Most authorities explained that the first reason is the
requirement to obtain information from the FMS on the basis of a court order. This
requires meeting criminal evidential standard of probable cause which is a high
threshold, as in practice would imply convincing the court (ex parte in camera) that the
FMS is in the possession of such information for the court to issue the order. The second
reason is that having sufficient powers and capacity to obtain all the necesgar
information directly from the primary source (obliged entities and NBG) and having
sufficient financial expertise to analyse it, several LEAs did not see the value of requesting
it from the FMS. When asked about this, the FMS argued that, though the infation
exchange should be improved, they encourage a cautious approach in using sensitive FMS
information, intelligence and analysis, in appropriate cases but not in every investigation.

155. During the period under review, the LEAs were able to access inforiian held by
the FMS only on the basis of a court order. There were only 5 occasions (2 requests from
the GPO and 3 requests from the MoB)when the LEAs addressed the FMS with a request
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his/her transactions held in the FMS database. Except for one occasion when request

43 These include: (i) credit records database, which contains credit records of natural and legal persons; (ii)
asset declarations of public officials and their family members, which contains information about their assets
and annual income; (iii) NAPR registry of legal persons, which contains basic information on legal entities
registered; (iv) NAPR real estate dabase, which contains information concerning owners, estimated value
and types of real estate, date of registration and mortgages; (v) criminal records database (maintained by the
MIA), which contains information on detained, prosecuted and convicted persg, and the data about firearms
registration, missing individuals and vehicles; (vi) police database (maintained by the MIA), which contains
the identification data of Georgian citizens including passports and photos, and the data about vehicle
registration and border crossing, as well as to the (vii) tax database (maintained by theoM), which includes
the financial records of legal persons and individual entrepreneurs, declared revenues and paid taxes, and the
import/export data; (viii) electronic crimina | case managements system, which keeps information about the
criminal cases.

44 Information was obtained from the FMS to pursue: ML (CC 194)1 case; tax evasion (CC Art. 218)1 case;
fraud (CC Art. 180) 2 cases; and misappropriation or embezzlement (CArt. 182)-1 case.
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concerned investigation of ML, all others concerned investigation of predicate offences
and were not seeking financial intelligence and analysis frottthe FMS.

156. This approach indicates a clear lack of understanding by several LEAs as to the core
role of the FMS, the analysis it can produce and provide, i.e. the potential value of financial
intelligence that can be offered by the FMS, which could also enable theAsBo receive
much more valuable financial information and intelligence from domestic and
international sources they might be aware of. This also deprives the LEAs from receiving
typology-based analysis from the FMS, althich could assist in developing moe complex
ML cases.

157. The previous AML/CFT Law in force during the period under review, provided an

extremely limited access to financial intelligence held with the FMS, and limited
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was isolated and unaware of ML, TF and predicate crime investigations conducted and

could not therefore assist these even spontaneously.

158. On 30 October 2019, a new AML/CFT Law was adopted, which widens the
possibilities for the GPO, SSS anMdIA to request information from the FMS without a
court order, when there is an ongoing investigation of ML, TF and druglated offences.
The effect of this amendment, however, was not yet tested egite due to its recent nature.
This does still not provide access to LEAs without a court order when dealing with any
other predicate offences associated with ML. Most notably, this concerns the MoF
Investigation Service, which is responsible for investigation of onthird of FATF
designated categories of prediate offencess, and as indicated below btween 2014 and
2019 conducted 52 ML investigations. The Georgian authorities argue that this
amendment is an incremental solution to the problem, and that the channel of using a
court order is always available in elevant cases. Nevertheless, concerns remain that this
amendment is of a limited scope. Arguably the option of obtaining a court order does exist,
but, as demonstrated so far, this has not been an effective channel for smooth exchange of
financial intelligence.

159. Parallel financial investigation is an inherent part of investigations of proceeds
generating offences. All the LEAs displayed awareness of the multiple measures taken by
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Their investigations generally have an objective to identify criminal proceeds owned by
the perpetrator or their family members and associates using all the means and sources of
information as provided above. This would include identifying & movable and immovable
property owned by the perpetrator or his family members and analysis of transactions
through bank accounts, including source of funds. The LEAs have broad access to and
make use of the financial and other experts, as required. Seakcases were presented
demonstrating this ability to identify property owned by the perpetrator, family members
and associates and, to a lesser extent, to use financial intelligence to locate more remote
proceeds of crime, with only a handful leading tsuccessful investigation of ML.

160. LEAs (other than the GPO AML Division) could rarely demonstrate-aepth and
sophisticated analysis of financial intelligence, e.g.: making full use of FMS analytical
capabilities or information held by FIs (e.g. CDD inforation); identifying ML typologies;

45 Offences related to fraud (CC Art. 182 and 219), counterfeiting and piracy of products (CC Art. 189, 189.1,
196 and 197), extortion, illicit trafficking in stolen and other goods, smuggling (CC Art. 214), and forgery (CC
Art. 210), lllicit trafficking in stolen and other goods (CC Art. 200) and commercial bribery (CC Art. 221).



or gathering evidence regarding potential involvement of more remote third parties or
professional money launderers.

161. In some instances, ML investigations were triggered by an incoming foreign state
financial intelligence disclosure. Thus, demonstrating the use of international cooperation
as a source of financial intelligence to pursue ML (see also 10 2).

162. As to financial intelligence relating to VAs, the LEAs have established a cybercrime
division which demonstrated a gmod level of experience in investigating the financial
aspects of these crimes and obtaining financial intelligence involving VAs (see also 10 7).

163. Between 2014 and 2019, 52 ML investigations by the MoF Investigation Service and

22 ML investigations by the ®O were triggered by information other than spontaneous

AEOOAI ET AOETITO AU OEA &-38 4EA DPOI OEAAA OOAOEOO
these ML cases investigated by the GPO include the ones that were initially identified by

the MIA and the Anticd OODOET T ! CAT AU T &£ OEA 3338 4EA A T11 »
ability to make use of financial intelligence independentlyvithout FMS input (see also Box

3.8 cases initiated by MIA).

Box 3.1: Financial intelligence generated and used by the MoF
(Fraud and ML)

In 2016, a criminal investigation was initiated by the MoF Investigation Service following
the fraudulent registration of land with the NAPR.

G.T., N.T. and A.A. had committed fraud by obtaining title to 600 sq. m of stavened
property valued at GEL 89 611 (EUR 30 000) through deceit. After misappropriation, G.[T.
and N.T. had drafted a fraudulent contract to sell the property to A.A. in order to conceal
its illegal origin. A parallel financial investigation was able to determine the proceeds
received by the offenders from the sale of the plot of land.

The MoF Investigation Service accessed a range of financial and other information sources
to advance the investigation, including obtaining information from the NAPR, Nationa
Agency of StateProperty Management, various directly accessible databases and verhal
information provided by various actors.

G.T., N.T. and A.A. were convicted for fraud and ML and sentenced to imprisonment. The
real estate involved was confiscated in favour of the state

Box 3.2: Financial intelligence generated and used by the MoF
(Fraud, misappropriation and ML)

In 2014, a criminal investigation was initiated by the MoF Investigation Service based on
the Internal Audit Office of the Ministry of Refugees and\ccommodation of Georgitf
report.

Two directors of a construction company that won state procurement tenders had
provided incorrect/false data in respect of four construction projects which had not beer
properly verified by public officials. This allowedto fraudulently misappropriate GEL
3111 383 (EUR 1 000 000) from the state. A parallel financial investigation was carrigd

46 Dissolved in 2018
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out revealing ML, whereby illegally obtained funds had been used to acquire various
properties.

The MoF Investigation Service acased a range of financial and other information sources
to advance the investigation, including various directly accessible databases, the websjte
of public procurement, which allowed tracking the transfer to and use of funds by th
tender-winning company and identifying the attempt of legalisation of funds. Income and
expenditure of both directors, their family members and related persons were fully
identified and analysed using information on accounts held by the former provided by
banks; information on registered vehicles provided by MIA; data on obtained immovablg
property provided by NAPR.

1)

The two directors were convicted for fraud, misappropriation and ML and sentenced tp
imprisonment. Real estate and vehicles overall totalling around GEL 237 000 (EWBR
000) were confiscated. Two government officials were also convicted for negligence and
abuse of power.

Box 3.3: Financial intelligence generated and used by the GPO
(Fraud and ML - self-laundering, domestic predicate offence )

In 2016, the GPO AMLDivision initiated an investigation based on the complaint
submitted by two individuals (A.M. and M.D.) that had been defrauded by the same banhk
employee |.A.

Both individuals had placed deposits with the bank (USD 1 million and USD 8000). I.A.
had thenarranged for associates to apply on his behalf to the bank for loans totalling U$D
655 000, using both deposits as collateral and eventually to fund repayment.

The GPQAML Division collected all electronic information and documents held with the
bank branch, which was sufficient for prosecution and conviction of the bank employee.

I.A. was convicted for fraud and ML and sentenced to 7 years of imprisonment.

164. As for the use of financial intelligence in FT, the SSS suggested that, whenever they
come acrossa terrorism-related case, they would also look at the financing aspect. Based
on information accessed and intelligence formed, so far, there wame complex case of
terrorism identified by the SSS from which there were separated 2 FT cases. In total, 9
persons were charged with TF and all were convicted (see details and example in 10. 9).

165. Spontaneous dissemination of intelligence by the FMS forms the main source of ML
investigations conducted by the GPO AML Divisiog the main recipient of such
intelligence. On receipt of a case from the FMS, the GPO AML Division determines if there
are signs of crime, and if so, whether this would support investigation into ML or a
predicate offence. Where signs of ML are identified, the case is investigated by the GPO
AML Division and, in case other criminal activities are detected, the case is taken over by
the respective LEA, subject to its criminal subordination. No delays were noted in this
process. Statistics on the use of FMS dissemination are provided below.



Table 3.1: Use of FMS spontaneous disseminations

Year Disseminated Investigated | Investigated Investigated Dissemination
ML/TF cases ML cases TF cases |predicate offencey s leading to
by FMS by all LEAs by SSS by all LEAs investigation
2019 116 Total 17 0 11 28 Total
(1 Nov) 111 ML and 5 TF (24%)
2018 137 Total 31 2 23 56 Total
123 ML and 14 (41%)
TF
2017 147 Total 31 1 32 64 Total
119 ML and 28 (44%)
TF
2016 118 Total 29 1 40 70 Total
103 ML and 15 (59%)
TF
2015 103 Total 26 2 52 80 Total
96 ML and 7 TF (78%)

166. The LEAs provided some case examples that demonstrated a successful use of FMS

intelligence that led not only to launching an investigatiof¥, but also to prosecution,
conviction and confiscation of assets (see also Box 3.11).

Box 3.4: Financial intelligence generated by FMS and used by the GPO
(Fraud and ML)

In 2016, the GPO AML Divisiorinitiated an investigation based on information provided
by the FMS, into fraud andML by an international organised crime group and a "money
mule" in Georgia.

An unidentified individual had gained the trust of F.A.P. (a neresident) on the social

network LinkedIn and persuaded them to transfer USD 4886 ¢t O ) 8+886Q AAT E AA
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Once received the funds were transferred in small amounts to family members of O.R.E]| in
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his accomplices.

The GPQAML Division collected all electronic information and documents held with the
recipient/sender Georgian bank, interviewed |.K., and¢donducted MLA requests and used
other international cooperation mechanisms, surveillance and postponed arrest @.R.E.

H.G.O. and other members of ¢hgroup. H.G.O., and his/her accomplices and O.R.E. were

arrested upon arrival to Georgia.

Five individuals were convicted for fraud and ML, sentenced to imprisonment for 11 and
12 years and fined with EUR 15@00. Moveable property and funds with a valuef EUR
50 000 were confiscated and EUR 9000 returned to F.A.P- the victim of the fraud.

167. Five disseminations by the FMS in 2018 and 2019 were based on STRs, and a CTR

received from the PSPs and banks, that concerned use of VAs in criminal activitiesedeh

were investigated by the GPO and MIA. One dissemination involved a large network of

drug addicts buying narcotics on an underground trade platform and paying with VAs.
Another was of a complex nature, concerning neresident individuals conducting

47 Between 2016 and 2019, the MoF Investigain Service conducted 15 investigations (ML and predicate
offences) based on FMS disseminatioribat were referred by the GPO or the MIA.
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fiat/VAs exchange. One of the individuals appeared to be charged for drug distribution in a
foreign jurisdiction.

168. Most cases that demonstrated use of FMS disseminations were related to laundering
the proceeds of fraud. Whilst in line with the findings of the RA, which classifies fraud as
presenting the highest threat (assessed as mediumgh), no statistics were provided on
the use of FMS disseminations for other proceeegenerating offences highlighted in the
NRA, such as a cybercrime, drug trafficking, taxasion, corruption and human trafficking.
This was not confirmed also through the provided examples of cases.

169. TFrelated cases are sent simultaneously to both GPO and SSBe FMS has
disseminated 69 FT cases. The majority of these had beiwestigated in the framework

of 6 TF investigations as pertaining to similar conduct. In all cases, the SSS checked the
intelligence disseminated against available sources of information, including foreign
counterparts and documents seized from a bank. Ehtypology identified was an attempt
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data fully or partially matched with the information in the external database. Although, a
thorough analysis of the retrieved financialintelligence was carried out, suspicious
circumstances and signs of the crime, have not been established (see also 10.9).

3.2.2. STRs received and requested by competent authorities

170. The authorities have taken efforts in recent years to enhance efficient STR
reporting. Nevertheless, concerns remain both with regard to quantity (concerning
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perception is of an increasing quality of STRsthough no written criteria exist within the
FMS as to what would be considered a higluality report. On the other hand, several
indicators exist suggesting there is much room for improvement: (i) statistics
demonstrate a decrease in the number of STRs used in developing disseminations to the
LEAs; (ii) except for banks, other relatively higher ML risk sectors do not feature
prominently in FMS disseminations, which rarely include suspicion of sophisticated ML or
high-level analysis by obliged entities of ML or TF typologies or indicators; and (iii) many
STRs are defensive in nature and reported after funds were sent abroad. Hence, the actual
contribution of STRs to successful investigation, prosecution and convictimf ML/TF and
associated predicate offences is at a moderate level.

171. The FMS is the central authority for the receipt of the STRs and currency transaction
reports (CTRs). The FMS is also the recipient of declarations on the crdmsder
transportation of cash and bearer negotiable instruments (BNIs).

Table 3.2: Total number of STRs and CTRs submitted by the obliged entities to the
FMS8

Year 2015 2016 2017 2018 2019

(1 November)
STRs 972 993 911 837 977
CTRs 158 203 174 354 199 868 235619 196 980
STRs

172. Annual number of reported STRs over the last three years has followed a downward
trend. Nevertheless, in 2019, the total number of submitted STRs grew as a result of a
change in the reporting behaviour of the gambling sector, which is a growing sector

48 A detailed table on STR and CTR reporting by each type of obliged entity is provided under 10.4.
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Georgia. Whileuntil 2018, the level of reporting by the gambling sector was very low it
hassharply increased in 2019, reaching 251 STRs filed as of November 2019.

173. The authorities attribute this downward trend to a reduction in the number of

defensive STRs and growing quality of reports. The authorities consider the improving

quality to be a result of targeted measures taken by the FMS and the NBG (see 10 4). In

addition, since 2016 the FMS hastudied typologies through analysis of STRs, criminal

caes, and international requests. Results for 2022016 were communicated to the
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annual report which is widely distributed. As for the growing number of STRs filed by the

gambling sector, the FMS advised that, recentlguidance was developed in the form of

red flags and typologies, and meetings were conducted to raise awareness of the sector,

which triggered active reporting by gambling operators.

174. While these efforts are ackowledged, concerns remained on the quantity (with

regard to obliged entities other than banks) and the quality of reporting. The sectorial

regulations issued by the FMS for reporting entities do not provide the obliged entities

with sufficiently detailed and granular guidance on STR requirements or oML/TF

typologies to support the detection of suspicious activity or circumstances. Many of the

obliged entities were not aware of STReporting typologies or indicators andshowed that

improvement was needed regarding guidance available and feedback provided. As to the

gambling sector, obliged entities confirmed receipt of materials and a close engagement

with the FMS, however, they exgessed a low level of satisfaction (mentioning that the

international typologies used were old and not adapted to the products offered on the

Georgian marketz though they have had a clear effect). No materials were provided that

would evidence targeted aml bespoke training on reporting; rather training was
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between 2016 and 2018.

175. Amongst obliged entities, banks displayed the highest level of understanding of
their reporting obligations. The sector files the majority of STRs which is in line with the
size of its market share and volume of conducted transactions. The annual average
number of STRs submitted by the banking sector is 570. Ndrank Fls demonstrated a
moderate level of understanding of their reporting obligations, which was also confirmed
by a low level of STR reporting: the annual average number of STRs submitted by on
bank Fls together is just 66. DNFBPs displayed the lowest level of understanding of their
reporting obligations, and respectively, the lowest level of reporting (see 10.4, Table 5.1)
The low level of reporting by lawyers may be the effect of legislative amdments
introduced in 2018 in the Law on Lawyers with respect to legal privilege (see also 10.4). In
the absence of statistics, it is not possible to analyse distribution of STR reporting within
each sector to conclude whether this is homogeneous. Analysi$ the number of STRs
confirms that there is further room for improvement.

176. In addition to these obliged entities, NAPR (which registers real estate transactions
and is the only gatekeeper in the property sector) is also required to file STRs and has
done so (880 STRs between 2015 and 2019). There has been a steady downward trend,
from 309 in 2015 to 33 in 2019. This trend was explained as being due to the improving
quality of STRs and gradual improvement of the peculiar situation with land registration
rights in Georgia (unregistered land cultivated by farmers). The STRs submitted by the
NAPR were basic and concerned only a mismatch between market and contractual prices
and matches of purchasers or sellers to external databases. One STR concerned possible
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TF (false positive match). Whilst the NRA concludes that the ML risk in the real estate
market is at a medium level and the use of real estate features in Melated criminal
cases rather frequently, NAPR the only gatekeeper in the real estate sector, %0 longer
required to file STRs under the new AML/CFT Law. This is a matter of a serious concern.

177. On a general note, the evaluation team considers that exemptions applied by the
AML/CFT Law for preventative measures for real estate agents, TCSPs, calect
investment funds and fund managers, accountants that are not certified, certified
accountants when providing legal advice, and VASPs, described in 10.1 and R.1, will
deprive Georgia of an important source of information with a potential negative impaain

the ability to effectively detect and pursue ML, related predicate offences and TF.

178. Another factor that impacts the quality and quantity of STR reporting is, as also
identified by the authorities, a rather complex regime set for reporting of thresbld
transactions (see detailed analysis below).

179. Analysis of the use of STRs by the competent authorities (see table below) highlights
a downward trend z from 24% in 2017 to 12% in 2019(10 months). This calls into
guestion the quality of STRs and does nosupport the conclusion of the Georgian
authorities of improving it. There are no risk indicators attached to each STR, which
makes it difficult to assess if these are generally aligned with the ML/FT risk profile of the
country.

Table 3.3: Number of STRsreceived and cases disseminated

ML-related TFrelated -g?tgll_g;n:f;rd
Year STRs STRs used in | STRs used in in Disseminated
received | dissemination | dissemination di . cases
S S issemination
S
2019 977(18) 138 6 144(12%) 116 Total
(incl. 111 MLand 5 TF
October)
2018 837(19) 166 12 178(21%) 137 Total
123 ML and 14
TF
2017 911(35) 185 34 219(24%) 147 Total
119 ML and 28
TF
2016 993(46) NAV 46 NAV 118 Total
103 ML and 15
TF
2015 972 NAV 18 NAV 103 Total
(19) 96 ML and 7 TF

180. As is demonstrated below in the table, banks (medium risk for ML), and, to lesser
extent, MFOs (mediurdow risk for ML) file STRs of greatest use to the FMS for developing
and disseminating cases. The downward trend however confirms that more attention to
enhancing the quality of reported STRs would be beneficial.

181. A positive trend is observed with respect to use of STRs filed by PSPs (medium risk
for ML) and gambling sector (mediumhigh risk for ML). Reporting by these two sectors
increased over thelast period of time, and so did the use of the filed STRs. While modest
number of successful reporting does not suggest the system is effective, the authorities are
commended on achieving some results, especially in gambling sector, in such a short
period of time.



Table 3.4: Number of STRs used in disseminated cases per type of obliged entity

Total number
Online Brokerage | of STRs used
Year Banks | MFO . PSP| NAPR| Insurance | Notary . .
casino firms in

disseminations

2019 111 5 15 11 1 1 - - 144
(2 Nov.)

2018 151 14 - 9 - 1 1 2 178

2017 193 25 - - - 1 - - 219

182. Examples of STRs considered by the FMS to be of high quality (from all reporting
sectors) were discussed with the authorities. Rarely did these examples include suspicion
of sophisticated ML orhigh-level analysis by obliged entities of ML or TF typologies or
indicators. Many were defensive in nature and some, reported after funds were sent
abroad. The most valuable STRs seen are those identifying predicate crimes such as fraud,
typically committed abroad using a Georgian bank account into which the funds are paid.
In these types of case, the STR is filed as a result of a report by the fraud victim to a foreign
bank (many times by the foreign bank from which the funds were sent) which is
highlighted to the bank in Georgia. Some of these STRs were being successfully used for
FMS disseminations and being further pursued by the LEAs (see Table 3.1).

Box 3.5: STRs submitted by different banks on the same subject
(FMS spontaneous dissemination)

The FMS received STRs from three banks (Bank Z, Bank Y and Bank X) concerning
Company Az a payment service provider registered in Georgia with the NBG and owned
by a nonresident.

Bank Z was concerned by a referenceon C® AT U ! 60 xAAOEOA OfF
correspondent for the company and by its failure to provide sufficiently detailed suppor
for transactions conducted through its bank account.
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Bank Y reported that it had been called as a defendant to a case iru@toy B regarding
fraudulent transfers of funds, including to accounts held by Company A and Company D

Bank X also submitted a STR in respect of Company A when funds had been received from
Company D and then immediately transferred to Company E (havingvary similar name
to Company D) through a bank account in another country. This report was followed by
two others involving proposed transfers between Company E and Company A. Under the

transferring the funds to Company F, and, under the second, funds would be subsequently
used to construct resorts and a network of car maintenance and technical inspection
centres. Bank X refused to carry out both transactions.

These STRs wre analysed, merged in one case and disseminated by the FMS to LEAs.

183. Turning specifically to STRs reported on suspicion of TF, discussion with the
authorities and the private sector, and also, case examples provided, highlight that most
reports are linked to name matches with external databases, and transactions or parties in
the transaction having links with highrisk countries. Recognising the need to enhance the
guality of reporting, the FMS has developed guidance (not made available in English) for
Fis on the identification of TF, which draws on both domestic and international
experience, and provides riskindicators that could suggest THelated activity.
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184. Considering the nature of the offence, the authorities explained that all parties act
cautiously with suspicion of TF. Obliged entities and the authorities act promptly on the
first sign of TF: reporting the STR and then conducting verification and further
investigation into the offence. Use of STRs on TF and rate of dissemination by the FMS to
LEAs s high, as demonstrated in tables above. Whilst this does not entail detailed analysis
at the initial stage or point to an ability to identify sophisticated TF schemes, this
demonstrates that a higher level of attention is paid to TF, although it being ed as
posing a low risk according to the NRA.

185. Many of the obliged entities met orsite (especially nortbanks) indicated that
improvement was needed with regard to the feedback provided on STR reporting. Many
obliged entities noted that they would benefit from a more systematic feedback from the
FMS ona case by case basis. Considering the relatively low number of STRs received per
year, the evaluation team considers that the FMS should be able to provide feedback more
systematically.

186. On several occasions, when STRs have been disseminated and ingestd,
compliance officers of banks told the evaluators that they had appearing before the court
on behalf of the bank to explain the basis for their suspicion, factual circumstances and/or
banking formalities if the case so requires (though the GPO sugted that bank officials
testimonies were not aimed at explaining the basis for their suspicion). Banks expressed
their concern with this approach and its negative potential effect, though the LEAs advised
that it is the decision of a bank to send its conliance officer. The evaluation team
considers that obliged entities should be kept outside the court proceedings to provide
explanations, especially regarding their AML/CFT obligations, unless absolutely
necessary, as sucta practice may discourage reportig of STRs and compromise the
security of bank officials.

CTRs

187. The annual number of CTRs made has followed a constant upward trend throughout
the observed period (see table in 10.4). The growing number of CTRs is explained by two
major factors: growing lewel of economic activity; and supervisory focus, where delays in
reporting are strongly sanctioned.

188. CTRs are rarely used in identifying ML/TF or predicate offences. Whilst the FMS
uses CTRs as an additional source of information when examining a case, thiereno
targeted analysis thereof to identify ML/TF suspicions and complex, well masked ML/TF
schemes. This is an area for improvement.

189. CTR reporting is a resourcéntensive exercise for obliged entities. The FMS has set
sophisticated criteria for CTR repoting, such that it is not possible for obliged entities to
automate the reporting process. Consequently, compliance officers dedicate much of their
time and efforts to CTR reporting at the expense of the detection and reporting of quality
STRs. The FMS apkwledges that the reporting process is burdensome and costly, and,
following an amendment to the AML/CFT Law, has initiated a revision of the applied
criteria based on discussions with obliged entities. This process was ongoing at the time of
the on-site visit, hence the effectiveness could not be assessed.

Crossborder reports

190. The FMS receives incoming and outgoing crodmrder declarations on the
transportation of cash and BNIs, and information on undeclared cash/BNI and false
declarations from the Reveme Service of MoF (see the table in 10.8). The FMS did not



conduct specific analysis of such reports to identify ML/TF suspicion and disseminate
cases to the LEAs. The FMS advised that these reports have served as an additional source

of information when e Al ET ET C A AAOA8 4EAU EAI PAA Ol

activities, source of funds, possible geography of business links, etc. As for strategic
analysis, these reports give a broader picture of cash inflows and outflows, geography of
main foreign sources/destinations of cash, etc.

191. The Revenue Service of MoF has conducted strategic analysis of declarations, which
has been fed into the NRA. It was clarified also that, at an operational level, if any
suspicion of a criminal activity is observed with respect to a declaration, the Revea
Service of MoF, in cooperation with the MIA, initiates an investigation (see also 10.8).

3.2.3. Operational needs supported by FIU analysis and dissemination

192. Spontaneous FMS disseminations have led to a number of successful investigations
and prosecutins of ML and some predicate offences (see Table 3.1). However, there is a
need to increase the number of investigations launched based on FMS disseminations and
to enhance the ability of the FMS in detecting more sophisticated ML cases. The same
applies to TF, as currently disseminations are only related to a match regarding listed
persons or a link to a highrisk country. In order to better serve the purpose of feeding
financial intelligence into cases detected autonomously by the LEAs, the FMS should
condder further improving its accessibility. It should develop a culture of sharing
information, intelligence and analyses that it holds with the LEAs in an appropriate
manner and in appropriate cases.

193. Whilst the FIU enjoys operational independence so thatit is not subject to undue
influence - it seems to be undefresourced. The FMS currently has 31 employees, including
6 analysts- a staff with a longstanding experience. Nevertheless, especially considering
the additional workload expected after amendmets of the AML/CFT Law, the FMS needs
a significant increase in manpower, budget and IT tools for the following reasons: (i)
enhancement of cooperation with LEAs under the new AML/CFT Law will trigger more
requests and demand engagement more frequently imidepth analysis of complex ML
cases; and (ii) there is a need for better and more comprehensive strategic analysis; (iii)
the expanding gambling sector would increase the number of filed STRs and CTRs; (iv)
exempted sectors (real estate agents, TCSPs,lledive investment funds and fund
managers, accountants that are not certified and when providing legal advice, and VASPS)
where a proven low ML risk has not been confirmed, may need to be brought into the
reporting field (see 10 1).

194. The FMS has sufficieinaccess to various types and sources of information. These
include a direct access to: (a) a very broad range dhtabaseswhich support conducting
analysis and developing financial intelligenc®; and (b) a number of international
commercial databases. fie FMS receives STRs and CTRs from obliged entities, NAPR and
the Revenue Servicevia its electronic reporting system. In the course of case analysis, the
FMS also requests and receives additional information from obliged entities.

Operational analysis

195. There are no written procedures, based on criteria and indicators, covering: (i)
actions to be taken at every stage of operational analysis (e.g. if there is a need for
postponement of transactions); (ii) prioritisation of cases; or (iii) depth of analysis
warranted - depending on the complexity and importance.

49 Same databases as available to LEAs, except electronic criminal management sygteee section 3.2.1.
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196. The analysis procedure is driven by practice. While it is efficient, given the relatively
low quantity of STRs, it is frequently not comprehensive enough. The process is broken
down into two stages: (i) preliminary analysis conducted by the Data Processing
Department; and (ii) substance analysis performed by the Analytical Department.

197. At the first stage, the FMS receives STRs via its electronic reporting system. The
Data Processing Department perfans manual data cleansing and integrity checks to
ensure that all the required fields of an STR are completed and that the reports meet the
necessary requirements. If data is missing, the respective obliged entity is immediately
informed. The FMS receivesyn average, 10 STRs per day and all are read and processed
promptly before being handed over to the Analytical Department.

198. The CTRs received by the FMS are dealt with under the same procedure as STRs.
The FMS receives, on average, 650 CTRs per day. AdsthCTRs are processed manually
and read by the Data Processing Department staff in order to ensure that forms are filled
in correctly. Further communication with the obliged entity is conducted in case
information needs to be corrected or supplemented. Tén CTRs are further handed over to
the Analytical Department and included in the analytical database.

199. At the second stage, the Analytical Department receiving the STR conducts a
prioritisation based on the judgement of the Head of the Department (using exisive
experience) in consultation with his colleagues. Though no formal procedure exists for
this and no formal deadlines are in place, STRs are reasonably looked at and prioritised.
Nevertheless, there needs to be a formalised and automated procedure astducture for
prioritisation, and analysis of STRs developed.

200. Upon receipt, all STRs are checked against the databases available to the FMS.
Further on in the course of analysis, additional databases may be used, such as foreign
company registers and wistle-blower databases. Foreign FIUs will also be requested to
provide information, if links to other countries are identified.

201. The FMS has no difficulty in requesting information from obliged entities in the
absence of an initial STR, and, in the coursd case analysis, it requests and receives
information from obliged entities. When a case is opened, in order to verify if any assets
are held by the person or their family in any other institution, or they are known
otherwise to the institution, a requestis sent either to all banks, MFOs or the casino sector.
Information is provided in a timely manner - within 2 days - and, overall, the FMS
expressed satisfaction with its collaboration with obliged entities and with the quality of
provided information.

202. Statistics were not provided on the use of such circular requests to identify property
of the person under scrutiny, in order to make appropriate conclusions. Nevertheless,
there are doubts as to the level of effective use of the CTR database, and effenggs of
the threshold reporting mechanism itself since it does not seem to provide the FMS with
sufficient information required to conduct its activities on a daily basis. While no concrete
facts were detected, this circular requesting mechanism can algwtentially increase the
risk of tipping-off.

203. The table below reflects on the number of targeted, as opposed to circular, requests
made by the FMS to obliged entities. The figures provided seem to correspond with
dominant position of banks and the MFOs rgectively, in the financial sector



Table 3.5: Additional information obtained (number of requests per institution)

2015 2016 2017 2018 2019 (1 Nov.)
NBG 1 - - - 1
Banks 96 153 104 103 116
MFO 17 43 26 21 14
Securities
Registrars ) i i 1 6
PSPs 1 1 - 1 -
Online Casinos - 3 - - 1
NAPR - 7 1 1 -
Reve_nue ) 4 1 > )
Service
MoF - - - - 2
Ministry _of ) 5 i 1 i
Economics
NAPR - 1 - - -

204. The Head of the Analytical Department further decides which analyst shall deal with
each case, taking into consideration its complexity. Respectively, more complex cases are
dealt with by more experienced analysts. The length of this twphase analytical pocess
varies depending on the nature and complexity of the casebetween 7 and 10 days on
average.

205. The FMS demonstrated few instances when there was a complex analysis conducted
in a case (see an example below). Several cases presented entailed a datheging
exercise, with limited analytical input and enrichment of the substance of the STRs, and
mostly concerning a basic form of criminal activity.

206. Over the assessed period the FMS did not have sophisticated enough analytical
tools, including IT tools for data mining and analysis of financial intelligence. The
evaluators were presented with a new, selfleveloped more robust system developed in
house, which was however at the testing stage at the time on the -gite, hence its
effectiveness was not asseed.

Box 3.6: FMS case analysis
(customer data theft)

Bank 1 filed a STR concerning its customePerson A- a citizen of Country A. According ta

OEA 342h 0AOOIT 180 AOOETI AOO AAOEOEOU xXxAO OOAAA
information from public sources that Person A owned a network of shops s#ih furniture
ET #1 01 600U :8 0AOOIT 1680 AATE AFAdDby&a| EAA AAAI

customer of Bank 2 (also a domestically licensed bank)Company B- based on a loan
agreement. A few days later, Person A visited a branch of Bank 1 and soughttiange the
EAAT OEEAZEAAOQOETT AAOA OAAT OAAA AU OEA AAT|E EOIT O
passport (in which the name of Person A was Person AA).
Later, the FMS received a STR from Bank 2 concerning Company B, which had transferred

USD 500 00 to Company C (to an account in Country X). Company B was incorporated in

Country W and had Person B as the beneficial owner. On the same day, those funds|had

AAAT OAOGOOT AA O #1101 PAT U " &0-duditda liddach ofdts) AT ET OA
internal policies.
Notably, the FMS identified that the last names of Person AA and Person B were the same.
Thus, it was assumed that they could be close relatives.
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found (through an external data source) that Person C was involved in hacking the
databases of FIs in Country W and had been charged with customer data theft, |an
investment scam and largescale ML. Bank 2 informed the FMS that Person B and Person C
were parent and sa/daughter.

I OAAOAE OEOI OCE OEA &-380 AAOAAAOA OAOGOI GAA
involving large amount of funds between Person B and Person C.

The FMS disseminated the case to the LEAs on the ground of potential ML. Shortly after, a
requestfor information was received from the FIU in Country W concerning Person C. The
FMS provided this information and advised that a case file involving the subject of the
request had been disseminated to the LEAs. With the consent of the foreign FIU, the EMS
informed Georgian LEAs about their request.

Strateqgic analysis

207. There is no separate strategic analysis department at the FMS, and all analysts
conduct strategic work, especially the more experienced ones. Only limited strategic
analysis has been performd by the FMS: (a) to support the NRA process, (b) to outline
observed schemes in the FMS annual reports, and (c) to satisfy the internal needs of the
FMS (e.g. analysis of CTRs to and from high risk jurisdictions, incoming and outgoing
transactions conduced by NPOs). Typical strategic work is very limited in scope. It
includes Excelbased analysis of FMS data, typically without more idepth analysis from
additional external information, reaches no specific conclusions, and is ultimately shared
only within the Analytical Department. This is insufficient to support the work of other
competent authorities such as supervisors to assist them in their supervision of FIs and
DNFBPs, or to LEAsregarding ML or TF typologies identified. No strategic analysis ka
been conducted in cooperation with other competent authorities.

Dissemination

208. In line with the AML/CFT Law the FMS disseminates detected cases to the GPO, MIA
and SSS, and not to the MoF Investigation Service which is responsible for conducting
investigation of 1/3 of the types of FATF designated categories of predicate offencdde
Georgian authorities are aware of this but claim that Micelated disseminations and those
concerning predicate offences are disseminated to the Revenue Service of MoF
(administrative body). Since both, the Revenue Service and Investigation Service (whish
the one vested with investigative powers) operate within the MoF, the FMS considers the
Revenue Service to be an appropriate intermediary for communication. While not having
statistics and case examples on hand due to the very recent change of thedkgion, the
evaluation team, nevertheless, is concerned with the intention to use the Revenue Service
of MoF as an intermediary. The Revenue Service of MoF is responsible for administrative
tax matters and not placed (is not staffed by the investigatorsaving sufficient knowledge

in ML and respective predicate offences) to analyse and detect cases that would fall under
the competence of the MoF Investigation Service. Hence, this arrangement can hinder
effective use of FMS intelligence to develop criminalses and associated ML by one of the
key LEAs.

209. When analysis of a case is completed, it is the Head of the FMS who takes a decision,
consulting with the analyst and the head of the Analytical Department, to disseminate
intelligence to LEAs. Cases are imediately disseminated to LEAs (GPO, SSS, and MIA) as
soon as there are reasonable grounds to suspect ML/TF or any other criminal offence.



210. Table 3.1 shows the number of investigations launched based on FMS
disseminations falling from 78% in 2015 to 41% in2018 (and 24% to November 2019).
This suggests there is room for major improvement in: (a) analysis conducted by the FIU,
including detection of sophisticated ML schemes; and (b) use of FMS financial intelligence
by the LEASs to launch investigations baseoh the FMS disseminations.

211. After cases are disseminated, the FMS appears not to receive appropriate feedback

from the LEAs about their use. While the FMS and GPO have jointly designed a feedback

form, it does not provide the FMS with feedback on the qual and relevance of

disseminations. Instead, the form confirms receipt of the case by the GPO and whether an

ET OAOOECAOEIT EAO AAAT 1 AOT AEAA8 , AAE T £ APDPOI B¢
develop better-quality cases.

Suspension of suspectaghfls

212. Discussions have revealed several instances where suspected funds were released
by obliged entities before preventative measures had been taken. There appeared to be
three possible reasons for this: (i) The STR is filed after the funds have been tséerred

out of Georgia (though the FMS explained that it considers each such case and applies
sanctions where appropriate); (i) the FMS suspends funds only rarely, in order to limit
impact on investigations (between 2015 and 2018, the FMS suspended tractians 6
times, 5 at the request of a foreign jurisdiction.); and (iii) the LEAs apply emergency
seizure measures at this initial stage (but not always promptly enough).

213. Better coordination is needed between obliged entities, the FMS and the LEAs to
prevent missed opportunities. This might include enhancement of the expertise of the
obliged entities in prompt detection of suspicion and stopping funds before released,
intensifying the frequency and instances or application of the suspension powers by the
FMS and issuing of guidelines which will ensure the promptness of LEAs in application of
seizure when appropriate to prevent the dissipation the suspected assets (see also
analysis and recommended action in 1O 8).

3.2.4. Cooperation and exchange of infornatifinancial intelligence

214. A good spirit of cooperation exists among all competent authorities, but this has not
so far been translated frequently enough into effective investigations using financial
intelligence. As described above, this is mostly becaussf the legal restrictions on
exchange of information, which considerably have isolated the FMS from most
investigations of ML and TF conducted by the LEAs.

215. The legal constraints described above preventing LEAs requesting information from
the FMS have beepartially addressed in the new AML/CFT Law, which is limited to ML,
TF and drug related crime, and not other predicate offences. Due to very recent nature
Georgia has not yet been able to demonstrate effective implementation of this recent
amendment. In the meantime, limitation for access to information by LEAs when
investigating other predicate offences needs to be urgently addressed, both by amending
legislation, and until then, by issuing guidelines to encourage LEAs to seek court orders
requesting information from the FMS in these cases.

216. Another area for potential improvement of cooperation is lack of involvement of the
MoF, FMS and supervisory bodies in the Permanent Working Group, a taskforce created in
2018 to develop further cooperation and exchangaformation regarding specific cases.

217. A good example for cooperation is between the FMS and the NBG, which maintain
close communication. This is based on a favourable environment set out in law, and
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further strengthened by a MoU. On this basis, the FMScathe NBG exchange all necessary
information for conducting effective supervision (e.g. prior to an osrsite inspection) and,
afterwards, the FMS receives inspection findings and details of identified deficiencies. In
addition, the FMS proactively approache the NBG where, e.g., there are indications that
CDD had not been carried out adequately.

Table 3.6: Information exchange between the FMS and the NBG

Year Information sent by the FMS Information sent by the NBG
2018 7 108

2017 16 306

2016 15 268

2015 11 106650

218. The FIU and competent authorities protect the confidentiality of the information
they exchange and use, but major improvements are needed in this respect. One specific
issue which should be addressed is the security level of the FMS. TheS-ptemises and
computer systems are considered in Georgia to be critical infrastructure and, as such, are
protected from cyber-attacks. Nevertheless, there is a need for further upgrade of security,
taking all necessary steps to enable the analysis of ctifsed information in its premises,
including not only physical security aspects, but also the necessary IT steps to protect the
classified network and the ESW, as well as guidelines and procedures for classifying
employees and handling sensitive informatn both in paper and in digital form.

Overall Conclusion on 10.6

219. While LEA utilise financial intelligence in many cases major improvements are
needed to improve the effective exchange of information and intelligence, and the
operation between the FMS and LEA. The decreasing success rate of financial intelligence
turning into inve stigations based on STRs, questions the quality of the STRs and of their
analysis. FMS operational analysis is usually conducted efficiently but frequently not
comprehensive enoughSeveral cases presented entailed a data gathering exercise, with
limited analytical input and enrichment of the substance of the STR, typically concerning a
basic form of criminal activity. This highlights that Improvements are needed regarding
the operational level of the FIUWhilst demonstrated that financial intelligence isused to
target fraud, which is in line with the findings of the NRA, not much is done with respect to
other respective proceeds generating offences

220. Georgia has achieved a moderate level of effectiveness for 10.6.
3.3. Immediate Outcome 7 (ML investigatio n and prosecution)

221. Georgia has weHestablished legal and institutional systems in place to investigate

and prosecute ML. Since its last evaluation, measures have been put in place to improve

effectiveness in this area, including enhanced training, a 2015 Recommendation "On

Certain Measures To Be Carried Out In Criminal Proceedings” from the GPO requiring all

LEAs to conduct parallel financial investigations when investigating predicate offences,

and a 201Z¢ tcp 00T OAADOOTI 060 300OAOACU AbppityddkAAT A O1T A
investigating and prosecuting ML.

50 The figure is explained as a result of NBG supervisory activities over the currency exchange offices.



222. The GPO AML Division is the main body responsible for investigating ML. The
investigative divisions of the following agencies investigate predicate offences and are
also competent to investigate ML: MoF Investigimn Service, MIA and the SSS.

223. Tasking decisions for ML cases are taken by the GPO and depend on the nature of

the case. The GPO investigates and prosecutes autonomous or complex ML cases. Cases of

medium complexity identified by the LEAs are investigatedointly with the GPO. ML is

only investigated by the LEAs alone where it is not complex, and the LEAs carry out these

investigations under the close supervision of prosecutors. Cooperation between the

different authorities was enhanced under the 20172021 0 OT OAAOOT 080 3 O0O0OAOACU
creation of a standing task force involving the GPO, the LEAs and the FMS.

3.3.1. ML identification and investigation

224. The authorities advised that potential ML cases may be identified from various
sources such as STRs and othdéinancial intelligence, parallel financial investigations,
mutual legal assistance requests, reports from the public to the LEAs and open source
information. Once detected, investigations are prioritised according to a number of risk
factors. Cases invaling large asset values are given a high priority, as are cases featuring
complex factors such as the number of offenders, the involvement of organised criminal
groups, multiplicity of criminal acts and new ML trends. The authorities have adequate
resources and access to the information they need to progress investigations effectively,
including specialist financial expertise such as assistance from forensic accountants. There
are ongoing training programmes, including on emerging issues of concern such as
cybercrime and VAs.

225. The total number of ML investigations between 2015 and 2019 (1 November) was
190, with annual numbers of between 30 and 45 in most years. The authorities confirmed
that most ML investigations were carried out by the GPO. The majorityf mvestigations
resulted from STR information, with just under a third resulting from other sources, i.e.
parallel financial investigations, reports from the public and open source information
(although no information was provided about the proportion ofcases attributable to each
of these sources). In addition, 2 investigations were initiated on the basis of an MLA
request.

Table 3.7: Number and sources of ML investigations

2015 2016 2017 2018 ALY Total
(1 Nov)

Total number of 35 44 42 44 25 190
ML
investigations
Number from 26 29 31 31 17 134
STRs
Number from 0 0 0 2 0 2
MLA requests
Number from 9 15 11 11 8 54
other sources

226. The LEAs and the GPO are staffed with teams of highly experienced and committed
professionals. They have a wide range of investigatory powers available to them that
enables them to discharge their functions effectively.

227. Investigation is facilitated by the fact that under Georgian law, it is possible to
convict people for ML on the basis of laundering activity involving undocumented
property, i.e. property whose origin is not demonstrated. The authorities explained that
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this had been done to enshrine in lavithe fact that undocumented property can support a
charge of ML, rather than leaving it to be taken into account as part of the circumstantial
evidence in a case. The use of this legal provision demonstrates the jurisdiction's
commitment to tackling ML. Is effect is that ML investigations may be opened even where
there are weak initial indications of predicate criminality. The authorities provided
examples where this provision has been relied on to open investigations in cases where
the assets remained irthe possession of the person under investigation and also in cases
involving the transfer of assets by third parties with no obvious purpose.

228. The willingness and ability of the authorities, especially the GPO, to take forward
complex ML investigations wasdemonstrated by the case studies which they provided
(see also Box.3.4 in 10.6). Some of the cases involvegming investigations so further
details cannot be included in this report. However, the assessment team was satisfied
from the information provid ed to them that Georgia investigates cases involving factors
such as transnational organised crime, cybercrime, VAS) cooperative working with other
authorities or jurisdictions and the use of special investigative technigues such as
postponing arrest, suneillance, informants and undercover agents. Some of these cases
involve very large asset values. Most cases involve the misuse of the banking sector, often
by parties outside the jurisdiction (see also Box 3.8). Georgia regularly seeks assistance
from other jurisdictions to support investigations, (see 10.2).

Box 3.7: Case study involving complex ML investigations
(Organised crime, int. cooperation, use of legal person)
(Foreign predicate offense, autonomous ML and self -laundering )

In 2016, the GPO AMIDivision initiated an investigation into fraud and ML. A non
resident individual - A.D.- had opened a bank account in Georgia using a false passport.
Shortly afterwards, the account received fraudulent fund transfers totalling USD ®B7
from a foreign cauntry. A.D. then withdrew these funds in cash and on the same day paid
them into the bank account of another nofresident z Z.C., who proceeded to transfer
these funds to an account of K.C. in a neighbouring country.

Using MLA requests and other internatioal cooperation mechanisms, the investigation
established that other banks accounts had been opened in Georgia using forged passports
provided by K.C. A similar pattern was observed: funds were received into the account
and then allocated to Z.C. The ing#gation also highlighted the use of a PSP registered |n
Georgia and owned by Z.C. which had received funds via MoneyGram and Western Union
and distributed these to nonresidents using forged passports. In total, the criminal group
had received USD 063 917 and EUR 98®17, the majority of which was eventually used
to purchase real estate in Georgia in the name of group members and related parties.

The property was traced, frozen and subsequently confiscated. In addition to the
conviction of six individuals for fraud and ML, the PSP involved was convicted for
autonomous ML. It was fined EUR 3800 and prevented from trading.

229. The case studies provided by the authorities demonstrate that when ML is detected,
it is investigated effectively. This is supportedoy the fact that a high proportion of ML
investigations resulted in prosecutions. However, the overall number of investigations is
moderate, particularly when compared with the number of investigations into predicate
offences. This indicates deficienciein the process for identifying potential ML cases.

230. Most ML investigations since 2015 resulted from STR information. However, access
to financial intelligence by the LEAs is limited. Some agencies, such as the-antiruption



division of the SSS, do not peive disseminations directly from the FMS but only via the
GPO (although this is mitigated to some extent by the fact that the GPO has competence to
investigate corruption-related ML and looks at this when considering FMS
disseminations). In addition, unil immediately before the onsite visit it was not legally
possible for the LEAs to obtain information from the FMS without a court order and in
practice, some did not appear to understand the value of financial intelligence which the
FMS can provide. As gtained under IO 6, these issues restrict the lines of enquiry that
might be revealed by piecing together different forms of information held by the FMS and
the LEAs.

231. In order to detect possible ML from incoming MLA requests the GPO forwards all
incoming requests to the LEAs for consideration of domestic criminalitylhere have been

2 cases where an investigation has been initiated based on information from incoming
MLA requests. During the assessment period there were a further 14 MLA requests that
did not lead to an ML investigation because they related to cases where such investigation
had already been opened. Therefore, there were 16 cases in which information from MLA
requests was used to support an ML investigation. During the same period, fewer than
100 incoming MLA requests were linked to property in some way (with only about 20 of
these involving property located in Georgia). When seen against these figures, 16 ML cases
using information from incoming MLA requests appears a reasonable proportion.

232. Aside from intelligence information, there is clearly scope to improve the use of
parallel financial investigations. The LEAs stated that they routinely carry out parallel
financial investigations when investigating predicate offences, especially since the GB
2015 Recommendation "On Certain Measures to be Carried Out in Criminal Proceedings".
However, the number of ML investigations that have resulted from parallel financial
investigations is lower than would be expected given the number of investigationsto
predicate offences. For example, at the time of the onsite visit there were 60 to 70 ongoing
corruption investigations but only 2 related ML investigations, and 50 ongoing drug
trafficking investigations but only 5 related ML investigations. In additio, there are very
few ML investigations involving the proceeds of tax evasion, which suggests that the ML
possibilities in this area are not being properly explored. The authorities indicated that in
some cases, parallel financial investigations have redat in a prosecution for ML without
the initiation of a formal ML investigation., and confirmed that this applied to the majority
of people prosecuted for ML in 2019, (27 out of 35). However, no corresponding
information was provided for the rest of the asessment period, and the information for
2019 did not specify what proportion of the cases in that year this represented, or the
type of cases involved. Therefore, the extent to which parallel financial investigations led
to ML prosecutions without the intiation of a formal ML investigation was not
demonstrated.

233. The need to improve the detection rate for ML cases has been recognised by the
authorities and concern about it led to the creation of a permanent mechanism for
electronic monitoring by the GPO aspart of the 2017-2021 0 O1 O A A 6uéatkg®.O 6
Monitoring for 2018 indicated that parallel financial investigations were being carried out.
The monitoring mechanism also found valid reasons to explain why some parallel
financial investigations have not led & ML investigations (e.g. where corruption cases
were identified at the point at which bribes were being paid, so no proceeds were
generated, or where a case involved a small amount of drugs that did not generate any ML
activity). However, this is insuffident to explain the discrepancy between the number of
investigations into predicate offences and the number of ML investigations, and the
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explanation about low value drugs cases does not appear fully in line with Georgia's
geographical location on a trandi route for drugs as described in the NRA). Given the
confirmation from the authorities that parallel financial investigations are being carried
out in most cases, this discrepancy indicates that the effectiveness of these investigations
needs improvement.

234. There also appears to be a lack of proactivity by some of the LEAs in looking for
potential ML cases. The assessment team was informed about a number of cases where
activities (e.g. moving money from one bank account to another before withdrawing it in
cash, or funding legitimate activity with the proceeds of tax evasion) by a person who was
under investigation for a domestic or foreign predicate offence suggested ML, but no ML
investigation had been pursued. The GPO has put in place training programmesl ather
measures to improve the detection of ML, which is commendable and should be
continued. There are signs that these measures are beginning to have a positive effect. As
the statistics above demonstrate, the proportion of ML investigations identifiedrom
sources other than STRs was higher in 2019 than in previous years, and a similar pattern
can be seen in the prosecutions in 2019, where out of 35 persons prosecuted for ML in
2019, 27 were identified without a prior FMS dissemination.

235. However, in theview of the assessment team additional measures are necessary.
These measures could be appointing specialist financial investigators and assigning
specialist prosecutors, greater use of interagency investigative teams (especially involving
tax and customsinvestigators) and/or the issuing of detailed guidance on financial
investigation.

236. In addition, it was apparent during the onsite visit that there have been difficulties
regarding the way in which statistics are maintained. Until shortly before the onsit visit
there were no clear, centralised, readily accessible and consistent nationwide statistics on
ML cases, cases involving predicate offences or parallel financial investigations. This
negatively affected the extent to which monitoring could be propey carried out to
identify problems in the system. However, in September 2019 this was remedied by the
introduction of a new electronic case management programme, which is equipped with
sophisticated data processing tools and enables the collection and mtanance of detailed
statistics in these areas. This includes the number of ML investigations and related cases,
the source of the investigation, numbers of ML prosecutions involving natural and legal
persons, and details about those persons (e.g. citizeriphage, place of incorporation), and
information about the use of provisional measures and details of the property involved.

3.3.2. Consistency of ML investigations and prosecutions with threats and risk profile,
and national AML policies

237. The authorities provided some highlevel statistics on the underlying predicate
offences involved in ML convictions from 2015 to 2019 (1 November). Apart from that,
the assessment team was not provided with any statistics or other breakdown of the
predicate offences and type of laundering activity involved in ML cases. However,
predicate offences and types of laundering activity were identified in the ML case studies
that were provided. On the basis of this information, coupled with the highevel statistics

on the predicate offences involved in convictions, the assessment team was able to reach
some conclusions on this point.



Table 3.8: High level statistics on predicate offences in ML convictions

2019

2015 2016 2017 2018 (1 Nov.)
Total number 9 4 16 23 10
of convictions
(by person)
Types of Fraud, Fraud Fraud, Fraud, Fraud,
predicate misappropriation tax crimes | misappropriation | tax crimes
offences
involved

238. According to the NRA, the predicate offences that present the main ML threats to
Georgia are (in descending order of severity) fraud, cybercrime, drug trafficking, tax
evasion, organised crime, corruption and human trafficking. The most likely means and
methods of ML identified in the NRA are through bank accounts, remittance services from
non-bank financial institutions, the use of legal persons, the use of third parties (usually
students or nonresidents with low incomes), and cash.

239. Georgia's AML policis on investigations and prosecutions are currently set out in

the 2017-2021 0 O1 O A ASwrérégp Oliis aims to increase the overall number of ML
cases and it builds on previous initiatives, including the 2015 Recommendation from the
GPO to the LEAs on pallel financial investigations, greater provision of training and the
implementation of measures to improve the use of information from MLA requests. These
various measures have led to an increase in the number of persons convicted for ML in
2017 and 2018.Therefore, some investigations and prosecutions have been brought in

1 ETA xEOE ' Al OCEA8O ! -, OOOAOAcU8 (1 xAOAON
target specific predicate offences or types of ML.

Box 3.8: Case studies in line with threats and risk profile
(Fraud and cyber -crime, use of banking sector)

In 2016, the GPO AML Division initiated an investigation into fraud linked to cyberrime,
based on information from the FMS.

A nonresident, V.B., registered a company in Georgia ofhigh he was the beneficial
owner. The company then proceeded to open several bank accounts in the country. Soon
afterwards, USD 44994 was transferred from a company registered in the Country U to
one of those accounts. This transfer was fraudulent asAh OAT AAO38 O AA|AT O
hacked by cyber criminals. V.B. and two accomplicgsE.B. and U.J, were arrested leaving

the bank after withdrawing those funds in cash.

Using information obtained via MLA, all three members of the criminal group wer
convicted and fined. The funds were returned to the victim.

D

(State procurement - fraud and corruption)

In 2014, as a result of a criminal investigation into fraud and corrufion by the directors of
a company involved in four statefunded construction projects, the MoF Investigation
Service carried out a parallel financial investigation. This revealed ML through the
acquisition of property in the names of those under investigéon and their family
members and associates, and it resulted in fraud and ML convictions against the directors
of the construction company (one of whom was extradited from a foreign country to stangd
trial). Further details are set out under 10.6, Box 3.2.
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(Drug trafficking and ML)

In 2018, the relevant investigative unit of the MIA initiated an investigation into the illega
purchase and storage of drugs, aiding in illegal purchase and storage of firearms and
ammunition and ML. The MIA also workedlosely with the GPO AML Division.

I.Q. was the director of a private hospital and fictitiously assigned J.K. as an ambulance
driver. G.G., with the financial support of 1.Q., went to a neighbouring country where he
purchased a large amount of drugs. 1.Qhen organised an emergency crosborder
transfer of a patient using J.K. to drive the ambulance and import the drugs.

The investigation was able to trace the criminal proceeds from selling the imported drugs
and real estate acquired shortly after by 1.Qfor USD 350 000 along with two motor
vehicles.

The offenders were prosecuted for importing drugs to Georgia and the traced property
frozen by the court. The investigation into ML is ongoing.

(Human trafficking, use of VAs)

In 2019 the relevant investicative unit of the MIA initiated an investigation into human
trafficking (child pornography) and ML. The case involved an organised crime group in
Georgia whose members were CJW, a citizen of Country U, and a number of Georgian
citizens.

Indecent images otchildren were created which CJW then distributed over the internet in
exchange for payment in VAs. These payments were subsequently converted into [US
dollars and shared with other members of the group. In total the group received funds
worth approximately EUR 113 000. Some of this was laundered through the acquisition pf
apartments and vehicles. All of these forms of property and funds in bank accounts |of
members of the group were frozen during the course of the investigation.

The investigation involved ollaboration with the GPO, the Georgian tax authorities,
Europol and law enforcement agencies in the Country U and Country A.

At the time of the onsite visit the case was ongoing. (In May 2020 the gang members were
convicted of human trafficking offencesaand ML).

240. In the majority of ML case studies provided by the authorities, the predicate
offences are fraud and cybercrime, and in some cases organised criminal groups are
involved. The means and methods of ML in the case studies are broadly in limigh those
identified in the NRA. Therefore, the authorities are clearly taking forward cases that are
consistent with Georgia's threats and risk profile. However, ML cases involving drug
trafficking, tax evasion, corruption and human trafficking are eithevery low in number or
non-existent. It is also noteworthy that there has only been one concluded ML case
involving a party within the banking sector who was convicted of sellaundering,
(although the assessment team was given details of a significantseainvolving possible
ML by bank employees that is currently being investigated). The number of cases taken
forward against persons working in the banking sector is lower than would be expected
bearing in mind that the sector features in the majority of cees and there have been
examples of bank employees being in breach of AML/CFT requirements (see under 103).
Therefore, the ML cases that have been pursued are not fully in line with the threats to
Georgia or with its risk profile.



3.3.3. Types of ML cagesrsued

241. Georgia's legal system allows for all types of ML cases to be pursued (see Boxes 3.3,
3.7, 3.9 and 3.11). ML cases are assigned to specialist divisions within the courts and are
heard by judges who are trained in this area. The court system works efficidyptand cases
must be heard within 2 years, or within 9 months if the defendant is imprisoned. As a
result, there is no backlog of cases awaiting trial.

Table 3.9: Number of ML prosecutions (all)

2015 2016 2017 2018 2019 Total
(2 Nov)
By person 20 15 26 5 35 111
By case 11 10 12 4 14 51

242. The authorities explained that the low figure for prosecutions in 2018 was
attributable to some particularly complex cases under investigation at that time. This
meant that it took longer than usual to bring thecases to trial, and they are reflected in the
figures for 2019 (which also explains why the figure for that year is higher than in
previous years). The authorities also confirmed that the 35 prosecutions brought in 2019
are not included in the figures forconvictions below as they were still ongoing as at
November 2019.

Box 3.9 Case studies demonstrating different types of ML prosecutions and
convictions

(Autonomous ML)

In 2015, based on information from the FMS, the GPO AML division initiated an
investigation into forgery and ML by O.L.L, a Nigerian citizen.

The investigation found that O.L.L had used a forged passport to register a company and
to open bank accounts inGeorgia. Funds totalling just under EUR 200 000 were received
into these accounts, which O.L.L, then withdrew and sent to country A and B in his real
name using SWIFT and wire transfers. The investigation could not determine the source|of
the funds, therebre O.L.L. was prosecuted for ML of undocumented property based on the
circumstantial evidence. He was convicted and sentenced to 10 years imprisonment.

(Foreign predicate offence, conviction of legal person)

In 2017, the GPO AML division launched an ingggation into fraud and ML based on
information from the FMS about a transfer of USD 1 million from a foreign bank into |a
bank account in Georgia in the name of "P.F." Ltd.

After the funds had been transferred to another country, the bank received inforation
from the foreign bank which suggested that the funds were the proceeds of fraud. The GPO
obtained information about the account and about S.K., the beneficial owner of "P.F". Litd.
The GPO was subsequently informed by the FMS about 2 further transfémo the account
from the foreign bank totalling USD 225 000. This was frozen.

As a result of collaborative working with the FMS and by obtaining MLA from various
countries, SK was convicted of fraud and ML, for which he received a sentence ofyéfrs
imprisonment. "P.K." Ltd was convicted of ML, for which the sanction imposed was
liquidation.

243. The statistics and case studies demonstrate that prosecutors have the capacity to
take all types of cases forward. This is consistent with the views expre= by members of
the judiciary during the onsite visit that the calibre of prosecutors is high, and cases are
generally well prepared and presented.
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244. Prosecutors are also greatly assisted by the undocumented wealth element of the
ML offence as referred taabove. This has been relied on in approximately 25% of all ML
prosecutions since 2014. The authorities explained that there is no reversal of the burden
of proof in these cases and the prosecutor is required to demonstrate that there are no
documents confrming the lawful origin of the property in question. All other elements of
ML, such as acts like conversion, use or transfer of property etc. must also be proved in the
same way as other forms of ML. The undocumented wealth provision is typically used to
prosecute autonomous ML in both selfaundering and third-party laundering cases where

it is difficult to identify or prove a predicate offence.

245. While the majority of convictions involve selflaundering by individuals of
domestically generated proceeds andhave been prosecuted together with the predicate
offence, a reasonable proportion involve thirdparty laundering or autonomous
laundering (approximately 30%) and predicate offences committed abroad
(approximately 40%). , which is further evidence of thefact that the authorities are
committed to prosecuting different types of ML.

246. The ability and the willingness of the authorities to take forward all types of cases
(including by the use of circumstantial evidence in many cases) is commendable.
However, thenumber of complex ML cases (especially cases involving professional money
launderers or transnational organized crime) is low. In addition, between 2015 and 2019
(1 November) only 2 legal persons were prosecuted for ML even though legal persons
were usedfor laundering in several case studies. This suggests that prosecutors may be
too cautious in the cases they choose to prosecute. The assessment team was informed
that the GPO has a 100% conviction rate for ML (including one case where there was an
acquittal at first instance that was overturned on appeal) and there is approximately a
90% conviction rate for nonGPO cases. The members of the judiciary whom the
assessment team met were unable to recall any particularly difficult ML cases that had
come beforethem. These factors further support the view that prosecutors may be taking

a too cautious approach.

Table 3.10: Types of ML convictions by case and person (All)

2015 2016 2017 2018 2019 Total

by by by by by by by by by by by by
case [person | case | person | case | person | case | person | case | person | case | person

Total number| 5 9 4 4 12 16 14 23 8 10 43 62
of ML
convictions

(@)z(c)

(@) Number for| 3 7 2 2 9 12 12 20 3 5 29 46
self Z
laundering

(b) Number for| 1 1 1 1 0 0 1 1 2 2 5 5
third party
laundering

(c) Number for| 1 1 1 1 3 4 1 2 3 3 9 11
autonomous
laundering

Total number| 2 2 3 6 3 3 7 14 5 5 20 30
for laundering
proceeds from
abroad (all
types of case)




3.3.4. Effectiveness, proportionality and dissuasiveness of sanctions

247. There is a wide range of sanctions available for ML, including unlimited fines and
terms of imprisonment ranging from 3 to 12 years. It was clear from meetings with

members of the judiciary during the onsite visit that they take ML seriously and there are
no practical impediments to the imposition of any type of sanction.

Table 3.11: Total penalties imposed for ML (natural persons)

Types of imposed sanctions 2015 2016 2017 2018 2019
Number of prisons sentences imposed 2 8 10 16 2
Average length of prison sentences impose 100 110 45 104 104
in months

Number of suspended custodial sentences 6 1 8 2 3
Average length of suspended custodial 44 24 53 60 56
sentences in months

Number of fines imposed 3 1 9 10 2
Average level of fines imposed (in EUR) 71000 1200 4 500 19 600 1250
Deprivation of right to hold office or carry 0 0 1 2 0
out certain activities

Table 3.12: Range of custodial sentences and fines imposed

for ML (natural

persons)

Range of sanctions imposed 2015 2016 2017 2018 2019
Highest custodial sentence in months 120 132 120 132 132
Lowest custodial sentence in months 24 12 7 36 24
Highest fine (in EUR) 200 000 1 200 11 000 52 600 1250
Lowest fine (in EUR) 6 500 1200 1100 1750 1250
Table 3.13: Penalties imposed for ML (legal persons)

Types of penalties 2015 2016 2017 2018 2019
Number of cases 0 0 0 1 1
Level of fineimposed (in EUR) - - - 35 000
Liquidation - - - n
Deprivation of right to carry out activities - - - n

Confiscation - - -

248. As the tables demonstrate, a wide range of penalties has been imposed on natural
persons, including some prison sentences near the top of the available scale. The
authorities explained that for cases involving natural persons, the courts use
imprisonment as the primary sanction and treat fines as an additional sanction as
appropriate. The range of fines includes some significant amounts and were imposed
alongside other penalties. For cases involving both ML and another offence such as fraud,
the penalties mposed for the ML offence are higher. The authorities gave several
examples of this. Where penalties at the lower end of the scale have been imposed, this
EAO AAAT OEA OAOGOI O T &# A PI AA AAOCAET EI
the authorities, for example in identifying other members of an organised criminal group.
Examples of this were provided.

AAOGAO

249. The courts have also recently begun to make use of their power to restrict the
activities of individuals convicted of ML. These penalties, which are in line with or exceed
those imposed for other serious offences in Georgia, are sufficiently effective, paytional

and dissuasive. With regard to the 2 cases where legal persons were convicted, the legal
person was fined and prohibited from carrying out activities in the first and liquidation
was applied in the second. The authorities explained that the firia the first case was not
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higher because the legal person did not own any property so a higher fine would not have
had any impact and the additional sanction of prohibition of carrying out activities was
therefore more effective. They also explained thatni the second case, liquidation was
imposed as a sanction because the court found that the sole reason for the existence of the
legal person was to carry out criminal activities. The sanctions imposed in these 2 cases
are in line with or exceed the penaltis that have been imposed on legal persons convicted
of other serious offences. Subject to the fact that the very small number of cases restricts
the extent to which firm conclusions can be drawn, the sanctions imposed on legal
persons appear to be effectig, proportional and dissuasive.

3.3.5. Use of alternative measures

250. Georgia considers applying alternative criminal justice measures when it is not
possible to prove ML and demonstrated this by reference to several cases. Georgia
provided statistics demonstrating 28 cases involving the use of alternative measures from
2014 to 2018. In all of these cases, ML had been investigated but could not be pursued due
to a lack of evidence. Specific details were provided about 4 cas€Bhese cases
demonstrate an effective use of alternative measures, whictiaried according to the
nature of the case. In one case, the director of a company was suspected of laundering
assets misappropriated from the company by investing in real estate purchased by family
members. As the family members had alternative sources of assets, it was not possible
rule out a lawful source for the funds to purchase the real estate. Therefore, as an
alternative measure the defendant was charged with misappropriation of funds and
received a fine which was equal to the amount of money that had been misappropriated.
In another case involving an individual in Georgia suspected of laundering the proceeds of
foreign predicate offending through the account of a Georgian legal person, it was not
possible to obtain the necessary evidence from the foreign jurisdiction to prke the
predicate offending. Therefore, as an alternative measure the individual was prosecuted
for fraud and tax offences relating to the activities of the legal person and received a
substantial prison sentence and fine(See the case study below). In &itd case, a person
associated with an organised criminal group whose involvement in ML was suspected but
could not be proved on the evidence available was prosecuted for aiding fraud and using
false documents and received an 18 months prison sentence. anfourth case, involving
suspected tradebased ML which could not be proved on the evidence available, an
individual was convicted of tax evasion as an alternative measure and received a 4 years
prison sentence and a EUR 20 000 fine.

Box 3.10: Case studydemonstrating use of alternative measures
(Fraud and ML)

In 2018 the GPO initiated an investigation into ML and fraud involving the transfer of USD
3 400 from country A into an account in Georgia in the name of GG Ltd. The Georgian bank
then informed the authorities that it had received notification from a bank in country B
that a client had been defrauded into sending funds to the account of GG Ltd in Georgia.

The investigation established that GG Ltd had been established by a foreign national{ X.
The authorities suspected that GG Ltd had been established for ML purposes and issued a
request for MLA. The response to the MLA request did not provide the information
necessary to proceed with a charge of ML, and the Georgian authorities considered that a
prosecution for fraud alone would not enable a sufficiently high sanction to be imposed
because of the low value of the assets involved. Therefore, the investigation focused on an
allegation of tax evasion, and established that GG Ltd had been used to evadeifsignt
amounts of tax.




X was convicted of fraud and tax evasion, for which he was sentenced to 5 years
imprisonment and a EUR 480 000 fine.

Overall Conclusion on 10.7

251. Georgia's systems for the investigation of ML function wetince cases have been
identified. However, there are serious deficiencies at the identification stage, primarily
arising from the need to improve the use of financial intelligence and parallel fimaial
investigations. As a result, ML relating to some predicate offences that are either prevalent
in Georgia or identified as a threat in the NRA is not being identified. This means in turn
that the ML cases being investigated and prosecuted are not fulin line with Georgia's
risk profile. The number of cases involving third party laundering and autonomous
laundering is reasonable, although the low number of convictions for complex cases and
other factors suggest that prosecutors may be too cautious imes about the cases they
take forward. Overall, the systems for prosecuting and sanctioning ML are effective.
Georgia has also effectively used other criminal justice measures in cases where it has not
been possible to secure a conviction for ML.

252. Georgia has achieved a moderate level of effectiveness for 10.7.

3.4. Immediate Outcome 8 (Confiscation)

253. 4AEAOA AOA AoOAT OEOGA bPI xAOO O1 ARAO ' AT OCEAG8O
confiscate all forms of property, including proceeds of crime, instrumentalities and

property of equivalent value. Nonconviction based confiscation of property is also

possible insome circumstances, and in some cases of roanviction based confiscation,
the burden of proof as to the origin of assets is reversed.

254. All of the LEAs and the GPO deal with asset recovery measures. They are able to use
their full range of powers to idertify and seize/freeze proceeds of crime, instrumentalities
and property of equivalent value.

255. Georgia has a thresholébased declaration system for cros®order movements of
cash and BNIs, which is administered by the Customs Department of the Revenue Servi
(MoF). Under this regime, nordeclared or falsely declared cash and BNIs are liable to
confiscation.

256. The management of seized property is the responsibility of the LEAs and the GPO.
Confiscated property is managed and may be sold by a Service Agencyhef MoF in the
case of moveable property, and by a department of the Ministry of Economy in the case of
immoveable property.

3.4.1. Confiscation of proceeds, instrumentalities and property of equivalent value as
a policy objective

257. The authorities advisedthat freezing/seizure of the proceeds of crime is strongly
promoted as a policy objective. The effectiveness of the confiscation regime was enhanced
by the requirement to carry out parallel financial investigations in the GPQO's 2015
Recommendation "On Cedin Measures to be Carried Out in Criminal Proceedings” (see
10.7) This specifically extends to the identification and tracing of property that may be
subject to confiscation. The Recommendation also requires LEAs to inform the GPO of any
cases where thereis a reasonable suspicion of facts that might give rise to civil
confiscation, to ensure that criminal or civil confiscation proceedings are initiated as
appropriate.
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258. The importance of tracing and seizing/freezing criminal property was recognised in
the 2017-¢ m¢ p 0 OT OAAOOI 060 300A0AcCU8 4EA OOOAC
been some substantial seizures of criminal proceeds, under the previous approach the
amount that had been seized/frozen was considerably lower than the estimated amount
of criminal proceeds generated nationwide. The strategy's objectives include analysing the
efficiency with which criminal property is identified and seized/frozen and providing
training in this area to investigators and prosecutors. In addition, the monitoring
mechanism set up under the strategy as described above under 10.7 also applies to the
tracing and seizure/freezing of criminal proceeds.

3.4.2. Confiscations of proceeds from foreign and domestic predicates, and proceeds
located abroad

259. Confiscation orders are regularly made following convictions for both ML and
predicate offences. Most cases involve property in bank accounts, although some cases
involve other assets such as cash, real estate and moveable property. Georgia provided
case studies, together wh statistics on confiscation orders (including awards to victims)

for ML and predicate offences from 2015 to 2019 (1 November). Additional statistics on
confiscation orders for predicate offences alone were provided, for 2016 to 2019 (1
November). The autlorities explained that in practice there was no difference between
the figures for confiscation and those for assets actually recovered because the courts only
make confiscation orders in respect of retrievable property, i.e. frozen property or other
property that is available for confiscation at the time of conviction. Any criminal property
found to be retrievable after conviction would be recovered under civil proceedings, and
Georgia provided two case examples (one finalised case, and one on going gasee para.
269).

260. ' AT OCEAG8O AT 1 £ZFEOAAOQEI T OACEI A Al11Tx0 A& O
included in the table below, and case examples were also provided, including restitution
to victims in other countries (see Box 3.11). Repatriation and ases sharing is also
possible, and the authorities provided an example where discussions are ongoing with
another jurisdiction in a complex case involving assets held in a number of different
accounts.

Table 3.14: Confiscation -ML and predicate offences (all cases)

2015 2016 2017 2018 2019 Total
(1 Nov.)

Value of confiscation| 3641 000| 562 000 1305000 | 1200000 1340 000 8 048 000
orders/payments to | (8 cases)| (5 cases) (8 cases) (7 cases) (7 cases) (35 cases)
victims in EUR (ML and
predicate offence)
Value of confiscation| Noinfo. | 15476 500 | 19 273 400 | 31549500 | 8 667 000 | 80 796 940
orders in EUR (2965 (3420 (4341 (2899 (13 625
(predicate offences cases) cases) cases) cases) cases)
only)

Box 3.11: Case studies on confiscation of criminal proceeds
(Restitution to victims abroad)
(Third party ML, foreign predicate offence)

In 2014, the GPO AML Division initiated an investigation based on information provided
by the FMS.

OA O«



A nonresident company z O.S.Lz had purchased assets from a second neaesident
companyz O 4z0at an ovekinflated price and was defrauded of USD 160 million. Part g
the proceeds of the fraud were laundered by T.@.a citizen of Georgiaz who allowed his
bank account to be credited with USD 1000 000. These proceeds were then transferred
Of OEA £ OAECT AAT E -rAskidnt dBrhpény,ibeeredeind M Ficddd|
again (including an amount to an account opened by T.G. in Georgia). Futmtslly just
over USD 1.2 million were frozen during the course of the investigation.

=

(@]}
(@)
O

T.G. was convicted for ML (third party) based on a foreign predicate (fraud). The funds
that had been frozen during the investigation were returned to the victim.

(Fraud and ML)

A GPO investigation into fraud and ML established that individuals in 5 different foreig
countries had been defrauded by an organised criminal group of funds totalling USD 183
195 and EUR 4 407 for computer related services that were never provided. Théunds
were sent via MoneyGram to X.L. and three other individuals who were foreign nationals
temporarily residing in Georgia. The funds were then transferred abroad to unknown
persons. A total of 111 transactions were involved.

>

All four members of the goup were convicted of fraud and ML, including one in absentia.
As the funds had been transferred outside Georgia, other property belonging to the group
was confiscated. This property comprised 2 cars, 14 cell phones, 6 laptops and USD 20 D00
in cash.

261. The %! 6 OAEA A O& 111 x OEA 111TAU6 ABPDOI AAE C
demonstrated in case studies and by the statistics. From 2015 to 2019 (1 November)

assets worth just under EUR 90 million were confiscated (which does not include the

2015 confiscations fa predicate offences). This is a significant figure, particularly when

considered in the economic context applicable to Georgia.

262. As would be expected, the figures are lower for confiscation than for

seizure/freezing (see Tables 3.16 and 3.17). In the casé the figures for ML offences, the

difference is particularly marked. Just over EUR125 million was seized/frozen over a 5

years period, whereas the overall figure for confiscation in ML cases combined with

predicate offences in the same period was just®AO Oy [ EIT T EI T8 (1 xAOAOR O
OARAEUOOAT ZFOAAUET ¢ ET -, AAOAO ETAI OAA APDPOI QEI AD/
particularly high value cases. 6 of these cases, which involve seizures with a combined

OA1T OA 1T £ 1T OAO ©Opeqding, &Hild i thd remAiiny 4 Cades, I confiscation

was not possible as no criminality could be established. Leaving aside these 10 cases, the

confiscation rate for ML and predicate offences combined is slightly under 50%. For

predicate offences alone,rbm 2016 to 2019 EUR 80 796 940 was confiscated, compared

xEOE Opoex Yyyn xnmn | /A acoAfSdatbiriterd apprdximatedlyG®A OOh E8AS8
On that basis, for both ML and predicate offences the discrepancy between seized/frozen

assets and confiscad assets appears to be reasonable.

263. The number of ML cases where confiscation orders have been made is largely in line
with the number of ML convictions in the same period, which indicates that confiscation
orders are regularly made in ML cases (althougthis is subject to the fact that the overall
number of ML cases is moderate, as explained under 10.7). This confirms the explanation
of the authorities that the freezing/seizure to confiscation ratio for assets in ML cases is
attributable to the proactive approach to freezing/seizure taken by the GPO in some
individual cases, rather than to any deficiency in the confiscation process for ML cases.
Confiscation orders were made in all types of ML cases, including autonomous and third
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partly laundering and ca®s involving foreign predicate offences. A significant number of
the cases involves the use of Georgian bank accounts by residents to launder the
proceeds of foreign criminality, initially from cybercrime committed against foreign
companies and, more ecently, by fraudulently inducing individuals to transfer funds (See
Box 3.8).

264. For predicate offences alone, a comparison between the number of cases where
confiscation orders were made from 2016 to 2019 13 625 ( see Table 3.14), and the
number of casesof convictions for predicate offences in the same period demonstrates a
high confiscation rate- just over 75%.

265. Confiscation of assets in third party hands is permitted under Georgian law and
prosecutors stated that it was looked at as a matter of course financial investigations.

No statistics were available, but the authorities identified cases where this had occurred.
This included one case where the assets in question comprised real property registered in
the name of relatives of members of a criminagjroup. In another case, the confiscated
assets were held by companies under the control of a defendant. These cases indicate that
there are no practical impediments to confiscating assets held by third parties and the
courts are willing to make such ordes (see Box 3.7 and 3.11).

266. Although no statistics were available about the confiscation of instrumentalities, the
authorities confirmed that this was regularly done, and the confiscation rate is high
(approximately 75%). They also provided several examplewhere property such as cars
or drug paraphernalia had been confiscated. However, in some cases the authorities did
not seem to have considered confiscating physical items used by criminals to
communicate such as cell phones and computers. Some LEAs algb it seem to have
considered treating intangible items such as a company or legitimate funds in a bank
account that were used to disguise criminal proceeds as instrumentalities of crime.
However, representatives from the GPO confirmed that this would beopsible under the
law of Georgia and further confirmed that they were not aware of any instances to date
where this would have been an option in practice on the facts of the case.

Box 3.14: Case study on confiscation of instrumentality

In 2018 representatives of the MIA arrested SK. for storing and transporting large
amounts of heroin, which was found in a car under his control. The investigation
established that the owner of the car was a leasing company but at the moment |of
committing the drug OAT AOAA T ££&AT AA OEA AAO xAO EJ
was seized during the course of the investigation. SK was subsequently convicted| of
storing and transporting drugs and the car was confiscated as an instrumentality of crime.

267. The statistics on confiscation do not specify whether any of the cases involved
property of equivalent value. Although this is permitted under Georgian law, the
authorities identified only 3 cases where a prosecutor had requested this, 2 of which had
resulted in the cout ordering the confiscation of the relevant property (see Boxes 3.7 and
3.11). The authorities recognise that this is an area where improvements are required,
particularly in non-GPO cases. The issue is being monitored and training has been
provided. However, the assessment team was informed that in the unsuccessful case, the
grounds for rejecting the request were that there was no evidence that the property had
been acquired through criminality. If so, this is concerning as it suggests an imperfect
understanding or lack of acceptance by some members of the judiciary of the principles
involved in value-based confiscation.



268. No property located abroad has yet been confiscated. However, this is an area where
the authorities are beginning to be more proactiveTo date, there are 4 cases in which
requests to seize assets have been made to other jurisdictions (to a total value of EUR 5
200 000), involving requests to 8 different jurisdictions. 2 requests did not succeed
because the jurisdiction concerned indicatedhat the relevant assets could not be found,
and the case was closed. The other cases are ongoing.

269. Non-conviction-based confiscation, which is recognised internationally as another
powerful tool in removing assets from criminals, is possible under Georgian law. However,
during the assessment period limited use of this had been made in practice and the sums
involved were modest. With the exception of one case in 2015 where assets were taken
from a person deemed to be a "thief in law" on the basis that he had acquired real estate
despite having no lawful source of income and could not demonstrate the origin of the
funds usedto acquire the property, and another case relating the proceeds of drug
trafficking which is ongoing, norconviction-based confiscation has only been used to
recover assets at the stage of court hearings, where the hearing could not proceed due to
the death or insanity of the accused person. The authorities have taken steps to improve
things in this area, which is commendable. The measures taken by the GPO as outlined
above under 10.7 to improve the effectiveness of the system (such as training and
monitoring) cover nornconviction-based confiscation. In particular, the 2015
Recommendation "On Certain Measures to be Carried out in Criminal Proceedings",
requires LEAs to notify the GPO when they are aware of possible criminal proceeds, to
enable the GPO to caider taking forward proceedings for nonrconviction-based
confiscation. The GPO is monitoring this but to date, only three cases have been taken
forward as a result of these measures (the ongoing drug trafficking case and thief in law
case referred to aboe, and a case where an initial application was made for nen
conviction based confiscation but the relevant assets were subsequently subject to
criminal confiscation, so no order for nonconviction based confiscation was made).

Table 3.15: Cases of NonConviction Based Confiscation

2019

2015 2016 2017 2018 (1 Nov)
Recovery of assety 27100 14 400 1800 0 22 300
during court hearing | (10 cases) (15 cases) (15 cases) (30 cases)
due to death/insanity
of accused in EUR
Other use of non- 20 000 0 0 0 0
conviction based| (1 case)
confiscation in EUR

270. No problems had been experienced with the management of seized or confiscated
assets. All property is accurately registered by the responsible bodies and both the MoF
and the Ministry of Economy have effective systems in place to manage and dispose of
property. However, there are no polices or procedures in place for the active management
of property such as running a company or looking after livestock. While this has not
causal any problems in practice to date, it means that the jurisdiction is not fully
equipped to deal properly with all types of property that may be seized or confiscated.

271. The confiscation regime is underpinned by extensive powers to take measures for
the preservation of property during an investigation. This includes powers to seize or
freeze assets on an urgent basis without the need for a court order. Broadly speaking the
authorities demonstrated a good understanding of the need to apply preservation
measures, and they confirmed that these measures are usually taken at an early stage in

81



an investigation. This was subject to one issue concerning transfers from bank accounts
after an STR has been made. The LEAs identified several cases where, by the time a
freezing order on a bank account was in place, the assets had already been transferred,
often out of the jurisdiction. Inconsistent information about the reasons for this s
provided to the assessment team. According to representatives from the banking sector,
banks wait for 3 days after making an STR before carrying out a request to transfer funds.
According to the FMS, it always notifies the GPO about STRs in sufficiemiet to allow an
emergency freezing order to be obtained within the 3day window before funds are
transferred. According to the GPO, apart from cases where there might be an operational
need to allow funds to be moved, emergency freezing measures are apgli@vhenever
necessary, immediately after receiving an STR. This inconsistent information indicates
that this is an aspect of the system that needs to be examined urgently and practices
revised as appropriate to prevent the dissipation of assets (see alsbet analysis and
recommendations under 10.6 on this point).

272. Statistics were provided for seizure/freezing in ML cases and also for predicate
offences. However, the statistics for ML cases only included seizure/freezing orders
obtained by the GPO, althoughht assessment team was informed that other authorities
also obtain seizing /freezing orders for ML as well as for predicate offences. (See Boxes 3.8
and 3.10).

Table 3.16: Application of provisional measures in ML cases (GPO only)

2015 2016 2017 2018 2019 Total
(1 Nov.)

Number of No info. 33 37 37 17 124
ML
investigations

Number  of No info. 18 22 23 17 80
applications
for
provisional
measures

Number  of No info. 7 15 20 17 59
cases where
provisional
measures
imposed

Value of| 53000 000 | 1300000 | 22205000 | 42171 000 | 8 255 406 126 391
assets subject 406
to provisional
measures in
EUR

Table: 3.17 Application of provisional measures for predicate offences (all)

2015 2016 2017 2018 2019 Total
Value of No |40155700| 15561200 | 42462 300 | 69 701 500 | 167 880 700
property info. (6214 (4100 cases)| (7437 cases)| (6416 cases) (24 167
seized/frozen cases) cases)
in EUR

273. The statistics demonstrate that a significant volume of assets has been
seized/frozen since 2015. The figure for ML cases is largely attributable to a number of
particularly high value cases, as explained above. Average asset values in relation to
predicate offences are much lower (approximately EUR 5 500). Case studies provided by
the authorities demonstrate a willingness to pursue the recovery of criminal proceeds in a



range of circumstances, including cases involving organised crime, domestic and foreign
predicate offences, and emerging technologies such as VAs.

274. While the value of the assets seized/frozen in ML cases is high, the number of cases
where assets were seized/frozen is low compared to the number of ML investigations.
There were 124 MLinvestigations by the GPO from 2016 to 2019 but only 59 cases where
seizure/freezing measures were applied, although provisional measures were requested
in a further 21 cases. However, the authorities explained that in cases where provisional
measures wererequested but not applied, this was not because the court had refused to
make an order for provisional measures (the GPO could not recall any case where this had
happened). Instead, these are cases where provisional measures were obtained as a
preventve | AAOOOA O1T AADPOOOA AT U AOOAOO OEAO
future, but there were not any assets available to seize or freeze at that time.

275. In the 44 investigations where no application was made for provisional measures,
this was for justifiable reasons. In the majority of cases this was because when the GPO
received the FMS notifications the relevant bank accounts were either closed or in the
process of closing, or because money transfer services had been used for conducting
transactions, ard no other property that could be made subject to potential confiscation
was identified. In the remainder of the cases, provisional measures were not applied due
to the interests of investigation, for example where the potential perpetrators could have
been alarmed while they were under surveillance and the respective bank accounts were
monitored. The authorities confirmed that had been no dissipation of assets in any of
these 44 cases as a result of the lack of provisional measures. (see Box 8.1)

276. With regard to predicate offences, no statistics or other information was provided
about the annual number of investigations so the extent to which provisional measures
are routinely applied in these cases was not demonstrated.

3.4.3. Confiscation of falsely or uaclared crossborder transaction of currency/BNI

277. As explained under Recommendation 32, with effect from 1 September 2019 a new
Customs Code and secondary legislation based on EU requirements was introduced to
govern declarations of crossborder movements d currency and BNIs. Given its recent
introduction (i.e. only two months before the onsite visit in November 2019), the effective
implementation of this new regime could not be demonstrated. The assessment team
therefore assessed the effectiveness of theagvious declaration regime that was in place
under the Tax Code and secondary legislation.

278. Under the previous declaration regime, persons crossing the Georgian border were
obliged to declare cash, cheques or other securities with a value above GEL 30 (BOR
10 000). Following a 2015 Order from the Ministry of Finance, this included information
about the origin and intended use of these assets.

Table 3.18 Cross-border declaration (all).

Number of
Number of . Number of
. Number of Outgoing . :
Incoming . : Volume in Outgoing
Year Volume in EUR| Incoming cash "
cash . . EUR securities
. securities declaration .
declarations . declarations
declarations S
201
9 3537 127 781 170 0 4208 162 777 398 0
201
8 3392 163 569 010 0 3979 150 340 074 0
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231 3030 211290191 0 3441 176 936 551 0
Zgl 2562 201 665 782 0 2 257 126 719 930 0
221 2 886 188 820 076 0 1964 102 506 998 0

279. The intended use most commonly cited was the purchase of vehicles or real estate,
holiday spending and gambling, although there had been a small number of cases where
the intended use was investment in a business. The authorities considered that the reason
significant sums were quite often involved was due to difficulties in making wire transfers

in some neighbouring countries, and the fact that the purchase of high value items with
cash, including real estate, was common in Georgia.

280. The authorities advisal that border officials would stop people and ask followup
guestions whenever they had concerns about undeclared assets or the origin or intended
use of declared assets. Except for risk profiles about particular individuals based on
confidential intelligence, there were no formal processes to govern this. The authorities
indicated that an official would be expected to ask questions where a person was
systematically moving money across the border. Otherwise it would be down to an
official's judgment whether to ask for further information, based on observations made
about a person's conduct or other relevant circumstances at the time.

281. Where assets were not declared or were falsely declared, the available sanctions
were confiscation or administrative financial penalties. Depending on the value of the
undeclared or falsely declared assets, the applicable level of administrative penalties
ranged from GEL 3 000 (EUR 1 000) to GEL 5 000 (EUR 1 670), or 10% of the value of the
assets where this was in excess of GEDO 000 (EUR 33 000).

282. In addition to discharging their own powers to impose penalties and confiscate
assets, the Customs Department of the Revenue Service liaised with other authorities,
particularly the FMS. It is a legal requirement to provide information on declarations and
on undeclared amounts to the FMS. The authorities confirmed that this was done on a
daily basis. However, there is no legal requirement to provide any additional information
obtained by border officials. The authorities stated that this would not be providd to the
FMS unless requested.

283. Where there were suspicions of criminality, either about declared assets or about
undeclared assets that had been discovered, this would be passed on to the LEAs. No
details were provided about the frequency with which this has occurred, but the
authorities referred to one case in 2018 involving undeclared assets which led to an
ongoing investigation.

284. The main reason for hiding assets when crossing the border was concern about
security, i.e. fear of the assets being stolemather than to avoid making a declaration. In
most cases where assets had not been declared, the person concerned was unaware of the
declaration requirement.

285. The authorities explained that the Customs Code did not permit both confiscation

and a fine tobe applied in the same case. They further explained that confiscation would

only be applied where there were aggravating circumstances. The table below sets out the
annual value of nondeclarations or false declarations and the sanctions that were applied

(either confiscation or a fine).



Table 3.19: Statistics on cases of breach of declaration requirements

Year 2015 2016 2017 2018 IR
(2 Nov.)

Number of cases where custom 126 147 213 217 308
sanction (fine or confiscation)
applied
Number where confiscation 2 3 3 11 1
applied
Annual value off 4583071 |3029121 |6008715 | 6201599 |5 746626
undeclared/falsely declared
assets in EUR
Annual value of confiscatiorl 414 913 119 851 651 097 1486 847 48 772
orders in EUR
Number where fines were 126 147 213 217 309
applied
Annual value of fines in EUR 212 000 271 000 439 000 575 000 487 734

286.

In addition, a case study was provided about the most significant breach identified

by the authorities, which was concluded in 2014 (this is not included in the table above as
the breach and initial sanction occurred in 2013).

Box 3.15: Case study onundeclared cash

In 2013 a passenger bus operated by H.A., a citizen of Iran, entered the customs territ
of Georgia. A search of the vehicle revealed USD 100 000 hidden under the driver's s
H.A. failed to provide any reliable information on the origi and intended use of the
money. Further enquiries revealed that H.A. often crossed the customs border of Georg
so would have been familiar with customs procedures (and had previously been fined f

small-scale smuggling of goods, namely 50 plugs and8ts of taps).

The sanction imposed by the Customs Department of the Revenue Service was
confiscation of the USD 100 000. H.A appealed the decision, but it was upheld an
entered into force in December 2014.

Dry
eat.

jia,
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d it

287. The figures show that during the assessment period thital value of undeclared or
falsely declared cash was approximatelyEUR27.5 million.
approximately EUR2.7 million was confiscated and fines totalling just over EUR 2 million
were applied. Therefore, less than 1/5 of undeclared or falsgldeclared cash was removed

from parties in breach (whether by confiscation or indirectly by fines). This is a very

significant discrepancy, for which no reason was given (although the authorities explained
that sanctions are regularly appealed, which redts in a review by the court of their

legitimacy, proportionality and expediency).

In the same period

Irrespective of the reason, both the

confiscation rate and the rate of indirect removal by fines for undeclared or falsely
declared cash is very low and indicates that theatlaration system is not being enforced

effectively.

3.4.4. Consistency of confiscation results with ML/TF risks and national AML/CTF

policies and priorities

288. The upward trend in the application of confiscation orders and provisional
measures since thantroduction of the GPO's 2015 Recommendation and the 2012021

Strategy are indications that these measures are being effectively implemented and have
begun to yield results. Although no overall breakdown was given of the predicate offences
involved in the confiscation cases, the case studies that were provided by the authorities
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principally involve the proceeds of foreign fraud via the banking system, and some feature
organised criminal groups, so are in line with the risk profile of the country as set oun
the NRA. In addition, some specific figures were given in relation to drug trafficking and
corruption. The authorities advised that from 2016 to 2018, there were just over 5,300
drug trafficking related confiscations, with a total value in excess ofUR 6.3 million, and in
the same period there were 98 corruption related confiscations with a total value of
approximately EUR 212 706. On the basis that there are between 6@0 corruption
investigations a year (see under 107) the total number of confisaans for the three-year
period appears reasonable, but this does not include any high value cases. The authorities
also advised that the total amount of drug trafficking proceeds was made up of low level
cases (which gives an average value of just over EWB00) rather than by the inclusion of
significant cases. This is consistent with the pattern of offending described by the
authorities in drug trafficking investigations (see under 107), but is less consistent with
Georgia's geographical location on a trait route for drugs as set out in the NRA, where
more high value seizures might be expected. No information was provided about
confiscation involving other offences that feature in the NRA such as tax evasion.
Furthermore, the low level of confiscations ¢r indirect removal by fines) for undeclared

or falsely declared cash is inconsistent with the risks to Georgia from cash, given that
" AT OCEA8O AATT1TiTU EO EAAOEI U AAOE AAOAA
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risk profile.
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Overall Conclusion on 10. 8

289. Georgia treats confiscation as a priorityand in several respects its systems ithis
area function well. Generally speaking, provisional measures are beirgffectively applied

in GPO cases, but the overall process for obtaining emergency freezing measures
sometimes breaks down, resulting in assets beingmoved from the jurisdiction. In
addition, the confiscation of property of an equivalent value iextremely limited, and to
date Georgia has not confiscateproperty outside the jurisdiction (although some cases
are pending). Whilethese factors inevitably reduce the extent tavhich confiscation
orders arebeing made, andhe use of nonconviction based confiscation is limited,
ahigh volume of assets hasonetheless been confiscated, including property irthird
party hands. However, the underlying criminality in these cases is not fully in lingith
Georgia's risk profile. Overall instrumentalities are successfully confiscated with only
minor deficiencies being identified, and theechnical
limitation identified in Recommendation 4 has not had any effect in practic®nly avery
small proportion of undeclared or falsely declared crossborder movements of cash or
BNiIs result in the assets being confiscated or indirectly removed from the party in breach
by fine.This is asignificant concern given that the economy of Georgia is heavily cash
based.

290. Georgia has achieved a moderate level of effectiveness for 10.8.



CHAPTER 4. TERRORIST FINANCING AND FINANCING OF PROLIFERATION

4.1. Key Findings andRecommended Actions

Key Findings
Immediate Outcome 9

1) Georgia has a sound legal and institutional framework for investigating and prosecutin
TF. Cases are dealt with by investigators at the SSS and the supervising prosecutors at
GPO who areadequately resourced and have high levels of expertise. There are no legal
structural impediments to taking forward TF cases. The court system is efficient. Geord
has achieved some convictions involving different types of TF activity and impose
dissuasive sanctions. The law enforcement efforts to deter TF activities are broadly in lir
xEOE ' AT OCEAGO OEOE Al OEOiIT1i Al Os8

2) The investigators at the SSS and the supervising prosecutors at the GPO have a

good awareness of different types of TF and condt parallel financial investigations in
terrorism cases and cases with a suspected terrorism link. However, there is scope to ral
awareness of different types of TF among the other LEAs and the private sector in order
further increase the detection ¢ potential TF that is linked to other offences.

3) Overall, Georgia has effective systems for identifying OiRce detected, TF is generall
investigated (role played by terrorist financiers identifle@ind prosecuted well using a range
of investigative techniques. While until recently there were some restrictions on the
ability of the SSS to obtain information from the FMS which may have had a negat
impact on the effectiveness of investigations, the extent of this is limited as alternatiy
measures wee applied appropriately.

4) In general, TF is well integrated intoCounter-Terrorism Strategy and investigations,
and Georgia makes effective use of alternative measures. However, there is scope for s
moderate improvements with regard to Georgia's stading task force and the use of Tk
cases to support designations.

Immediate Outcome 10

1) Georgia now has a new legislative framework for implementation of the UNSCRs th
addresses the majority of deficiencies it had previously. Georgia implements the -T|
related TFS through a multistep mechanism involving a CommissionTbilisi City Court
and the National Bureau of Enforcement (NBE), this causing delays for implementation
the UNSCRs. Authorities maintained this mechanism also after the revision of the le
framework, except that the period of time given to each of the participant in the poess
has been limited to ensure that actions are taken immediatelyThe example of
implementation of the UNSCRs after the revision of legislation, while demonstrating a
Ei DOT OAI AT Oh AT AOG 110 Ai1 01O OF AAOGEII

2) Despite havingpersons convicted for T and TF, Georgia has not designated any withi

the assessment periodat a national level pursuant to UNSCR 1373 or propose
designation of a person or entity pursuant to UNSCR 1267/1989, 1988.

3) Deficiencies exist in the immediatecommunication of amendments to the list of

persons and entities designhated under UNSCR 1267/1989, 1988 to obliged entities. Thi
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measures taken at a national level. Use of automated systems is widely promoted by
national authorities.

4) Larger Fls demonstrated a sound level of understanding of implementation obligation
The same canot be confirmed for the other smaller FIs and DNFBPs. Several DNFE
confirmed not to conduct any checks against their customer bases, and not be aware
freezing or reporting obligations at all.

5) Whilst no positive matches against UNSCRs were idefigid, a number of false positive
hits were detected, assets frozen and reported to the FMS, thus demonstrating that
system is operational. In all instances, reports were turned into FMS disseminations ar
were thoroughly analysed by the SSS.

6) TF risks emanating from NPOs have not been comprehensively assessed in the N
targeting identification of the overarching risk environment in the sector and missing
granularities zthe subset of NPOs potentially vulnerable to TF abuse. Georgia I

established a registration and monitoring framework for NPOs and charity organisations

(T xAOAOh OEA AOOET OEOEAOGS ADPDPOI AAE OI x
compliance. There are no CFT focused, or rigdased measures developed. There ar
numerous legislative gaps in regulation of the NPO sector impacting effectiveness of t
system. There was no outreach conducted to the sector and no guidance provided.

7) The measures adopted do not appear to be fully commensurate with the TF risk th
the country faces.

Immediate Outcome 11

1) Recent amendments to legislation have secured the legal basis for implementi
UNSCRs relating to PF. Currently only moderate legislative shortcomings have be
identified. Considering that the new regime came into fare only before the onsite visit,
and no new designations occurred pursuant to the respective UNSCRs by the end of
onsite visit, Georgia could not demonstrate how these newly established measures col
ensure effective implementation of the PFelated TFS, without delay.

2) Despite the formerly existing legislative obstacles the authorities demonstrated tha
indeed, in practice, PHelated UN TFS had been dealt with by the Commission in the pal
but with a considerable delay.

3) Information about the implementation of the PFrelated TFS was communicated only
via NBE Debtor Registry, with a considerable delay (because of the time taken
implement designations at a national level). Nevertheless, the fact, that majority of th
obliged entities heavily rdy on the automated systems for implementation of their
obligations on detecting and freezing assets of designated persons and entities, and t
these automated systems widely cover various UN sanctions, in practice this delay did
have animpactontd T Al ECAA AT OEOEAO6 DAOAEI O AT A

4) Competent authorities have not provided specific guidance to ensure compliance by K

and DNFBPs with their obligations to implement Pfelated TFS.

5) Whilst the majority of obliged entities did not demonstrate awarenss regarding PF
related TFS requirements, some entities, in particular larger FlIs, relied on the use
commercial databases and automated screening systems to implement UNSCR and re
potential matches with UN PF lists. In two cases, STRs were submittedthe FMS not on
the basis of the simple match with designated persons and entities, but rather suspicic
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6) There was no legal basis for supervisory authorities to conduct theiactivities until

recently, when the legal framework for implementation of PF TFS was established.

Nevertheless, the obliged entities applied the same mechanism for implementation
various UN TFS regimes, including the Pfelated one. The NBG demonstratedhat it
regularly monitors implementation of UN TFS and applies sanctions within the scope

on-site inspections (e.g. where screening databases were not operating properly), thus,|i

practice, insuring compliance of the supervised population of Fls witltheir obligations.
The same, however, does not apply to authorities supervising other FIs and DNFBPs.

Recommended Actions
Immediate Outcome 9

1) In order to further increase the detection of potential TF, Georgia should provid

guidance, training and typdogies on different types of TF, in particular TF linked to other

forms of criminality, to the private sector, the LEAs and other relevant authorities such g
the tax and customs authorities.

2) Georgia should widen membership of the standing task force tinclude all authorities
whose functions are relevant to TF. Consideration should also be given to creati
separate task forces for ML and TF, to ensure that the attention given to each type
activity is sufficiently detailed and focused.

3) The TF ofence should be amended to put beyond doubt that it applies when foreig
terrorist fighters do not cross the Georgian border.

Immediate Outcome 10

1) Georgia should urgently consider designating persons that it has already convicted f
TF in Georgia at aational level and proposing designations to the respective UNSCs.

2) Georgia should ensure that amendments to lists of designated persons and entiti
pursuant to UNSCRs 1267/1989 and 1988 are implemented without delay an
immediately communicated to obliged entities. Georgia should prioritise this task
strengthen functionality of the mechanism or reconsider its functioning, advance
promptness of cooperation and coordination among the respective participants, an
constantly monitor implementation of TFrelated UN TFS to ensure the overa
promptness of the process.

3) Georgia should comprehensively assess the risk of TF abuse of the NPOs, develop
implement a risk-based approach to monitor the NPO sector.

4) Georgia should reach outo NPOs and the donor community about TF threats an
vulnerabilities within the sector.

5) Georgia should provide guidance and conduct regular outreach to obliged entities
order to enhance their awareness and understanding of the national mechanismrf
implementation of the TRrelated UN TFS, and their own obligations.

Immediate Outcome 11

1) Georgia should ensure that amendments to lists of designated persons and entiti
pursuant to UNSCRs 1718 and 1737 are implemented without delay and immediate
communicated to obliged entities. Georgia should prioritise this task, strengthe
functionality of the mechanism or reconsider its functioning, advance promptness o
cooperation and coordination among the respective participants, and constantly monito
implementation of PFrelated UN TFS to ensure the overall promptness of the process.
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2) Georgia should provide guidance and conduct regular outreach to obliged entities |n
order to enhance their awareness and understanding of the national mechanism for
implementation of the PFrelated UN TFS, and their own obligations.

291. The relevant Immediate Outcomes considered and assessed in this chapter are 0.9
11. The Recommendations relevant for the assessment of effectiveness under this section
are R. 1, 4, 88, 30,31 and 39, and elements of R.2, 14, 15, 16, 32, 37, 38 and 40

4.2. Immediate Outcome 9 (TF investigation and prosecution)

292. Since its last evaluation, Georgia has made substantial amendments to the legal
framework with regard to the criminalisation of terrorism and TF. There is now a sound
legal basis for the investigation and prosecution of these offence¥he monitoring
mechanism referred to under 10 7 covers TF, which is also included in the remit of the
standing task force createdby the GPO. In addition, Georgia has produced a 202021
Counter-Terrorism Strategy, which also makes reference to the suppression of TF.

293. The legal framework and theCounterTerrorism Strategy are underpinned by a
well-established institutional framework for investigation and prosecution. Cases of
terrorism and TF are investigated by the investigative unit of the Counteterrorism
Centre of the SSS and are prosecuted by TF specialists within the GPO. As with ML,
prosecutors are involved from the beginnig of an investigation and work very closely
with investigators throughout the life of a case.

294. The relevant departments of the GPO and the SSS are adequately resourced to deal
with terrorism and TF. Staff are well trained and have impressive levels of kndedge,
professionalism and commitment. They have a wide range of legal powers to obtain
information and work closely with other authorities, particularly the police, customs and

the FMS. They also liaise regularly with foreign authorities and intelligencgervices. The
SSS routinely monitors new global tendencies in TF and treats the identification of threats
at an early stage as a priority.

p8e8u8 00T OAAOOET T YAi 1 OEAOETT 1T &£ OUBPAO 1T £ 4
risk-profile

295. According to the NRA and th&ounter-Terrorism Strategy, the principal TF risks to
Georgia arise from its geographical proximity to conflict zones or other destabilised
regions, and from returning foreign terrorist fighters or other radicalized citizens wthin
Georgia. While small amounts of funds may be involved, the means and methods identified
for TF are the same as those identified for ML, i.e. use of bank accounts, remittance
services from nonrtbank financial institutions, the use of legal persons, thase of third
parties (usually students or nonresidents with low incomes), and cash. The findings of
the NRA and theCounter-Terrorism Strategy are consistent with the views expressed by
the authorities during the onsite visit.

296. Both the NRA and theCounter-Terrorism Strategy examine the issue of foreign
terrorist fighters in the context of Georgia ahighlight the fact that several dozens of
Georgian citizens have fought with armed groups supporting terrorist organisations in
Syria and Irag. This is idenfied as a key TF risk. The provision of funding to foreign
terrorist fighters leaving or crossing Georgia is a TF offence. The authorities advised that
TF had been investigated in connection with some of these individuals, although no
statistics were provided. None of these investigations resulted in prosecutions because it
transpired that the individuals had financed their own travel. While the TF offence does
not specifically cover the provision of funding for foreign terrorist fighters that do not



crossthe Georgian border (see Recommendation 5), this has not arisen as an effectiveness
issue as no cases involving this activity have been detected to date. Furthermore, the
authorities advised that if such a case were to arise, they could rely upon the gettefF
offence because it applies to the provision of material support to a terrorist organisation.
However, in the absence of any case examples it is unclear whether the court would
interpret the TF offence widely enough to cover this situation, and it wdd be advisable to
amend the TF offence to put the issue beyond doubt.

297. There have been 2 TF prosecutions in other circumstances, both resulting in
multiple convictions. These were the Chataev case and the case of X and Y. In total 9
persons were charged winh TF and all were convicted. The authorities provided the
assessment team with details about both of these cases.

Box 4.1: Case Studies on TF prosecutions and convictions ( Chataev case

In 2017 the SSS conducted a countéerrorism operation against an international
terrorist, Akhmed Chataev, and his associates. According to information gained as a result
of examination of audio recordings retrieved from various electronic data storage devices,
the aim of the group was to carry out terrorist d@tacks in Georgia and in Turkey, including
attacks on diplomatic missions. This was prevented by the counter terrorism operation,
which resulted in the death of two foreign terrorist fighters and Chataev himself. The S$S
launched a TF investigation, involing information from the FMS, the banking sector and
from other jurisdictions. The investigation identified a number of Georgian citizens who
had supported Chataev and his group members by providing transportation withir
Turkey, in entering into Georgia ad travelling to Thilisi. These same individuals had also
been involved in providing weapons, accommodation, and household items to Chataev
and the other group members during their stay in Thilisi. This resulted in 8 individuals
being detained in 2017 and P18. 6 were charged with financing of terrorism and the
provision of other material support or resources to a terrorist organisation and were
subsequently prosecuted and convicted.

Box 4.2: TF case involving payment of cash (X and Y case)

In 2011, the Ministry of Interior of Georgia launched an investigation into the possibl
preparation of terrorist acts. The investigation established that in the first half of 2011, D,
B and N payed cash to T, A and M (around EUR 180) to organise the esiplo of certain
administrative buildings and adjacent territories located in the western part of Georgia.
According to the agreement, if the terrorist acts were carried out successfully, T, A and|M
would receive additional cash payments (around EUR 4 000For conducting the terrorist
offence, the said individuals started the transportation of explosives to the places of
destination. However, they were not able to commit the terrorist acts as based on law
enforcement intelligence all three were arrested befre the attempt.

D

Consequently, in 2011 T, A and M were prosecuted and convicted for preparation |of
terrorist acts and transportation of explosives, while D, B and N were prosecuted and
convicted for TF in 2011 and in 2017 respectively.

298. These cases demairate that the authorities have the capacity to take forward TF

cases successfully. The Chataev case in particular is an example of Georgia's willingness to
prosecute different types of TF activity, including the provision of normonetary support
toteroOEO0OO8 4EA ET OAOOECAOAA AAOAOG AOA 1 ETEAA
involve the use of cash and logincome third parties. More broadly, the assessment team

was also satisfied on the information provided by the authorities during the onsiteisit
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that the extent the TF activity prosecuted, and offenders convicted is broadly in line with
AT OCEA86O OEOE DOl £EI A8
4.2.2. FT identification and investigation

299. The authorities advised that they look at a range of sources in order to identify
potential TF cases, including counteterrorism operational information, information
from the FMS, parallel financial investigations, information from domestic authorities
dealing with matters such as immigration, customs and tax, and information from othe
jurisdictions or international bodies.

300. In order to assist with the identification of potential TF cases, especially those
involving trade-based TF or crossborder cash movements, there is an SSS liaison officer
deployed within the Ministry of Finance. Ths is a legal requirement under a 2015
government Ordinance. According to the authorities this results in highly effective
information exchanges. Any information received about suspicious facts or circumstances
is analysed by the SSS and checked againse tharious databases to which the SSS has
access. The information is then examined to see whether there are possible links to
terrorism or TF, including via international cooperation with other countries. To date, no
links to terrorism or TF have been idenified through this process.

301. The Chataev case was an example of a case that was identified from counter
terrorism operational information. However, the majority of cases are identified from
STRs. When making notifications about STRs the FMS includes any relevant additional
information . If possible TF activity is unclear from a notification from the FMS, the SSS wiill
consider operational information before opening a TF investigation, and this may take up
to 9 months or so. A TF investigation will be opened immediately whenever there &hit

on a terrorism-related sanctions list, or in any case where there the SSS has suspicions of
TF. The SSS advised that while they have a good working relationship with the FMS, which
provides them with valuable information, they would welcome more devieped analysis
from the FMS before notifications are made to assist them in identifying suitable cases for
investigation.

Box 4.3: Case Studies on TF investigations
(Cases of selffinancing )

4 Georgian nationalswho travelled from Georgia to Syria and Iraqg to fight for terrorist
organisation from 2013 to 2015 were investigated and prosecuted and 3 convicted for
terrorism zrelated offences (1 case is pending hearing on merits before the cotit TF
was a key lineof inquiry that was pursued as a matter of priority by the SSS during th
investigation. Special investigative techniques, intelligence sources and international
cooperation mechanisms were used to conduct a careful study of the financial aspects| of
crime. This involved looking at the financial situation of the individuals in question and
their associates, including their sources of income and any property they owned. As| a
result, the investigation established the exact routes, transportation means and costs
related to the travel of offenders The accused persons legally travelled from Georgiand
due to the geographical proximity to Georgia of the regions adjacent to the conflict zone,
their travel costs were only around 2630 USD per individual. The invesgation further
found out that the persons in question did not receive payment of their travel costs from
anyone else, but rather they financed their travel themselves from their own financial
sources. Therefore, it was not possible to prosecute any otheegson for TF. However,
based on the evidence, collected during the investigation the 4 individuals were

D
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prosecuted and 3 subsequently convicted for participation in the activities of terrorism
organisation and joining a terrorism organisation. They receive prison sentences ranging
from 10 to 16 years.

(Case of AG

In 2016 the SSS launched a TF investigation based on information provided by the FMS

and its own operational information. AG, a Georgian citizen, attempted to transfEtUR 50
via Moneygram. AG wa listed by World-Check on that grounds that the individual was
designated as affiliated with terrorism by a third country. The investigation established
that AG had previously lived in the third country, where she had married a person who
subsequently fowght with a terrorist organisation in the Middle East and died in the

course of combat operations. The investigation involved the interrogation of AG and
others, analysis of bank records relating to AG and her associates, information received

from the FMS #&out attempted transactions and international cooperation. The

investigation established that the purpose of the transactions was related to househol|d

expenditure and no links to terrorism were identified.
(Case of X

A Georgian citizen whose name andurname matched with information held by World
Check. was receiving money from a third country. A TF investigation was open
immediately which found that the money was for the purpose of house construction an
no terrorism links were established.

(Hawala case)

In the course ofmonitoring various matters, several Iranian citizens resident in Georgig

=

have come to the attention of the SSS. In 2018 an investigation was launched into the

activities of some of them and in the course of the investigation, it wasstablished that
they were carrying out illegal entrepreneurial activities, as a result of which they received
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conduct money transactions for which they were givingand receiving cash as sealled
commission fees, without the necessary permit and registration required under Georgian

law and bypassing the Georgian bank system. This activity generated income in one year

alone of GEL 2 097 000. A court order was obtainefdr the search of the individuals
concerned and the offices and apartments rented by them. Large quantities of money wer
seized together with accounting documentation. With the cooperation of international
partners, links to terrorism, terrorist organisation and TF were investigated but were not
established. As a result of the investigation the individuals were charged with illega
entrepreneurial activities, as ML could not be confirmed. All were convicted and the
money found at their offices was confisated.

302. Statistics were provided for the total number of TF investigations since 2013, and
the authorities also provided details during the onsite visit of some concluded and current
TF investigations. In the case of current THvestigations, information was also provided
about their source.

Table 4.1: TF investigations

2019
2015 2016 2017 2018 (1 Nov)
FT investigations 2 1 2 4 0
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Table 4.2: Source of current TF investigations

Source of information Number of cases
FMS notifications 6
Counterzterrorism operational information 0
Parallel financial investigationsz terrorism 3
Parallel financial investigationsz other offences 0
Customs/immigration/tax information 0
Information from other jurisdictions/international bodies 0

303. The statistics on current cases demonstrate that, as indicated above, the majority of
cases are identified from STRs. These are primarily from banks. The 6 Rivifated
current cases derived from a total number of 69 niifications. The discrepancy in these
numbers is smaller than it appears, because some investigations are linked to several
notifications where there are similar issues.

304. 95% of the notifications from the FMS relate to STRs about possible hits with
terrori sm-related sanctions lists. Sanctions hits of this kind are clearly a valuable source of
possible TF cases and the fact that they are being reported is a positive sign. However, a
large number of the notifications from the FMS are false positives. The aotiities
attribute this to the cautious approach taken by the FMS to potential TF, and they
confirmed that, as indicated above, the FMS includes any relevant additional information
in all notifications. Nevertheless, while there was no indication that the atification of
false positives had negatively affected the ability of the SSS to investigate TF to date, the
high number suggests that there may be scope for both greater analysis from the FMS and
a more targeted approach to the use of financial intelligere in this area. The points made
under 10s 6 and 7 about restrictions on access to information held by the FMS and the
effective use of financial intelligence are also relevant here, although as explained below,
their effect is largely mitigated by the usef alternative measures.

305. The authorities confirmed that all LEAs are obliged to carry out parallel financial
investigations, have access to all relevant databases and cooperate well with the SSS
counter-terrorism centre, prosecutors and other authorities All relevant institutions were
also involved in the development of the NRA and th€ounter-Terrorism Strategy. To date,

all TF investigations from parallel financial investigations have been carried out by the SSS
counterterrorism centre in parallel to terrorism cases. While this type of parallel financial
investigation is obviously the most likely to lead to the detection of TF cases, the SSS
counterterrorism centre also demonstrated a good awareness of international typologies
about activities such as faud, corruption, drug trafficking and organised crime being
carried out to raise funds for terrorism. Some of these offences are identified in the NRA as
presenting a risk to Georgia. The awareness of the other LEAs on this point was more
limited, which will inevitably affect their focus on TF and means that there is a risk that TF
may not always be properly considered during parallel financial investigations related to
these offences. However, this risk is mitigated to some extent by the close working
relationship and liaison on TF issues between the SSS counterterrorism centre and other
LEAs, including the anticorruption agency within the SSS itself.

306. The case studies and other information provided by the authorities during the onsite visit
(some of whichcannot be included in this report for reasons of operational sensitivity)
demonstrate that overall, Georgia has effective systems for identifyingeMertheless, there

is scope for improved outreach to all interested parties, in particular the provisiorof
typologies. Although the Chataev case has been analysed and discussed in a number of



different domestic and international meetings, including by representatives of all
domestic authorities at a meeting of the Permanent Interagency Commission under the
leadership of the Head of the SSS, no typologies have been issued to the LEAs more widely
or to the private sector in respect of the cases that Georgia has successfully taken forward.

307. Once possible TF has been detected, investigations appear to be vergrdugh. The
authorities confirmed that they look closely at the financial affairs of suspects and their
family members and associates, and make use of financial intelligence, special
investigative techniques and requests for mutual legal assistance. Specéxamples were
provided. They were also able to demonstrate good inteagency working with the
customs authorities and others, as well as close collaboration with other jurisdictions and
international organisations such as Interpol. As shown by the Chata case, TF
investigations are not confined to monetary support for terrorism but also extend to the
provision of other forms of material support such as housing, food and household items.

308. The authorities also confirmed that the specific role played by terrorist financiers is

one of the key areas of focus during intelligence gathering and when conducting criminal
investigations into terrorism, drawing on the various sources of information ad inter-

agency working outlined above. This is demonstrated by the Chataev case, where during

the course of a countetterrorism operation the specific roles of a number of individuals in
supporting terrorist activities were identified (see above) and alsdy the details about the

case of X and Y and some a@oing investigations that were provided to the assessment

team. On the basis of this information, the assessment team was satisfied that role played by
terrorist financiers is investigated effectively.

309. As indicated above, until very recently there have been restrictions on obtaining
information from the FMS without a court order. In practice, this has been mitigated by
the ability of the SSS to obtain information via a court order from financial institutins
directly, or from the NBG if it is unaware which financial institution is involved. Therefore,

it is unlikely in practice to have had any material effect on the ability of the SSS to get
immediate access to all necessary information in the course of amvestigation. However,

it may have meant that there were situations where the SSS was unaware of information
held by the FMS which might be relevant to the investigation, such as intelligence from
other FIUs or CTR information.

4.2.3. FT investigation tegrated with -and supportive of national strategies

310. As indicated above, the suppression of TF is referred to in Georgia's 262021
Counter-Terrorism Strategy. This is a comprehensive and wellesearched document. Its
objectives include countering the financing of terrorist and extremist
organisations/groups, inter alia by strengthening the monitoring over money transfers
from abroad and advancing the control gstem for suppressing the transfer of cash and
securities, bypassing or circumventing the system of remittances and customs control on
the border. These objectives fall under the prevention pillar of theCounter-Terrorism
Strategyand its Action Plan.

311. In addition to including TF in the prevention pillar, the Counter-Terrorism Strategy
sets objectives with regard to developing the existing legislative framework on the fight
against TF, as well as with regard to the collection and analysis of terrorisrelated
information (including networks and methods being exploited for this purpose) and
prosecution. TheCounter-Terrorism Strategy also recognises that the threat of terrorism
is constantly changing, with certain organisations and their supporters resortinga new
methods which are unknown to the LEAs. In order to address this process, t®unter-
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Terrorism Strategy envisages that Georgia will continuously assess its prosecution
capabilities and where it identifies new methods and threats, it will act accordgly. The
Action Plan underpinning the Counter-Terrorism Strategy could not be provided for
security classification reasons, but the authorities confirmed that it contains specific
measures to achieve these objectives, including budgets, timelines and respible
agencies.

312. There are additional indications of Georgia's willingness to coordinate counter
terrorism strategies, such as the identification of TF cases from countéerrorism
operations, the deployment of SSS liaison officials in other agencies ahd use of parallel
financial investigations in terrorism cases. However, there are concerns about the extent
to which TF cases are being used to support designations of terrorists and terrorist
organisations, as described under 10 10. Another coordinatingieasure that Georgia has
put in place is the inclusion of TF in the remit of the standing task force. However, this
might benefit from some modest structural changes. It does not currently include some
key authorities such as customs and tax whose conttithion would be useful. In addition,

it is unclear whether a single task force for both ML and TF is sufficient to enable the
different features of the two types of activity to be fully considered.

4.2.4. Effectiveness, proportionality amissuasiveness of sanctions

313. Sanctions applied to the persons convicted of TF are sufficiently effective,
proportionate and dissuasive. The available sanctions for TF range from terms of
imprisonment of 10 to 17 years (or life imprisonment in exceptional caes). The
authorities confirmed that the austodial sentences imposed (as set out in the table below)
are comparable to those imposed for the most serious crimes under the Geogian legal
system. The lower sentence in the 2018 case (an immediate prison sentence of 3 years
and a 5year suspended sentence) was the result of a plea bargain.

Table 4.3: Custodial sentences imposed for TF - individual sentences

2015 2016 2017 2018 2019
Number of persons 0 0 3 6 0
sentenced
Length of each 0 0 13 years 6 10 years 0
sentence months 11 years
13 years 6 12 years
months 12 years
13 years 6 13 years
months 3 years (plus 5
years suspended)

4.2.5. Alternative measures used where FT conviction ispagsible (e.g. disruption)

314. While no cases were identified where alternative measures such as napnviction
based asset recovery measures or the application of targeted financial sanctions had been
used as alternatives to obtaining a criminal conviction,he authorities identified several
cases involving the use of disruptive measures. Four Georgian nationals who travelled
outside Georgia to fight for terrorist organisations have been prosecuted for terrorisrg
related offences. The investigation found outhat the persons in question did not receive
payment of their travel costs from anyone else, but rather they financed their travel
themselves from their own financial sources. Therefore, it was not possible to prosecute
any other person for TF. Three wereonvicted and sentenced to terms of imprisonment
ranging from 10 to 16 years, and the fourth case is pending (see Box 4.3 and 4.4). Georgia



has also applied expulsion or noradmission measures against foreign nationals who are
considered to present a terraist threat to Georgia.

Box 4.4: Georgian national T (pending)

Investigations by the SSS revealed that in 2014 T, a Georgian national, had left Georgia for
a country in the Middle East in order to join a terrorist group and take part in its combat
activities. In 2019, T was charged in absentia of participation in a terrorist organisatiorn.
Investigations further revealed that T had subsequently travelled to another European
country. As a result of cooperation between the SSS and the authorities irattcountry, T
was arrested there and detained. At the time of the onsite visit extradition proceedings
were ongoing to secure his return to Georgia (he has since been extradited).

Box 4.5: Alien A

In 2018, monitoring by the SSS established that alien Afaeign student initially lawfully
studying at a Georgian university, had joined a closed group on social media and was
sharing posts and messaging supporting ISIS. The case was analysed by the SSS and
information was obtained from partner countries. However, no activity was identified that
would constitute a criminal offence under Georgian law. Therefore, as an alternative to
prosecution, the expulsion of Alien A from Georgia on the grounds of state security was
sought. This was ordered by thdirst instance city court and the order was upheld on
appeal. Due to Alien A's failure to leave the country voluntarily, the expulsion order was
subject to compulsory execution under Georgian law. Alien A was expelled frorbilisi via
a flight to the desthation country through a transit country, and relevant authorities of
both the transit and destination countries were informed of this bythe Ministry of Foreign
Affairs.

315. Georgia has also taken steps to reduce its attractiveness as a transit route faeign
terrorist fighters. Since 2015 crossing the Georgian border to participate etc. in terrorism
has been criminalised and this has been underpinned by strengthened border controls,
enhanced interagency coordination and effective international cooperatin The
authorities advised that, as a result, there has been a significant reduction in recent years
of individuals with affiliations to terrorism cases attempting to use Georgia as a transit
jurisdiction. This was confirmed by information provided to theassessment team, which
cannot be included in this report for reasons of operational sensitivity.

316. In addition, Georgia has made impressive efforts to prevent radicalisation and
violent extremism. Preventive measures are a priority under the Strategy refertk to
above and the assessment team was provided with details of a large number of initiatives
to support this. These include programmes targeted at education in schools, civil
participation and integration, the preservation of the culture of minorities, pomotion of
interreligious dialogue, rehabilitation projects and awareness raising campaigns.

Overall Conclusion on 10. 9

317. Georgia's systems for identifying, investigating, prosecuting and sanctioning TF
function well. The law enforcement efforts to deter TF activities are broadly in line with
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profile and thetechnical deficiency identified under Recommendation 5 has not caused

any difficulties in practice to date. TF is pursued as a distinct criminal activity and
investigations focus on the role of terrorist financiers, although there ighe need to

improve the awareness of some aspects of Hmong the private sector and the LEAs

(other than the SSS and the supervising prosecutors at the GPO). Until recently there were

97



technical restrictions on access to financial intelligence as descridainder 10 6, but these
restrictions were largely mitigated in practice by other measures. Overall, TF is well
integrated into national counter-terrorism measures, although there is scope to improve
this by creating separate standing task forces for ML anbF and widening membership to
include all relevant authorities.

318. Georgia has achieved a substantial level of effectiveness for 10.9 .
4.3. Immediate Outcome 10 (TF preventive measures and financial sanctions)
4.3.1. Implementation of targetetinancial sanctions for TF without delay

319. Georgia implements the THelated TFS through a multistep mechanism involving
the Commission, the Thilisi City Court and the NBE. As explained below, authorities
maintained this mechanism also after revision of thelegal framework. However, as
demonstrated below, this mechanism prevents Georgia from implementing the UN TFS
without delay z within a matter of hours.

320. Georgia implements TFS primarily in accordance with the Administrative
Procedures Code (APC) and the ANMCFT Law. Before 30 October 2019 (days before the
on-site visit), when legislation was revised, the system had multiple deficiencies, including
long procedural timelines for each authority involved in the multistep mechanism chain.
There were also no adquate mechanisms in place for implementation of UNSCR 1373.
Amended legislation has rectified the majority of deficiencies, including considerably
shortening the procedural timelines, and introducing a domestic designation mechanism.
The example of implematation of the UNSCRs after the revision of legislation (see the
table below), whilst demonstrating a considerable improvement, does not amount to
AAOGET 1T AAET ¢ OAEAT OxEOEI 6O AAI Auds

321. The Commission is the coordinating body for implementation of the UNSCHR3uring
2011-2019, management of the Commission has been provided by different governmental
agencies. The authorities advised that, despite these changes, the Commission was always
operational. Since 2018, the Commission has been chaired by the MinistdérJastice. This
Commission includes representatives from the competent authorities, including the MIA,
the GPO, the Border Police, the MoD, the MFA, the MoF and the FMS. The Commission
meets regularly, on an annual basis. At an operational level, the Cord®ET 1 6§ 0 £O0T AGET 1
with respect to implementation of the UNSCRs were ensured by the Secretariat. The latter
is entitled to monitor the TFrelated TFS subject to amendment in the UN lists of
designated persons and entities, translate these into Georgian apdepare the motion for

the Thilisi City Court. The Deputy Ministers of the MoJ are vested with a responsibility for
signing and addressing a motion to the Thilisi City Court. Hence, the fact that the
Commission was formally meeting only once a year did nditinder implementation of the
UNSCRs.

322. Considering the recent nature of the legislative amendments, the further analysis in
this report reflect the practice of implementation of the UNSCRs applied by the authorities
before 30 October 2019.

323. Authorities advised that the Secretariat closely monitors the UN designations
(conducting three checks a day) in order to ensure that these are promptly processed.
Nevertheless, the evaluation team was informed that the overall process being
challenging, could take seeral days delays before being accomplished.
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freezing order. Authorities advised that the court takes its decision within 2 days of
receipt of the motion.

325. Overall, exampés of provided court orders for 2019 (except for the latest freezing
order) demonstrated that, the administrative freezing order was issued within 14 to 19
days after the UN designation took place, thus not amounting to implementation without

delay.

Table 4.4: Implementation of TF z related UNSCRs in 2019

. Thilisi City NBE
Date Measure Regime Court (publication) FMS
05.11.2019 | Amendment | ISIL (Da'esh) & 08.11.2019 | The MoJ letter | Decree
SC/14014 (Removal) Al-Qaida OcTYosW(OpouUXC 06.11.2019
19 08.1.2019 Publication
3 days from | sentto the 08.11.2019
designation | NBE for
execution
11.10.2019 | Amendment | ISIL (Da'esh) & No action No action Decree
SC/13984 Al-Qaida 15.10.2019
Publication
17.10.2019
20.08.2019 | Amendment | ISIL (Da'esh) & No action No action Decree
SC/13924 Al-Qaida 04.09.2019
14.08.2019 | Designation | ISIL (Da'esh) & 04.09.2019 | 16.09.2019 Publication
SC/13918 Al-Qaida N3/6522-19 | A19162030 05.09.2019
19 days from | 31 days from
designation | designation
09.08.2019 | Amendment | ISIL (Da'esh) & No action No action
SC/13914 Al-Qaida
14.05.2019 | Designation | ISIL (Da'esh) & 04.06.2019 | 21.06.2019 Decree
SC/13806 Al-Qaida N3/3904-19 | A19102492 21.05.2019
14.05.2019 | Amendment | ISIL (Da'esh) & 19 days from | 36 days from | Publication
SC/13808 (Removal) Al-Qaida designation | designation 22.05.2019
01.05.2019 | Amendment | ISIL (Da'esh) & No action No action Decree
SC/13799 Al-Qaida 08.05.2019
01.05.2019 | Designation | ISIL (Da'esh) & 15.05.2019 | 06.06.2019 Publication
SC/13798 Al-Qaida N3/3505-19 | A19091847 14.05.2019
14 days from | 37 days from
designation | designation
22.04.2019 | Amendment | ISIL (Da'esh) & No action No action
SC/13787 (Removal) Al-Qaida
17.04.2019 | Amendment | ISIL (Da'esh) & No action No action
SC/13784 Al-Qaida
13.04.2019 | Amendment | ISIL (Da'esh) & No action No action
SC/13779 (Removal) Al-Qaida
29.03.2019 | Amendment | ISIL (Da'esh) & No action No action Decree
SC/13758 Al-Qaida 11.04.2019
Publication
12.04.2019
22.03.2019 | Designation | ISIL (Da'esh) & 02.05.2019 | 21.05.2019 Decree
SC/13744 Al-Qaida N3/2905-19 | A19081852 25.03.2019
41 days from | 60 days from | Publication
designation | designation 27.03.2019

326. As made evident from the table above, the national mechanism does not ensure the
introduction of amendments into the system when there has been a change of information
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with respect to a designated person. Thus, it prevents effective identification of UN
designated persons and entities by the responsible stakeholders.

327. Taking into consideration that the authorities maintained this multrinstitutional
mechanism also after revision of the legal framework (targeting among others the
procedural timeframes), the evaluation team remains concerned that this approach may
affect the ability of the authorities to ensure implementation of the UNSCRs without delay
if additional measures are not taken. These might include prioritising this task at every
step of the process strengthening functionality or reconsidering the mechanism,
advancing promptness of cooperation and coordination amongst the participants
(competent authorities and the private sector), and conducting a constant monitoring of
its implementation, to ensure the overall process is prompt.

328. Despite having persons convicted for T and TF, Georgia has neither designated them
at a national level pursuant to UNSCR 1373, nor proposed a designation to the relevant
UNSC. While discussing with the agencies whose opeaaial prerogatives would make
them the most relevant ones to propose designations (either at the UN or national level),
they did not demonstrate considering so. The assessment team is of the opinion that
Georgia would benefit from more thorough consideratin for designating persons when
there is reasonable suspicion that a person is involved in terrorism or TF.

329. No foreign jurisdiction has ever requested application of restrictive measures by the
Georgian authorities. Nevertheless, the authoritiesdemonstrated knowledge of the
procedures in place, and advised that, if requested, the following process would apply: the
Commission would assess the possibility to accept the request and, if so, would submit a
motion to the Thilisi Court, which would thenissue a freezing order according to the
process described above.

330. Georgia applies diverse mechanisms for communicating designations to FIs and
$.&"008 4EA AT OO0 1T OAAO EO DHPOAI EOEAA 11 OEA
Registry, for enforcement. Thelatter includes court decisions in the Debtor Registry,

which is a publicly available consolidated database of persons and entities against whom

there is enforcement initiated on the basis ofa court order or another act. While

legislation requires the cout order be reflected on the NBEDebtor Registrypromptly, the

table above suggests practice differs.

331. In parallel, to compensate the deficiency of the system, independently from the
national implementation procedure, the FMS publishes information about the
amendments made in the UNSCRs on its websitettps://www.fms.gov.ge/eng/news/ ).
Whilst, as demonstrated in the table above, this does not occur promptly, the FMS has
gradually improved its performance. In addition, the FMS and the NBG communicate
information on designations to obliged entities directly: the FMS does so via its etemnic
information -sharing system, and the NB@via its AML Portal.

332. Discussions with obliged entities confirmed that only banks, notaries and the NAPR
(in the capacity of a real estate registry) consult the NBE Debtor Registigr the purpose

of implementation of TFSrelated measures. No other obliged entity demonstrated
awareness and use of the NBE Debtor Registgnd communication mechanism. The
evaluation team concluded, that such a disconnect between the measures taken by the
Commission and the awaremass of obliged entities about the use of the NBE for the
enforcement of UN TFS could be the result of: (i) legislative deficiencies, which do not
make clear obligations of obliged entities to follow the NBE publications and implement
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these; and (ii) lack ¢ knowledge amongst obliged entities about the national mechanism
of UNSCR implementation.

333. Most obliged entities, including banks, casing3, MFOs, PSPs, exchange offices and
leasing companies, make use of commercial databases from thipdrty vendors to ensure
availability of the most up-to-date information on UN designated persons and entities.
They confirmed consulting FMS notifications as a secondary source of information.
Independent legal professionals and law firms suggested relying on information pvided

by the Bar Association, which, in turn, consults the FMS notifications. Other small DNFBPs
suggested conducting internet searches of UN lists instead. Taking into consideration the
business model of these DNFBPs and the cost of access to commermd#hbases, this
approach is deemed to be adequate.

334. Most Fls, including banks, MFOs, PSPs, exchange offices, etc., rely on automated
systems to screen customer information and transactions. These automated systems are
immediately delivering results without dependence on the NBE Debtor Registry. Indeed,
the authorities confirmed that they largely promote use of automated screening systems

by FIs and further monitor implementation of these measures. Amongst DNFBPs, casinos
operate like FIs. Other DNFBPs condu manual checks of their clients. Taking into
consideration the nature of activities of the latter, and their limited client base, this does
not raise concerns.

335. Hence, while concerns remain with respect to the promptness of measures taken by
the national authorities for implementation and communication of UN TFS, mostly due to
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336. Larger FIs demonstrated a sound understanding of implementation of TFS
obligations. The same camot be confirmed for other Fls and DNFBPs. Whilst larger Fls
apply appropriate measures to identify designated persons and entities, including BOs and
their assets, there are concerns with the appropriate application of TH®lated
obligations by other Flsand DNFBPs. Indeed, many smaller Fls informed that they verify
the client against UN designations only upon eboarding and at the time of conducting
transactions. Some also check their full clieAbase against the list of UN designated
persons and entities regularly, but not on every occasion of a change in the UN list. Real
estate agents (which are not obliged entities) and DPMS did not demonstrate that they
understand their obligations with respect to implementation of TFS. They do not conduct
any checls against their customer base at all and were not aware of any sanctions lists or
material provided by the authorities in this regard (see also 10.4).

337. While VASPs are not regulated in Georgia, they do operate in practice. Discussions
with them suggested ttat some operate as members of larger financial groups or formerly
operated as PSPs. Ones that are members of the financial group apply group measures.
VASPs formerly operating as PSPs indicated using FMS notifications as a source of
information, and operating automated overnight screening mechanisms, ensuring timely
identification of a match with UN designated persons and entities.

338. While the use of automated systems by obliged entities potentially assists in
detecting UN designated persons and entitiegliscussions confirmed that these screening
systems incorporate not only the UNrelated sanctions, but also extend to various other
lists, such as published by OFAC and the EU, and all of these are treated eqgalya basis

52 Smaller representatives of the gambling sector suggested relying on the FMS notification as a primary
source of information.
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for raising TF suspicion. Sut an understanding demonstrated by the majority of obliged
entities (apart from larger banks) raises concerns and confirms a need for providing clear
guidance on the nature of the UN TFS regime and difference from others, also in terms of
the adequate respnse required. So far, the authorities have not provided specific
guidance to ensure compliance by FIs and DNFBPs with their obligations to implement-TF
related TFS.

339. As also provided under 10 4 analysis identification of BO information varies among
obliged entities. The large Fls routinely use wide range of sources to establish BOs, thus
performing better than smaller Fls, in particular norCore Principles Fls that rely on the
NAPR to foreign register to identify the BO. As concerns the DNFBP sector theystiyo
encounter some difficulties with this respect. This respectively reflects on the ability to
identify the TF designated person or entity that would be indirectly benefiting from the
services provided by these obliged entities.

4.3.2. Targeted approactoutreach and oversight of atisk non-profit organisations

340. TF risks emanating from NPOs have not been comprehensively assessed in the NRA,
targeting identification of the overarching risk environment in the sector and missing
granularities.

341. Authorities noted in the NRA that NPOs work in several vulnerable local
communities, whose members have travelled to Syria and Irag to fight. They also
indicated that most of the NPOs operate in Thilisi, focus on human rights and governance
issues, and over rely on irgrnational donors, which is a challenge for their sustainability.
While the Counter-Terrorism Strategy adequately identifies the TF potential threats posed
by the NPO sector overallthe country has not clearly identified the subset of NPOs that
are vulnerable to TF abuse, including by virtue of their activities or characteristics. For
example, Georgia has not clearly identified the sectors where NPOs could be more
vulnerable and the methods and sources of funding that could expose NPOs to TF risks.

342. In Georgia, all NPOs (including NPOs that are charities) must be registered by the
NAPR. There are around 2800 NPOs currently registered, of which 7 000 are active
NPOs. NPO can apply teecome a charity after one year of existence in order to benefit
from tax exemptions. There are currently around 115 registered charities in Georgia.
According the Georgian Tax Code, charitable organisations are subject to an obligation to
file annually adivity reports, financial reports on revenues and audited financial
statements, as well as to publish such activity reports and financial statements. During the
registration process, only founding members shall be registered by the NAPR, while
subsequent nembersz which can hold decisionmaking powersz are not registered. This
AOAAOAO A bpi OAT OEAI OECI EEZEAAT O CADP ET OEA AOOE
this sector and efficiently monitor it.

343. Georgia has not adopted ristbased measurego protect NPOs from being abused

Al O 4& DOODPI OAO8 4EA AOOET OEOEAOGSE ADPDPOT AAE OT xAC
tax compliance, not on combating TF. Apart from the fact that the NAPR checks for the

potential presence of the founder(s) and diretor(s) on the UNSCR lists (checked against

the Court order, not the UN website) upon registration, the documents filled by these

entities only focus on tax issues and are used only at the registration stage. Thus, the

authorities having the widest accessd information relating to NPOs do not assume any

monitoring functions. According to the authorities, appropriate systems of internal control

EAOA AAAT ET 001 AOAAA OET OEA | AET OEOU 1T £ 1 DAOAOGE
international donors, but this does not amount to Georgia having clear policies to promote



accountability, integrity, and public confidence in the administration and management of
NPOs.

344. While all types of NPOs can engage in economic activities, it is not mandatory for
them to declare the type of activity they are involved in, except for a few sectors, mainly
related to public health and safety (construction, food products, etc.). According to the
authorities, the main source of income for charities are donations, but there is no
mechanism to report and control the source of funds and how they are collected.

345. 4EA O1 AROOOAT AET ¢ T £ OEA AT i PAOAT O ACAT AEAO
representatives about potential TF threats related to such organisations is very limited.
Competentagencies do not provide guidance or conduct any specific outreach towards
this sector. NPO representatives met by the evaluation team during the -@ite mission
expressed concern that they were not involved in the NRA process and expressed a need
for more preventive and outreach measures from the authorities and, more generally,
greater transparency in this sector.

346. Finally, there seems to be a poor level of understanding and monitoring of TF risks
related to NPOs amongst obliged entities, including banks, hich is all the more
detrimental as the authorities informed that the vast majority of NPOs were relying on
banks to operate.

4.3.3. Deprivation of TF assets and instrumentalities

347. No assets have been frozen pursuant to the sanctions regime under UNSCR
1267/1989 and 1988. During the assessed period, several obliged entities reported
detecting possible matches with relevant UN lists of designated persons and entities and
filing a STR to the FMS, postponing the transaction accordingly. Most of the matches
concerned subjects holding the same or a similar (nick) name as the designated person. By
holding-up the transaction and postponing it until clearance was achieved, obliged entities
demonstrated that they would be capable of identifying and freezing assets ihe case of

an actual match. Thus, obliged entities also demonstrated that the technical shortcomings
with respect to freezing requirements do not have a negative effect on the applied
practice.

348. There were, overall,69 instances when, based on STRs related to matches with UN

AT A 1T OEAO 1 OCAT EGAOET 160 AdsOfradiciodE thd FMBEOOO | O
disseminated cases to the SSS for investigatiohhe FMS indicated that all reports were

studied and that, ©AT xEAT EO APPAAOAA AO O&AI OA DBl OEOEOA
within the FMS, it almost systematically (in 90% of cases) transmitted cases to the SSS.

The SSS confirmed that all these disseminations were analysed in detail. The majority of

them had been investigated in the framework of 6 TF investigations as pertaining to

similar conduct. The authorities confirmed that none of these were related to a positive

match with UN designated persons or entities. Two case examples were provided on
investigations launched into a false positive match with a UN designated person, one,

presented below, concerningthd 3) , | $ AQak®EedimeQ ! |

Box 4.6: Investigation into a false positive match with person designated
under UNSCR1267/1989

In July2017, the citizen of country X, M.A. opened an account with a PSP. No transactions
were conducted from the account.
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pursuant to UNSCR 1267/1989, and filed an STR. Thev§ analysed and checked

information against its available databases and disseminated the case to the SSS as it

concerned possible TF.

SSS looked into the financial aspects of the possible crime, using all available intelligence

sources, investigative techigues, databases, analytical capacity as well as checkipng
information with international partners, including through Interpol. It gathered criminal
intelligence and verified and examined demographic data and financial information,
including the financial stuation of the individual in question and his associates (income,
property owned etc.).

Information obtained was carefully examined in order to identify possible links to
terrorism, including TF and t was established that the STR was a false positive tnh with
the person designated by the UNSCR 1267/1989 Sanctions Committee.

349. Georgia does not have experience in fully or partially unfreezing funds as no assets

have been frozen pursuant to the UN TFS regime. Authorities indicated that, should the

case ari®, the process would be handled by the Commission: the person whose assets are

frozen would have to approach the Commission, which would apply to the relevant UN
Committee and would wait for three days before asking the Thilisi City Court to unfreeze

the funds (in case of an absence of answer or a positive one from the Committee). This
was a newly established process made publicly available by adoption of the new AML/CFT

Law, which perhaps caused the reason for the representatives from the Court not being
aware of this process.

4.3.4. Consistency of measures with overall TF risk profile

350. Authorities seem aware of potential TF abuse of the Georgian financial system,

TTOAAT U AAOGAA 11 OEA Al O1 OOUGO CAT COADPEEAAI

exanple, the NRA highlights that several dozen Georgian citizens had travelled to conflict
zones to join terrorist groups and some of them have become influential members of

OAOOT OEOO 1T OCAT EUAOEIT T GQaidaErEEy asAidedtifled @agidE $ A6 AOE

terrorist fighters returning to the country as a challenge.

351. However, there are some doubts as to the comprehensiveness of understanding of
TF risks (see also 10.1). For example, the NRA did not fully assess all forms of potential TF

risk (especially trade-based TF and the origin and destination of financial flows) and the

evaluation team has not seen articulated evidence that the TF risks emanating from NPOs

have been comprehensively assessed.

352. In this context, deficiencies in the UNSCiRiplementation system, including passive
approach towards designating persons and entities under the TFS regime when there are

reasonable grounds to do so, and absence of targeted measures towards the NPO sector

lead to the assessment that the country camt demonstrate consistency of measures with
its TF risk profile.

Overall Conclusion on 10. 10

353. Georgia implements TFS with a significant delay, this mostly explained by the mullti
step national mechanism adopted by the country, involving many national actar§hough
improvement was demonstrated under the revised legislative framework, which allowed
for shortened delays, this is still not in line with the notion of implementation of TFS
without delay z within a matter of hours. Communication of designations byhe NBE is an

issue. The FMS and the NBG conduct parallel activities to ensure communication of

Dl
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designations to FIs and DNFBPs, which compensates for the performance of the NBE.
While concerns remain with respect to promptness of measures taken by the manal

AOOET OEOEAOh 110661 U AOBA Oi OEA DOEOAOA OAAOI 06

fundamental impact on the system. False positive matches detected by obliged entities
indicate the capability of the system to prevent assets from being used for T®nce an STR

is filed, it is given a high level of attention by the FMS and the SSS, the latter investigating
each notification.

354. TF risks emanating from NPOs have not been comprehensively assessed in the NRA,
targeting identification of the overarching risk environment in the sector and missing
granularities z the features and types of NPOs which by virtue of their activities or
characteristics, are likely to be at risk of terrorist financing abuseAccordingly, no focused
and proportionate measures are applied to NPOs. This has a major bearing on the overall
rating for this immediate outcome.

355. Georgia has achieved alow level of effectiveness for 10.10.
4.4. Immediate Outcome 11 (PF financial sanctions)

356. Georgia considers that it is not exposed to potential PF activities as: (i) it is not
home to hightechnology industries that produce proliferation-sensitive goods; and (ii)
there is no nuclear power production or any nucleafrelated industries, although such
industries do exist in some neighbouring countries. However, during the esite visit,

AOOET OEOEAO AAETIT xI AACAA OEA OEOE 1 &£ bl OAT OEAI

position and the existence of trade routes. Georgia has no trade relatships with the

/
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4.4.1. Implementation of targeted financial sanctions related to proliferation
financing without delay

357. Georgia currently utilises a similar mechanism for implementing proliferation
related UN TFS as for TF. Amendments in the legislation adopted on 30 October 2019
secured an appropriate legal basis for implementation of the UNSCRs relating to. PF
Taking into consideration that no PFrelated designations were made between 30 October
2019 and the end of the orsite visit, the evaluation team could not test the effectiveness
of the system in terms of promptness of implementation by Georgia of amendments to the
list of designated persons and entities.

358. Indeed, while previously the Government mandated the Interagency Commission to
coordinate implementation of PFrelated TFS, the former AML/CFT Law (which created

OEA #1111 EOOETTh DCaleddyCOHMOET AAIQI Ak EOIRBAE OO

activities related to TF. Thus, it did not provide a sound legal basis for the Commission to
implement TFS related to PF.

359. Despite this legislative obstacle, the authorities demonstrated that indeed, in
practice, the PFrelated UN TFS were dealt with by the Commission and provided also the
respective court orders for freezing of assets. These court orders were issued, however,
with 15 to 87days delays.

Table 4.5: Implementation of PF z related UNSCRs

Date Measure Regime Thilisi City Court (publli\::iﬁon)
08.08.2018 | Amendment | 1718 (2006) | No action No action
09.07.2018 | Amendment | 1718 (2006) | No action No action
23.05.2018 | Amendment | 1718 (2006) | No action No action
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30.03.2018 | Designation | 1718 (2006) | 18.04.2018 03.05.2018
OcTcgegl8m A18051818
19 days from 34 days from designation
designation

15.02.2018 | Amendment | 1718 (2006) | No action No action

22.12.2017 | Designation | 2397 (2017) | 19.03.2018 05.04.2018
Oo7ptei@Bn A18039891
87 days from 134 daysfrom designation
designation

11.09.2017 | Designation | 2375 (2017) | 26.09.2017 29.09.2017
Oc 7 @wiFx A17113342
15 days from 18 days from designation
designation

05.08.2017 | Designation | 2371 (2017) | 21.08.2017 29.08.2017
Oc7Tuxlho A17100220
16 days from 24 days from designation
designation

05.06.2017 | Amendment | 1718 (2006) | No action No action

02.06.2017 | Designation | 2356 (2017) | 21.06.2017 06.07.2017
Oc71t ol A17077047
19 days from 34 days from designation
designation

360. Unlike TF related TFS, information about the implementation of Rfelated TFS was

communicated only via the NBE Debtor Registry. This was a residual effect of the
AML/CFT legislation which until recent amendments covered only aspects related to ML

and FT.Respectively the mandates of the FMS and NBG did not extend to PF either. It is
currently extended due to amendments in the AML/CFT Law which enhances the scope of

the coverage.

361. Nevertheless, as explained in detail under 10.10, because the majority ofligbd

entities heavily rely on the use of commercial databases and automated systems for
implementation of their obligations on detecting and freezing assets of designated

persons and entities, in practice, effectively, they were implementing their obligains
regarding PFrelated TFS at all times, in a timely manner.

4.4.2. ldentification of assets and funds held by designated persons/entities and

prohibitions

362. Georgia has identified persons linked to the RFelated regimes, but none of them
were related specifically to the UN TFS regime.

363. During the on-site visit, the FMS mentioned receipt of a few STRs from several Fls
A -&/q & ACCET C bl OAT OEAI
persons and entities related to PF. In addition, there were two cases shared with the
evaluation team that concerned STRs filed by obliged entities not on the basis of a match
with designated persons and entities, but rather on suspicion formed on the bases of
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Box X.1: Non-sanctions related z STR onsuspicion of PF

In 2016, the MFO filed a STR concerning PersorzAan Iranian citizen - who applied for a
loan in the amount of USD 20 000. When asked by the MFO, Person A stated that he
OPAT A O Edated fi-fech Bquipn® ® BB A § ETAD £
in Georgia to export to Iran. Person A also stated that, since the import of this equipme
from Europe to Iran is prohibited, the intention was to buy it in Georgia. The MFO refuse
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the loan, filed a STR and provided all relevant daments in its possession.
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The case was disseminated to the GPO and the SSS as possible PF.

Box X.2: Non-sanctions related z STR on suspicion of PF

In 2018, a STR filed by a bank involved Company A, which was registered in Georgia with
Person A as its BOwho was born in Iran, but had citizenship of a third country.
4EA AATE OAAAREOAA A 37)&4 1 AOGOACA O AOAAEO #1 1
000 from an account located in Country G. The transferringCompany B- had its address

inthe Country Z4 EA DOODPT OA 1T £ OEA OOAT OAAOQEIT T |[xAO O b
bank requested additional information and documents. Company A then produced
invoices which showed that payments were made to firms in Country Z, Country | and ope
other country, for spalOA DAOOO | £ AAOOAET ANOGEDI A1 08 #1 1 PAI
stated that they intended to buy equipment from Country | and to transport this ta
Country Q or Country P. The bank has sent the funds back, filed a STR and also prov|ded
available documents (eg. invoices) obtained from Company A.

Neither Person A nor Company A were on any sanctions lists, but the FMS suspected that
they could have been violating sanctions concerning Iran by using a Georg@istered
legal person. The case wadisseminated to the GPO and the SSS as possible PF.

364. Although, as demonstrated above, there were no cases detected or assets frozen by
obliged entities with respect to UN PRelated TFS, the authorities did demonstrate that
some have proved their capacityd detect not only designated persons and entities on the
basis of various matches with UN TSF, but going further, being vigilant towards
transactions related to higher risk countries and activities, in particular Iran.

Ps8Ys8x8 &) O Al A §of &antl codd@ianeiwihbidigatvAsl A E 1
365. Larger Fls demonstrated a good level of understanding of implementation of TFS

obligations. The same cannot be confirmed for other FIs and DNFBPs. See further detailed
analysis under 10.10.

366. The larger Fls apply appropriate measures to identify the assetsf designated
natural persons and entities, including BOs and their assets. They regularly monitor their
client base. Smaller Fls informed screening of clients only upon dioarding and at the
time of conducting transactions. Some also periodically checkair full client-base. Some
DNFBPs (including casinos) conduct screening when apply CDD measures, i.e. for casinos,
when client enter the casino and and/or withdraw money. DPMS and real estate agents
did not demonstrate an understanding of their obligatiors with respect to implementation

of TFS. They do not conduct any checks against their customer base at all and were not
aware of any sanctions lists or material provided by the authorities in this regard. In
contrast, the VASPs that are members of finantigroups operate automated overnight
screening mechanisms (see also 10.10 and 10.4).

367. In line with TF-related designations, the majority of obliged entities confirmed not
relying on the NBE Debtors Database, and except for banks did not demonstrate any
awareness of this mechanism.

368. Authorities have not provided specific guidance to ensure compliance by Fls and
DNFBPs with their obligations to implement PHelated TFS.
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4.4.4. Competent authorities ensuring and monitoring compliance

369. The NBG reported that tle implementation of TFS is regularly monitored within the
scope of its onsite inspections. The NBG inspectors have appropriate knowledge to verify
compliance by obliged entities with their obligations with respect to detection and
freezing assets relatedo the UN TFS regimes. NBG staff is undergoing regular training on
this subject matter, and also conducts ongoing monitoring of the international standards,
requirements and developed practices.

370. When conducting supervision in FlIs, the adequacy of softwaie verified to ensure
that UN designations are complete and up to date. Test data is used by the supervisor to
ensure that systems would detect matches with sanctioned individuals (in the process of
this simulation use is also made dists of previous peliods, as well aghe lists from the
latest renewals).

371. Nevertheless, the fact that the Pielated UN TFS regime was not part of legislative
requirements imposed on obliged entities, respectively, there were no grounds for the
authorities to conduct superviory measures towards a monitoring of implementation of
PFrelated TFS regime. Accordingly, if identified a deficiency, no sanction for non
compliance could have been applied.

372. The NBG advised that it has not identified any instances of naaported matches.
Breaches were identified only in 2 norbank FIs, where screening databases were not
operating properly. The NBG applied sanctions to them (GEL 40 000 (EUR 13 000). Thus,
these measures impacted the effectiveness of implementation of UN TFS mechanisms
applied by these two FIs, irrespective of the specific regime concerned.

373. The evaluation team has not been made aware of any specific actions taken, and
sanctions applied, by authorities supervising other Fls and DNFBPs regarding compliance
with TFS related tothe PF regime.

Overall Conclusion on 10. 11

374. Recent amendments to legislation have secured the legal basis to implement
UNSCRSs relating to PF. Despite the technical gap that used to exist in the system, Georgia
demonstrated that, in practice, PFelated UNSCRs were implemented, although with a
considerable delay. This delay was, however, effectively mitigated by use in the private
sector of automated systems containing timely information on various UN TFS regimes.
Whilst noting that with respect to PF TFS specifically, legal basis was established only
recently, the NBG demonstrated having strong capacity to conduct monitoring and, when
necessary, apply sanctions for breaching compliance with TFS requirements when
identified, thus impacting the effectiveness of implementation of UN TFS mechanisms,
irrespective of the specific regime concerned.

375. Georgia has achieved a moderate level of effectiveness for 10.11.



CHAPTER 5. PREVENTIVE MEASURES

5.1. Key Findings and Recommended Actions

Key Findings
Immediate Outcome 4

1) The level of understanding of risks outlined in the AML/CFT Law and guidance nots
and those additional risks highlighted in the NRA, was generally good for H
Understanding of other ML/FT risks that are not referred to in these sources is mo
limited, which may reflect the very recent introduction of a requirement for obliged
entities to conduct organisational risk assessments. The level of understanding is m(
sophisticated in the banking sector. Most DNFBPs, including casinos, have an insuffic
understanding of ML/TF risks.

2) Among Fls which are part of large EU groups or large banking and other finang
groups, understanding of AML/CFT obligations is good. However, the approach follow
by smaller Fls in determining higher risk factors appeaed to be mostly confined to pre
defined criteria set out in AML/CFT Law and guidance notes. Lawyers, NAPR and DF
have a limited or insufficient understanding of their AML/CFT obligations.

3) FIs which are part of large EU groups or large banking and athfinancial groups have

put in place internal systems and controls which effectively mitigate ML/TF risks
However, the risks presented by the high level of cash circulation in Georgia is under

estimated. In many cases, large sums of cash can be withdrafvom, or paid into, bank
accounts for customers without the application of additional measures.

4) Other Fls have generally less robust and sophisticated mitigating measures. During

period under review, transfers of under a set threshold were initia¢d by PSPs throug
OAAOE A1 gAOG6 xEOETI 60 EAAT OEEAEAAOQEIT Al

ML/TF risk in view of the use of such boxes to purchase VAs and loagt@rency wallets,
e.g. for online gambling or VA transactions. Legislation novequires the identity of any
payer to be verified when any transaction through a cash box is initiated in cash, howev
this requirement was not enforced at the time of the ossite visit and not applied by all Flg
in practice. Generally, DNFBPs did not d®nstrate use of an ML/TF risk mitigation
framework.

5) Generally, Fls apply CDD requirements and refuse business when CDD is incomp
However, smaller FIs do not fully apply a rislbased approach and tend to find out th

identity of beneficial owners using mainly information held in the NAPR register.

Significant gaps were observed in the application of CDD measures by most DNFBPs
NAPR. Recorekeeping requirements are applied by FIs and DNFPBs.

6) FIs apply enhanced or specific measures for mosigher risk cases called for in the
standards. However, the application of CDD measures to domestic PEPs has been hind
by legislative shortcomings (important in the context of corruption risk that is identified
as a threat in the NRA (see 10.1) and @secutions). Also, norbank Fls tend to have les
developed controls in place when introducing new products and practices and have
incomplete understanding of TFS. DNFBPs, including casinos, do not effectively apply
relevant enhanced or specific mesures.

7) Banks account for the majority of STRs, and the number of reports in this sector (a
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active monitoring of customer activity. Other Fls meet their reporting bligations to a
moderate extent and some were not able to elaborate on ML/TF STR typologies, wh
may lead to underreporting and/or low -quality reports. The level of STR reporting
amongst DNFBPs over the evaluation period has been very low, including foasinos
(despite a surge in reports in 2019). Even taking account of ML/TF risks in some sectg
it is not clear that reporting obligations are met. Internal policies and procedures an
training initiatives are in place in Fls to prevent tippingoff. However, there is insufficient
knowledge of tipping-off provisions amongst DNFBPs.

ch
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8) Threshold (CTR) reporting has been based on specific indicators included under the

AML/CFT Law and some indicators have required manual processing that makes C
reporting very time consuming and burdensome for Fls and limits their ability to produc
high quality STRs. This has already been acknowledged by the authorities who
addressing this point.

9) There have been several occasions when compliance officers (throughetlobliged
entity) have been called before the court to explain the basis for their reporting
suspicion. This may discourage reporting (see also 10.6).

10) Due to NBG efforts, banks and some ndrank FIs have AML/CFT complianc
functions which are propely structured and resourced and involve regular internal audits
and training programmes. At the same time, the AML/CFT compliance officer does

always have a direct reporting line to the chief executive officer or the supervisory board.

Not all DNFBPshave appointed AML/CFT compliance officers and most, including casin
have developed only very basic internal policies and procedures, with AML/CFT experti
remaining very limited. Data privacy requirements may, at least to some extent, impe
informati on exchange.

11) There is no effective gatekeeper for the real estate sector. Real estate agents are
covered by the AML/CFT Law and, instead, NAPR is the obliged entity in the field of i
estate purchase and sale. Real estate contracts and relateghsactions can be conclude
in cash outside the regulated financial sector.

12) Whilst the NBG has taken action to prevent Fls from conducting VASP activities, VA
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are not covered by the AML/CFT Law. There is no official information on the size of the

sector, but according to interviews conducted, the transaction volume can be between G
3.5 to 5 million (EUR 1 to 1.5 million) per month.

Recommended Actions

1) Georgia should take appropriate measures to address the ML/FT risks associated w
high level cash turnover in the economy, in particular: (i) extensive deposits into, an
withdrawals of cash from, bank accounts; (ii) use of currency exchange offices by trad
companies to purchase goods in foreign currency; and (iii) use of cash in real est
transactions. Such measures may include setting cash thresholds, greater use of g
keepers and publication of ML/FT guidance and/or typologies.

2) Supervisors and the FMS should broaden their training programmes to raise awareneg
of specific risks faing each FI and DNFBP sector (including contextual factor
organisation specific risks which are not referred in the NRA, risk associated with VAS
as well as requirements and obligations under the recently adopted AML/CFT Law.

3) The FMS, in constétion with other authorities, should take appropriate measures tq
enhance understanding of organisation risk by all obliged entities by providing mor
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(i) sector specific ML/TF typologies, including areas identified as presenting a threat in
the NRA report.

4) The FMS should continue with CTR automation in order to allow obliged entities maore
time to spend on analysis of suspicious activity.

5) The NBG should take meases to confirm that NBG Regulation No. 253/04 (covering
wire transfers) is implemented by all relevant Fls in order to address the risk associated
with the use of cash boxes.

6) Supervisors should monitor that requirements in the new AML/CFT Law are
implemented, e.g. strengthening the role and independence of the AML/CFT compliance
function and application of enhanced CDD measures to domestic PEPs.

7) Confidentiality provisions in the Law on Lawyers should be reviewed and revised as
appropriate to ensure that professional secrecy does not interfere with AML/CF[T
obligations.

376. The relevant Immediate Outcome considered and assessed in this chapter is 10.4.
The Recommendations relevant for the assessment of effectiveness under this section are
R.9-23, and elements of R.1, 6, 15 and 29.

5.2. Immediate Outcome 4 (Preventive Measures)

377. ' AT OCEAGO £ET AT AA OAAOI O EO AT i1 ET AOGAA
banks were licensed in Georgia with total assets of GEL 39.7 billion (EUR 12.9 billion).
Among 15 licensed banks, 12 are subsidiaries of foreign banks or of foreign parent

(holding) companies3. The two biggest banks hold 72,8% of the total assets of the
banking secto¥4.

378. The Georgian Post Office is not separately designated as an obliged entity and not
covered by the AML/CFT Law. It provides international postal (post officg to - post
office) money remittance services but the annual volume of transactions is not material
(less than GEL 70 000 (EUR 23 000)).

379. Gambling and real estate sectors are the largest sectors among DNFBPs. Real estate
agents are not designated as obligeghtities. Instead, the NAPR is the obliged entity in the
field of real estate purchase and sale. VASPs are not designated as obliged entities and so
are not covered by the AML/CFT Law, notwithstanding that there is a VASP sector present
in Georgia. (see I0L). This means that VASPs are not required to comply with the
requirements set out in R.10 to R.21, as qualified by ¢.15.9. Other sectors that are not
designated as obliged entities are analysed under 10.1. Chapter 1 provides information on
the relative importance of each sector.

380. ! OOAOOT 006 AETAETCO i1 )Yr8t AOA AAOCAA 11

representatives, supervisory findings and enforcement actions, and information from the
Georgian authorities (including the NRA).

5.2.1. Understanidg of ML/TF risks and AML/CTF obligations
Financial institutions

381. The level of understanding of ML/TF risks and AML/CFT obligations varies across
sectors depending on the size of the institution, the products and services they provide
and their geographica footprint. The level of understanding of ML/TF risks is more

53 Azerbaijan, Germany, Kazakhstan, Netherlands, Russia, Turkey, the UAE and UK.
54 Bank of Georgia and TBC Bank, parents of whictedisted on the London Stock Exchange (LSE).
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sophisticated in the banking sector, followed by notbank Fls and then the insurance
sector. Overall, the understanding of risks outlined in AML/CFT legislation and guidance
(in particular the NBG Guidance on RBA) and in the NRA was generally good. The
understanding of AML/CFT risks not outlined in these sources, but which may be present
in individual obliged entities, is more limited, and this may reflect the only very recent
introduction of a requirement for obliged persons to conduct organisational risk
assessments (along with comprehensive guidance).

382. Even though the NRA report had been finalised by the Georgian authorities just
before the onsite visit, the knowledge and understanding of risk highlighted therein was
generally good for all FIs. Some Fls were consulted in the process of undertaking the NRA.

383. Across the sectors, FIs which are part of large EU groups, or large banking and other
financial groups (domestic and foreign), have a goodnderstanding of their ML/TF risks
and AML/CFT obligations. They periodically identify, assess and review their exposure to
ML/TF risks, in line with their business, products and services, customer base and
geographical footprint (through organisational risk assessments).

384. Other smaller FIs supervised by the NBG, especially n@ore Principles FIs,
demonstrated a less sophisticated understanding of their ML/TF risks, particularly those
not outlined in the NRA and related to TF, and AML/CFT obligations. Thegem to be too
focused on mitigating risks identified in legislation, guidance and the NRA and meeting all
formal obligations, and do not fully consider other contextual ML/TF risks that may be
relevant to the organisation, e.g. high level of cash circtian in Georgia, integrity levels in
the public and private sectors, presence of PEPs and their associates(some of which may
be high wealth individuals), and crosshorder risks of their customers, products and
services, etc.

385. In discussions, many Fls indicated that gambling, NPOs and charitable organisations
generally presented a higher risk. Notwithstanding this, their own risk classifications for
NPOs and charitable organisations did not reflect this general risk assessmemtost
assigned a medium risk level to such category of clients.

386. Many PSPs met oite did not demonstrate a good understanding on how money
could be laundered through them. Moreover, those operating cash boxes did not consider
that some financial activities conducted through them presented an inherently higher
ML/TF risk. Whilst cash boxes are used predominantly to pay for utility services, amongst
other things, they can be used by anonymous payers to deposit cash of GEL 1 500 or less
(approximately EUR 500: (i) into bank accounts; (ii) to purchase VAs, e.g. from VASPs;
and (iii) to load customer ecurrency wallets (e.g. to be used for online gambling or VA
transactions). In the view of the evaluation team, the use of cash boxes can present an
ML/FT risk. This is acknowledged by the authorities who have taken mitigating measures
(see section 5.2.2).

387. The risk presented by the high level of cash circulation is underestimated by most
Fls. Many Fls met ossite advised that cash circulation outside the regulaté segment of
the economy is significant (not as high as 5 to 10 years agdout still significant) and
transactions, including illegal transactions, can be performed relatively easily in cash.
Whilst many banks identified cash transactions as presenting ML risk, internal
thresholds to start applying enhanced CDD measures for cash transactions are rather high
(see section 5.2.2). Accordingly, large sums of cash can be easily withdrawn or deposited
from/to bank accounts.



388. Two banks met onsite claimed in mOEAOET ¢ | AOAOEAI O DBOIT OEAA
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Georgia are selemployed and cannot indepedently prove their source of income when

called upon to do so. A similar point was made about Georgians working abroad. Despite

this, the ML risks involved in repayment of loans with illicit funds (without proper source

of funds verification) did not appea to be fully recognised.

389. Based on its onsite supervision programme, the NBG considers that obliged entities
are classifying AML/CFT risk appropriately at customer level in most cases.

DNFBPs
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than in the financial sector. Notaries and larger firms of accountants/auditors

demonstrated a sound understanding of their ML/TF risks and the AML/CFT obligations

and were awar of the NRA results. On the other hand, the understanding of lawyers

(including firms), smaller accountants/audit firms, NAPR and DPMS of their AML/CFT

risks and obligations appeared to be limited or insufficient, perhaps reflecting the limited
extent to which there is AML/CFT supervision of DNFBPs in Georgia (see 10.3).

391. Casinos met orsite were aware of the NRA results but did not agree with the NRA
risk rating for their sector (medium-high), which they believed should be lower. They
thought that ML risk would be low unless a casino itself was part of a ML scheme. Their
understanding of risks, such as the extensive use of cash and presented by PEPs, was
limited.

5.2.2. Application of risk mitigating measures

392. Obliged entities across the financial and DNHMB sectors have implemented
AML/CFT preventive measures to mitigate their ML/TF risks. However, the extent to
which these preventive measures are adequately applied varies between, and within,
these sectors. With respect to TF, some smaller banks, Rbank FIs and DNFBPs use only
sanction screening tools to mitigate their TF risks without having sufficient knowledge or
understanding of TFS and the different sanction lists that are used in practice.

Financial institutions

393. Fls which are part of large EU groum or large banking and other financial groups

(domestic and foreign) have put in place internal systems and controls to mitigate ML/TF

risks. In particular, the two largest banks (publicly traded on an international exchange)

and banks which are part of arge EU groups have developed more sophisticated

AML/CFT systems and controls. Their AML/CFT policies and procedures include a broad
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compliance and audit) approach has beerestablished for ML/TF risk management

involving also boards and senior management. They typically use a risk scoring model for
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risk), and apply differentiated mitigating measures: for high risk customers more scrutiny

is applied, such as obtaining additional information, more frequent reviews of customer

files, escalation procedures and stricter monitoring rules. They have implemented

sophisticated automated systems for @&nctions screening and (scenariodased)

transaction monitoring to screen and monitor transactions of their customers.

394. Whilst smaller banks still assess customer risk and develop profiles, in general these
assessments and ML/TF risk mitigating measures irplace are less structured and
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sophisticated. For example, they have relatively weaker transaction monitoring and
internal control procedures. One small bank met omsite does not have an automated
transaction monitoring system at all and, given the numberfocustomers and risk profile,
manually performs customer transactions monitoring. Nevertheless, the number of
customers is in excess of 50 000 and number of daily transactions around 8 000.

395. Most banks (like other Fls), indicated the use of cash asrigk given the volume of
cash transactions in the financial sector is still very substantial (notwithstanding that the
use of cashless payments is rapidly increasing). According to the NRA report, cash is still
the main means of payment in Georgia, andig common for companies importing goods
into Georgia to withdraw cash in one currency, to exchange that cash with a currency
exchange office for another currency, and then to pay the latter into a separate account
held with the bank (see below). Banks appl different thresholds to perform enhanced
CDD on cash transactions (receipts and payments). For example, for cash withdrawals
from accounts, banks thresholds can be as high as GEL 100 000, GEL 200 000 or even GEL
500 000 (respectively EUR 33 000, EUR 6500 and EUR 160 000). This means that, in
many cases, large sums of cash can be withdrawn from, or paid into, bank accounts for
customers without the application of additional measures.

396. In the view of the evaluation team, obliged entities have insufficiergector specific
cash transactionrelated ML/FT guidance, typologies and indicators to mitigate the risk of
use of cash.

397. In general, the situation in nonbank Fl sectors is similar to the banking sector; non
bank Fls which are part of large EU groups, oailge banking and other financial groups
(domestic and foreign) have put in place much better internal systems and controls to
mitigate ML/TF risks and better AML/CFT programmes. Other noibank Fls have
generally less robust and sophisticated AML/CFT systesn They tend to approach their
risk mitigating measures (based on customer risk assessments) in a ruléssed manner
and primarily focus on obtaining basic CDD information and addressing certain risk
factors according to risk criteria provided by NBG.

398. All non-bank Fls have appointed at least one individual who is accountable and
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399. As mentioned above, cash boxes found mostly in the capital city have allowed

anonymous payers to deposit cashGEL 1 500 or less (approximately EUR 500)) into bank

accounts or electronic wallets and perform other financial activities. In response, the
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verification), though these changes had not been implemented by all FIs because they are

not expected to do so until 1 March 2020; (ii) have amended the AML/CFT Law (October

2019) to apply CDD requirements to business relationships, such that the identity of the

recipient of the transfer will have been found out and verified, and account subject to

ongoing monitoring; and (iii) have specified that services related to VAs may be provided

only to a person whose identity has been found out and verified. Most of the FIs (PSPs and

banks) met onOEOA OAEA OEAO OEAU EAA 110 UAO EIi bl AT A
verification for technical reasons.

400. Extensive use is made of currency exchange offices to perform cashcash
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uncompetitive exchange rates and so it is not uncommon for trading companies to

withdraw cash (GEL) from their bank account, to exchange this for foreign currency at an

exchange office (most commonly into US dollars) and then to pay this foreigmrrency



into a separate account held with the bank. The bank is then requested to pay the supplier

in foreign currency for the goods that its customer purchased. This widespread use of
cash, and the proliferation of small currency exchange offices, inases ML/TF risk, but
enhanced CDD measures are not applied by exchange offices. Legal persons can exchange
cash up to the value of GEL 500 000 (EUR 160 000).

DNFBPs

401. The risk mitigating measures taken by DNFBPs (including casinos) present a mixed
picture. Whilst one member of a large international accounting firm and notaries
(represented by two individuals with significant supervisory background) were able to
give examples of measures put in place to address identified risks, other DNFBPs
(including NAPR,which is the obliged entity in the field of real estate purchase and sale)
did not demonstrate knowledge about, or use of, the key constituents of an ML/FT risk
mitigation framework (though some elements of such a framework are in place for
casinos)

5.23. Application of enhanced or specific CDD and reckegping requirements

402. Banks and nonbank Fls demonstrated good knowledge of the applicable
requirements in the AML/CFT Law and relevant regulations related to CDD and record
keeping. Some of the FIs €8 AOOOAT AU AQGAEAT CA 1T £FZEAAOh OAAOO
brokerage firms) confirmed using faceto-face identification only. Some banks, as well as
PSPs offering certain types of services, referred to the limited use of ndgceto-face
identification practices. To establish relationships with their clients, they use different
digital channels and methods such as eline applications, cash boxes, etc., as well as
different mitigating techniques such as requesting clients to perform the first payment
ffifi A AATE AAAT O1 O ET OEA AOOOT T A0OBO 1T AI An 1 EIEC
in cash through cash boxes (e.g. GEL 1 500 (approximately EUR 500)), etc.

403. FlIs which are part of large EU groups, or large banking and other financial groups
(domestic ard foreign) apply more comprehensive CDD measures, including ongoing
monitoring, adopting a risk-based approach and focusing on the risks posed by their
customers, products and services as well as distribution channels used. Smaller Fls,
particularly those outside the banking sector, demonstrated a less sophisticated
implementation of CDD requirements, including ongoing monitoring, and do not fully
apply a riskedbased approach taking account of inherent risks arising from their own
customers, products, serices and distribution channels. Norbank Fls (e.g. securities'
registrars, PSPs) seem to rely to some extent on banks as a gatekeeper, for example, for
verification of the source of funds when the money of a client is transferred through a
bank.

404. Where thecustomer is a legal person or legal arrangement, the large Fls find out the

identity of the beneficial owners by conducting online Internet searches, obtaining an

ownership or corporate structure chart identifying the natural person (if any) who

ultimately owns or controls the customer, and requesting relevant documents, e.g. trust

deed. Smaller Fls, in particular norCore Principles Fls, tend to find out the identity of

beneficial owners using information on legal persons which is publicly available in
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in the case of complex structures or when the legal person is owned by a fayeilegal

person was reported as the biggest challenge for most Fls.
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405. FIs are aware that they should refuse to establish, or terminate, a business
relationship if the CDD process cannot be completed, and then should consider filing an
STR with the FMS. Somiéls, including banks, did refuse business relationships in practice.
Nevertheless, it appears that Fls did not consider filing an STR with the FMS in all these
cases.

406. The revision/renewal of CDD information by all FIs is generally performed in line
with NBG Guidance on CDD. The frequency depends on the risk level assigned to the client
(1, 2 to 3 and 3 to 5 yearg respectively for high, average and low risk levels).

407. Based on supervisory findings identified by the NBG (e.g. failure to examine
ownership and shareholding structures, to properly verify customer
documents/information, and collection of incomplete documentation from TCSPs), the
NBG believes that violationsof CDD requirements took place only in the case of a limited
number of clients and the number of such violations in relation to the total volume of
customers of particular banks is minimal.

408. All FIs have good knowledge and understanding of recofkeeping requirements.
According to the previous AML/CFT Law in place for most of the period under review,
CDD records were required to be kept for 6 years from the date of termination of
transactions or business relationships. The new AML/CFT Law requires CDD redsrto be
kept for 5 years. In practice, they maintain documents for the period required by the law.

409. There were no violations identified by NBG and ISSS regarding the
documenting/recording -keeping process in banks and only a limited number of violations
for the non-banking and insurance sector.

DNFBPs

410. Basic CDD practices, including ongoing monitoringavied among DNFBPs. Certain
DNFBPs demonstrated little understanding of their CDD obligations and found the
requirements difficult to understand. Significant gaps were observed in the application of
CDD measures hy: (i) lawyers and aline casinos, where dentification measures were
applied only to the extent necessary to deliver their services; and (i) DPMS where
measures were not applied at all. Land casinos identify and register clients when they
enter the premises of the casino, regardless of whethehey intend to gamble. Online
casinos apply distance identification and verification methods, allow nowerified clients

to gamble, but restrict the withdrawal of money for nonidentified and non-verified
clients.

411. The NAPR demonstrated a low level of undei@nding of the CDD requirements set
by the law. The CDD measures applied by the NAPR are not consistent with the
requirements of the AML/CFT Law in terms of CDD, including identification of ultimate
beneficial owners. NAPR performs post factum registratioof all real estate purchase and
sale transactions upon presentation of only basic information on the transaction by
participants. The assessment team was not convinced that the NAPR would (or could
legally) refuse registration of a real estate transactionn a case where insufficient CDD
xAO | AAA AOAEI AAT A8 -Kedbério@ABoteffdcivd . ! 0260 CAOA
412. Poor application of CDD measures by many DNFBPs is the presumed direct result of
their insufficient knowledge in the area of AML/CFT as well as #hdirect consequence of
the absence of appropriate AML/CFT supervision in the sector.

413. DNFBPs met (except DPMS) were aware of the recekdeping requirements and
kept records for the necessary period (6 years (now reduced to 5 years)).



5.2.4. Application bEDD measures
PEPs

414. With regard to PEPs, the application of CDD measures has been hindered because of
legislative shortcomings the majority of which were addressed in legislation just ahead of
the on-site visit : (i) the definition of PEP did not includedomestic PEPs or persons who
are, or have been, entrusted with a prominent function by an international organisation;
(ii) individuals entrusted with a prominent public function would lose their PEP status
period one year after they had relinquished thafunction; and (iii) a limited definition of
OAl T OA AOOI AEAOAG S

415. Application of the PEP requirements varies depending on the size and geographical
footprint of Fls. All FIs met onsite confirmed that they had classified only foreign PEPs in
the past (notwithstanding the availability of property declarations for Georgian officials
and their families) and will change that approach in line with new AML/CFT Law
requirements. At the same time, those Fls that are part of large EU groups or large banking
and other financial groups applied a more conservative approach and applied longer
periods for foreign PEPs classification (e.g. once a PEP always a PEP).

416. All banks have a good understanding of the enhanced measures required in relation
to PEPs, and they have adeqteameasures in place to determine whether the customer
and the beneficial owner are PEPs. Many representatives of ntank Fls (all PSPs,
currency exchange offices, securities registrars, MFOs) also demonstrated sufficient
knowledge on PEPelated requirements but, according to information received during
the on-site, did not have any client classified as a PEP, which was the result of applying
measures only to foreign PEPs. All FIs confirmed that they would request approval from a
senior manager before edblishing or continuing business relationships with such
customers and establish the source of wealth and funds connected with the business
relationship or transaction.

417. Many of those Fls interviewed mentioned that they use commercial databases from

third -party vendors to identify PEPs (e.g. Dow Jones, Woittheck, Factiva, etc.). It is also

common practice amongst Fls to obtain a setfeclaration by the customer as to whether
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required to be submitted during the onboarding process and regularly updated

thereafter). These sources will identify cases where existing customers become PEPs after

a business relationship has been established.

418. Based on supervisory findings, théNBG has evaluated positively the measures taken
by banks in relation to the application of requirements and approaches with regards to
PEP customers.

419. Most of the DNFBPs (including casinos) met esite have a very basic understanding

of PERrelated requirements. A limited number of DNFBPs (i.e. certain representatives of
land casinos) use automated screening programmes to identify PEPs. But most of them
have had not identified customer relationships with PEPs, which was the result of
applying measures only to foreign PEPs and not having adequate measures in place. The
NAPR has no internal policy related to PEPs. One law firm met-site was not familiar
with the PEP definition at alll.

Opening and maintaining correspondent relations

420. The two biggest Georgian banks met onsite (with 70% of the market) act as a
correspondent for institutions in Georgia (outside scope of this assessment) and CIS
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countries. They demonstrated a good understanding of the enhanced AML/CFT
requirements and of the rsks involved. It should be noted that Georgian Law does not
allow for payable through accounts, and these do not appear to be operated within the
jurisdiction in practice.

421. Based on supervisory inspection results, one bank was requested by the NBG to
closecorrespondent relationships with other banks. The NBG has advised that deficiencies
highlighted in this bank are not reflective of a general problem with Georgian banks
offering correspondent services.

422. There does not appear to be similar correspondentype relationships outside of
banks.

New Technologies
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risks associated with the introduction and use of new and existing products, business
practices or technologies. The contris described by banks appear to be comprehensive
and positive. Nonrbank Fls and certain DNFBPs tend to have less developed controls in
place when introducing new products and practices (e.g. eline casinos apply distance
customer acquisition technologies)and seem more focused on technological possibilities
than the ML/TF risks involved. Since 2017, all Fls have been asked by the NBG to provide
AML risk assessments and procedures to reduce risk when implementing a new product
and to seek prior consent.

424. VASPs are not covered by the AML/CFT Law, notwithstanding that the VASP sector
is present in Georgia. Whilst some VASPs have already started to apply some basic
preventative measures for reputational purposes (because of criminal cases of VAs usage
for the purchase of drugs), this is not the case across all the sector.

Application of wire transfer rules

425. In Georgia, money remittance services are provided through: (i) banks; and (ii) PSPs
and MFOs as agents of global MVTS providers (MoneyGram, Western Unidmistream,
etc.). Banks and nofbanking MVTS who met with the evaluation team appeared to have a
generally good understanding of the Funds Transfer Regulation and the requirements
imposed under R.16. They advised that all wire transfer information (incomig and
outgoing) is automatically screened by the system to ensure that wire transfers (incoming
and outgoing) contain all required data. Checks for data are also carried out periodically
post transfer. In cases of missing information on incoming transfers;ls contact the
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transfer. The requirements under R.16 appear to be followed in practice.

426. Georgia Post Office also provides international (post officeto - post office) money
remittance services. The Post Office is not separately designated as an obliged entity and
does not apply the AML/CFT Law. At the same time the annual volume of such
transactions is not material (less than GEL 70 000 (EUR 23 000)).

Implementationof Targeted Financial Sanctions

427. Banks (especially those which are part of large EU groups, or large banking and
other financial groups (domestic and foreign) have a sound understanding of their
requirements in relation to TFS relating to TF and have meages in place to screen before
the establishment of a business relationship and during that relationship (where there are
transactions) for potential hits. They use commercial databases from thirgarty vendors



(as for PEPs) to screen: (i) their customersral beneficial owners; and (ii) transactions,
against the lists of persons and entities designated under UNSCR lists as well as
designations of other countries and jurisdictions, e.g. OFAC and the EU. Many banks
confirmed that they have periodic processesdr entire customer base rescreening, but
such processes are not always frequent or undertaken when there is a change to UN
sanction list designations.

428. Other FIs and DNFBPs (including casinos) demonstrated an incomplete
understanding of TF TFS obligationsMany nonrbank FIs and DNFBPs confused UNSCR
lists dealing with TF and PF and did not understand the different statutory basis and
requirements applying to UNSCR lists compared to those of other countries and
jurisdictions. Use is made of internal tools eabling searches of, at least, persons and
entities designated under UNSCR lists and other methods of identifying TF activities, such
as profiling of higher risk customers, are not used to mitigate TF risks. At the same time,
only a limited number were abk to provide information on the number of false positive
matches and internal transliteration processes applied. Some of them mentioned that they
have periodic processes for entire customer base +gcreening, but such processes are not
connected to the timing of UN sanction list updates.

429. Lawyers (including firms) have a very low level of understanding of TF risks.
Lawyers (including firms) appeared not to have any internal procedures on UN list
screening; they refer to the Bar Association website when chkioig clients. The DPMS do
not perform UN lists screening. 10 10 considers also application of TFS to real estate agent
and VASPs which are not types of obliged entity under the AML/CFT Law.

430. Several Fls reported possible matches with relevant UN lists oedignated persons
to the FMS and froze assets accordingly. Although the reports appeared to be false
positives, this demonstrates the readiness of obliged entities to implement TFS.

431. Non-bank FIs and DNFBPs reported to the assessment team that little traig has

been organised by the authorities on TFS. and there is significant room for improvement

in this respect.

Approach towards jurisdictions identified as highsk
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countries, which includes jurisdictions with weak AML/CFT systems and all highisk and
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is also extended by the NBG to include offshore jurisdictions identified as high rigly the

FMS.

433. Those Fls which are involved in international business (e.g. the large FIs and those

which are part of large EU groups, or large banking and other financial groups (domestic

and foreign), appeared to have a very good understanding of countsevhich have been

identified as posing a higher risk for ML/FT by the FATF and advised that enhanced

measures would be applied in these cases. At the same time, not all smaller FIs and

DNFBPs were aware of the relevant FATF public statements and did notdwm which
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countermeasures or classified by the FATF as having higher risks.

434. Banks have automated systems and tools to monitor incoming and outgoing

transactions based on specific pameters set within the system. This allows transactions
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and followed-up. However, not all PSPs appear to take reasonable measures to monitor
payments, for example made to high risk countries.

435. EDD measures taken by Fls in relation to clients or transactions or Fls located or
AOOT AEAOGAA xEOE O %0oAuS AnEdetadnhifing the plirboSd addriathr® of
transfers, and the source of funds involved in théransfers. Some Fls advised that they
would not accept clients from the highefrisk countries identified by FATF. Some DNFBPs
(lawyers, casinos and DPMS) did not refer to the application of any specific EDD measures.

436. The NBG identified a number of deficieries in this area for banks and noibank Fls.
Overall, it believes that such violations took place only in the case of a limited number of
clients and the number of such violations in relation to the total volume of customers of
banks and nonrbank Fls is ninimal.

5.2.5. Reporting obligations and tipping off

437. The FMS has published Regulations for each sector to explain to obliged entities
how to apply the reporting requirements in the AML/CFT Law. In addition, FMS has
provided the evaluation team with guidesand reporting indicators for some sectors
(referred to at R.34). However, these do ndhclude sector specific guidance or typologies,
including in areas identified in the NRA report as presenting a threat to the country, and
indicators to promote the qudity of STR reporting are not available for all sectors. In the
view of the evaluation team, the FMS does not provide obliged entities (FIs or DNFBPS)
with sufficiently detailed and granular guidance on STR requirements or oML/FT
typologies to help propely identify and disclose suspicious transactions. The STR specific
professional training provided to obliged entities was also limited (and no statistics or
training material were provided to the evaluation team). Many of the obliged entities were
not aware of STR reporting typologies or indicators and indicated that improvement was
needed regarding guidance available and feedback provided by the FMS.

Table 5.1: Number of STRs submitted by obliged entities to the FMS

Year 2015 2016 2017 2018 2019
(1 Nov)
STRs Al | TF | Al | TFE | Al | TE | Al [ TF [ Al [ TF
FINANCIAL INSTITUTIONS
Banks 565 19 549 35 623 29 571 17 545 6
MFOs 39 0 65 11 113 6 80 0 83 4
Insurance 6 0 0 0 2 0 2 0 1 0
Companies>
Brokerage Firms 7 0 1 0 3 0 4 0 0 0
SAAOOEOEA( 1 0 5 0 10 0 6 0 11 0
Registrars
Currency Exchange 0 0 0 0 5 0 8 0 13 0
Offices
MVTS operator/ 30 0 2 0 2 0 33 0 40 8
PSP6
Credit Unions 0 0 0 0 0 0 0 0 0 0
Leasing Companies | 14 0 46 0 14 0 10 0 0 0
Fls Total 662 19 668 46 772 35 714 17 693 18
DNFBPs
Gambling 0 0 27 0 0 0 1 0 251 0
Operators®’

55 Statistics includes reporting bylnsurance Companie® & Non-State Pension Scheme Founders
56 Now licenced as PSPs.



Real Estate Agent8 | N/A | NJ/A | NJ/A | NJA | NJA | NJA | NJA | NJA | NJA | N/A
DPMSs 0 0 0 0 0 0 0 0 0 0
Lawyers 0 0 1 0 1 0 0 0 0 0
Notaries 1 0 1 0 3 0 3 0 0 0
Accountants N/A | N/A 0 0 0 0 0 0 0 0
Auditors N/A | N/A 0 0 0 0 0 0 0 0
TCSP® N/A | NJ/A | NJ/A | NJ/A | NJ/A | NJA | NJA | NJA | NJA | N/A
DNFBPs Total 1 0 29 0 4 0 4 0 251 0
OTHER OBLIGED ENTITIES
Revenue Servic® 0 0 0 0 0 0 0 0 0 0
NAPR 309 0 296 0 135 0 107 0 33 0
Other Total 309 0 296 0 135 0 107 0 33 0
All Total 972 19 993 46 911 35 837 17 977 18
Table 5.2: Number of CTRs submitted by obliged entities to the FMS
Year 2015 2016 2017 2018 2019
(1 Nov)
FINANCIAL INSTITUTIONS
Banks 84 744 91 857 100 231 127 693 106 583
MFOs 26 124 30434 30833 34 217 27 758
Insurance 43 75 145 159 111
Companies$?!
Brokerage Firms 13 396 389 293 314
3AAOOEOEA(370 336 360 399 301
Registrars
Currency Exchange | 26 646 30843 33517 31935 22169
Offices
MVTS operator/ 56 120 945 1878 1183
PSp2
Credit Unions 89 49 28 21 7
Leasing Companies | 697 856 834 673 0
Fls Total
138 782 154 966 167 282 197 268 158 426
DNFBPs
Gambling 209 255 513 1840 3483
Operatorss3
Real Estate N/A N/A N/A N/A N/A
Agents4
DPMSs 0 0 0 0 0
Lawyers 0 1 0 0 0
Notaries 5319 5104 5203 6112 6 334
Accountants 0 0 0 0 0
Auditors 0 0 0 0 0
TCSP% N/A N/A N/A N/A N/A
DNFBPs Total 5528 5 360 5716 7 952 9817

OTHER OBLIGED ENTITIES

57 Land-based and online Casinos, and betting shops.

58 Real Estate Agents are nabbliged entities under the AML/CFT law. Instead the National Agency of Public

Registry in charge of registering real estate has been designated as an obliged entity.

59 TCSR are not obliged entities under the AML/CFT law.
60 MoF Revenue Service is reporting TRsrelated to cross-border movementof cash andBNIs

61 Statistics includes reporting bylnsurance Companie$' & Non-State Pension Scheme Founders
62 Now licenced as PSPs.

63 Land-based and online Casinos, and betting shops.

64 Real Estate Agents are nothdiged entities under the AML/CFT law. Instead the National Agency of Public

Registry in charge of registering real estate has been designated as an obliged entity.

65 TCSR are not obliged entities under the AML/CFT law.
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Revenue Servic 4934 5105 6 695 7 562 7743
NAPR 8 959 8 923 20175 22 827 18 319
Other Total 13 893 14 028 26 870 30 389 26 062
All Total 158 203 174 354 199 868 235619 196 980

Financial institutions

438. Georgian reporting requirements are divided into two types: (i) currency
transaction reports (CTRs), specific transactions specified by AML/CFT legislation,
including those exceeding a threshold of GEL 30 000 (EUR 10 000); and suspicious
transaction reports (STRS).

439. The principles of reporting of suspicious activity and attempted suspicious activity
seem to be well understood by banks. The statistical data in Table 5.2 shows that
approximately 70% of all STRs made to the FMS are submitted by banks. Howeueglso
should be noted that most financial transactions in Georgia are undertaken by the banking
sector. The number of reports in this sector (and amongst banks in the sector) seems
reasonable. According to information provided by the NBG, the majorityf @ TRs made in
OEA PAOO OEOAA UAAOO EAOA OAI AGAA Oidq j EqQ AAOQOEOL
unexplained sources of funds; (iii) the availability of negative information about the
customer; and (iv) alleged fraud. Use of these triggers s to banks actively monitoring
customer activity and making reports where there is suspicion. Banks met esite were
also able to provide the evaluation team with examples of relevant situations where STRs
were completed and sent to the FMS.

440. Non-bank As seem to have a moderate understanding of the STR requirements.
There are notable differences in the number and quality of STRs submitted by sectors. In
some cases, this can be explained by lower risk and materiality, e.g. credit unions which
have never filed a STRand insurance companies that have submitted few reports.
However, it is not clear why the numbers of STRs submitted by some other sectors are so
low: (i) PSPs made just four STRs in 2016 and 2017 despite being assessed as presenting a
medium ML risk in the NRA (along with banks) and, until mied2018, having active
involvement in VC activities; (ii) currency exchange offices made just 13 reports between
2015 and 2018, despite exchanging large amounts of cash and generating a substantial
number of CTRs; and (iii) brokerage firms which made no reports in 2019,
notwithstanding that the NBG assesses the inherent ML risk of this sector as high (see
table 6.3). The reporting picture has improved for PSPs in 2018 and 2019, and for
currency exchange office in 2019, both coinciding with the introduction of a riskbased
approach to supervision by the NBGAs noted above (section 5.2.3)t appears that Fls
did not consider fiing an STR with the FMS in all cases where CDD could not be
completed.

441. There arealso strong indications that the quality of reports by norbank Fls is not

always satisfactory. Some PSPs met @ite reported cases related to card fraud and

phishing as STRs, and this is supported by information collected by the NBG which

indicates that most reports relate to the abuse of products rather than handling of

criminal proceeds. One institution advised that its STRs mainly related to clients
OACEOOAOAA ET OxAOAE Ui 1T AOs jranbRlBBoddere@d OA T £ 00
able to elaborde on typologies, transactions or activities that would give rise to an STR

which may lead to underreporting and/or low -quality reports. As noted above, examples

provided by the FMS of higkguality reports did not refer to sophisticated ML or include

66 MoF Revenue Service is reporting STRelated to cross-border movementof cash andBNIs



high level analysis. The evaluation team also has doubts about the quality of STRs
submitted by non-bank Fls to the FMS is satisfactory.

442. Mindful of this, the NBG has taken significant efforts to focus Fls on suspicious
transaction reporting, the quality of which, they believe, has improved in recent years. At
the same time, the NBG accepts that there is still room for improvement.

443. CTR volumes are very significant (more than 99.5% of all reports made to the FMS).
CTRreporting is based on specific indicators thawere included under the previous
AML/CFT Law. According to new AML/CFT Law, the FMS will be authorised to determine
the types of transactions that will be reported in future by obliged entities. As explained
by many FIs met during the orsite visit, whilst some CTRs can be automated, others
cannot, and this calls for manual processing which involves significant resources. As a
result, currency transaction reporting is very time consuming and burdensome for FIs and
limits their ability to produce high quality STRs. Those FIs that file the highest numbers of
CTRs feel that the resources they allocate to the CTR reporting process is disproportionate
to the benefits that are perceived to be derived therefrom. The NBG has also picked up
many breaches of CTR ragrements through on-site examinations.

444. The FMS acknowledges this issue and is discussing with obliged entities how to
automate threshold reporting so that more resources are devoted to identifying and
reporting suspicious transactions.

445. Also, interviews with Fls identified several occasions when compliance officers had
been called before the court (through the obliged entity) to explain the basis for their
reporting of suspicion to the FMS (see also 10.6). The evaluation team considers that such
a practice may discouragereporting of suspicion and, as a result, may negatively impact
the quality of AML/CFT compliance.

446. Considering all the above, there is room for improvement in terms of the number
and quality of suspicious transaction reporting for the bankirg and nonbanking Fl
sectors.

447. Fls generally displayed good knowledge regarding the obligation not to tipff and
ensure compliance by staff with this obligation through internal policies and procedures
and training initiatives.

DNFBPs

448. The level of suspi@us transaction reporting amongst all DNFBPs over the
evaluation period hasbeenvery low.

449. Accountants (for which little information is held on activities), auditors and DPMSs
have never made a STR, and no STRs were reported by lawyers from the sta2@f8 up
to 2019 (1 November), perhaps as aesult of very broad client confidentiality provisions

in the Law on Lawyers (considered to be very important by the legal profession). Even
taking account of ML/TF risks in these sectors (assessed as low or meditlow in the
NRA), it is doubtful that reporting obligations are met.

450. As reflected in ¢.23.1 in the TA, the evaluation team believes that the ability of
lawyers to submit a STR is very limited asthep T 11 O EAOA A OCAOQAxAUS
According to the Law on Lawyers, dwyers cannot disclose information obtained in the

course of carrying out professional activities without their client's consent, which would
constitute tipping-off if consent was sought. Whilst such consent can be reted in

advance, this may not always be done.

123

yid|



451. Until 2018, the level of reporting by casinos has also been very low, and terrestrial
casinos met onsite advised that they had not reported any STRs. The sudden increase in
reporting in 2019 reflects efforts made by the FMS (in collaboration with the professional
association for gambling operators) to publish reporting guidance, and suggests that there
has been significant levels of undereporting in earlier periods, taking account of the
moderate-high ML assesment of this sector in the NRA report. Whilst casinos
acknowledged that they had received some basic training and typologies from the FMS,
typologies given were said to be not relevant or oubf-date, though they have had a clear
effect.

452. NAPR (in the rde that it has for registering real estate transactions) makes a large
number of reports to the FMS. As CTRs, NAPR reports all real estate transactions which
exceed GEL 3@00 (EUR 10 000)(cash as well as noftcash settlements). Prior to making
STRs, analgis conducted is limited and, e.g., NAPR advised that it would report suspicion
when it picked up an inappropriate value for a real estate transaction (e.g. price for land
much lower than expected in the region).

453. Many DNFBPs (including casinos) were unabl to elaborate on typologies,
transactions or activities that would give rise to a STR, which, in the view of the evaluation
team, is the resultof insufficient understanding of risks and AML/CFT requirements.

454. The knowledge of DNFBPs regarding the oblig&n not to tip-off was at a basic and
insufficient level.

5.2.6. Internal controls and legal/regulatory requirements impeding implementation
Financial institutions

455. Banks have a good understanding of the internal controls and procedures needed to
support compliance with AML/CFT requirements. Banks which are part of large EU
groups or large banking and other financial groups (domestic and foreign) have
sophisticated gioup-wide internal controls and procedural programmes that are well
documented and reviewed. Due to NBG efforts, banks and some #dmmk Fls are giving
high priority to AML/CFT compliance functions, which are properly structured and
resourced and are subjecto internal audits. They generally have screening programmes
for staff on recruitment and ongoing training programmes on AML/CFT matters. At the
same time, the AML/CFT compliance officer does not always have a direct reporting line
to the chief executiveofficer or to the supervisory board.

456. Non-bank Fls, except for those that are part of large EU groups or large banking and
other financial groups (domestic and foreign) seem to have less sophisticated
programmes.

457. The NBG during orsite inspections have identified some deficiencies related tthe
scope of training provided as well as some shortcomings in automated monitoring
processes for small banks and nebank Fls.

458. The application of data privacy requirements in Georgia may, at least to some
extent, impede information exchange between diffent Fls within the same financial
group. Two FIs, members of large Georgian financial groups, explained that, because of
data protection requirements, they require customer consent before information can be
exchanged within the group, and there are alsoniitations on sharing STR information
within the group. In one case, it was noted that a Georgian parent (FI) had not been made
aware of a SAR by its subsidiary (also a Fl). However, the supervisor has clarified that the
data privacy requirements should notimpede information exchange.



DNFBPs

459. DNFBPs (including casinos), except one accountant/auditor that is part of an
international network, have developed only very basic internal policies and procedures,
with some not having an AML/CFT compliance officer, gictured compliance function, or
providing training. These internal policies and proceduresare not always periodically
updated.

Overall Conclusion on 10. 4

460. Understanding of risk and the application of AML/CFT preventative measures is
strongest amongst F$, in particular, in the banking sector, which is significantly more
important than any other sector in Georgia based omateriality and risk. However, the
evaluation team is concerned that smaller FIs do not consider all relevant factors,
including context, when assessing ML/TF risk. There aralso significant concerns about
the application of AML/CFT preventative measures by DNFBPs, in particular by casinos
and in the real estate sector (where there is no effective gateeeper) which, respectively,
are considered to be the second and third most important sectors in Georgia based on
their materiality and risk (though much less so than banking). Generally, the risks
involved in the extensive use of cash in the country, an important contesal factor, are
under-estimated in all sectors.

461. As such, taking into account all the above, the evaluation team believes that 10.4 is
achieved to some extent and major improvements are needed

462. Georgia has achieved amoderate level of effectiveness for 10. 4.
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CHAPTER 6. SUPERVISION

6.1. Key Findings and Recommended Actions

Key Findings

Immediate Outcome 3

1q 4EA . "' AEEAAOEOATI U APDPI EAO O1I AOOGO O
supervision (including broad consideration of reputation of the applicant), as well as 6n
going scrutiny of licensing requirements (both for applicants, as well as esting owners
and controllers). For brokers and registrars, changes in owners or controllers or their fi

and proper status are not subject to prior approval, but once notified, the NBG would rea
immediately.

2) The NBG has a comprehensive understandingf sectoral and individual institution
risks, which it applies in the course of supervision planning, undertaking of supervisio
and awareness raising.

3) Since 2015, the NBG’s approach to AML/CFT supervision has developed significar
and is currently fully risk-based and carried out through a separate and wetkesourced
unit. Periodic reporting by the supervised population is duly analysed and forms the bas
for sophisticated supervisory planning. The supervisory cycle that is set is adequate fi
the number and characteristics of the institutions and sectors supervised, and the NE
efficiently makes use of alternative types of inspections (e.g. thematic, ad hoc)

complement its regular supervisory actions. However, the NBG has not yet always met|i

on-site inspection targets (level of supervisory attention). It has demonstrated a pro
active approach to nonstandard situations.

4) The level of risk understanding and procedures with regard to licensing an
supervision by the ISSS are broadly similar tdhe NBG, though less robust; this i
proportionate to the significantly lower risks in the insurance sector.

5) Whilst the Ministry of Finance (MoF) is assignhed as a supervisor of leasing compani
casinos and DPMS, it does not undertake any supervisiami AML/CFT obligations in
practice. It has a broad general understanding of ML/TF risks for the gambling sector b
only a very limited understanding of ML/TF risks for leasing companies and DPMS. The
are no licensing or registration requirements for l@asing companies or DPMS. Th
technical deficiencies for licensing requirements of casinos seriously undermine th
effectiveness of preventing criminals or their associates from holding, or being th
beneficial owner of, a significant or controlling interes, holding a management function|
in, or being an operator of, a casino. This is particularly serious given the importance
this sector in Georgia (as this is the second most material after the banking sector).

6) There are no registration or licensing bligations for certified accountants or law firms
(distinct from individual lawyers). Individual lawyers, notaries and auditors are
registered, and absence of a criminal record is required (subsequent checks are, howe\
not properly considered for notaries and auditors). The level of supervision amongst thes
sectors is uneven. Certified accountants are not supervised. Whilst the SARAS and the
include, to a limited extent, AML/CFT aspects in their general supervision of auditors an
notaries respectiwely, no AML/CFT specific inspections have taken place and ML/TF ris
are not considered independently of other risks. Auditors do, though, undertake relevar
activities under FATF Recommendations only to a limited extent. The Bar Associati
limits its in vestigation of individual lawyers to cases where it receives a complaint or is i
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receipt of negative information (none of which, to date, have included breach of AML/CF

obligations), and does not appear to directly supervise law firms. The overall approla to
supervised entities by the SARAS, MoJ and the Bar Association is seriously hindered

their limited understanding of ML/FT risks in their respective sectors and absence of a

clear supervisory framework for AML/CFT.

7) The NBG has applied a broad rge of remedial actions and sanctions to Fls under its

supervision, including revocation of licences. It has also applied sanctions to directors

FT

obliged entities. The NBG’s use of its sanctioning powers appears effective, proportionate

and dissuasive. Tk ISSS and the MoJ have also applied remedial actions and sanctions
breaches. Their use of sanctioning powers for AML/CFT breaches, however, cannot

considered effective, proportionate and dissuasive. The sanctioning powers for AML/CK
breaches of oher supervisors are hindered by significant technical deficiencies and lack of

supervision in practice; hence, sanctions have not been applied.

8) The NBG has made a demonstrable difference to the level of compliance in the sect
under its supervision ard is developing autonomously a significant amount of guidanc
and supervisory feedback, providing training, and conducting individual meetings with
obliged entities. The situation with ISSS is broadly similar. The MoJ and SARAS
endeavour to enhance awareness of obligations and risks of the sectors under the
supervision, mainly in cooperation with the FMS, with some success. Other sectors r¢
mainly on the FMS which, without further supervisory input, is insufficient. There is &
good cooperation between supervisors and the FMS, as well as between obliged entiti
and their respective supervisors and the FMS.

9) Fund managers, collective investment funds, TCSPs, real estate agents, accountants
are not certified accountants, accountants when proding legal advice, and VASPs at
exempted and this is not in line with the identified ML/TF risks, does not occur in strictly
limited and justified circumstances.

Recommended Actions

1) The NBG should maintain the higtevel of its efforts. In particular,it should ensure that
it achieves the onsite inspection targets that it sets itself. Given the significant impact @
its activities to date and the maturity of the majority of sectors under its supervision, i
should also consider further enhancing the wnership of obliged entities of their own
assessments of risk.

2) The MoF should put in place a comprehensive framework (or significantly improve th
existing one) for licensing, fit and proper checks (criminality) and AML/CFT riskbased
supervision with regard to all entities subject to its supervision, in particular casinos.

3) Georgia should rapidly review its decision not to apply the FATF Recommendations
some sectors. In the circumstances required by the FATF Recommendation8CSPs, rea
estate agats, all accountants and VASPs should be subject to supervision for compliar
with AML/CFT requirements. In particular, an effective framework should be put in plact
for the real estate sector and the creation and management of legal persons.

4) Supervisors of leasing companies and DNFBP sectors should significantly enhance th
understanding of sectorial risks.

5) The Bar Association, MoJ and SARAS should review their fit and proper checks
ensure criminals are fully prevented from acting asotaries, accountants or owners or
controllers of law or audit/accounting firms.
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6) The Bar Association (lawyers) should put in place riskhased AML/CFT supervision and
SARAS (auditors and certified accountants) and the MoJ (notaries) should significant
enhance their RBA to supervision which should be AML/CFT risbriented.

<

7) Georgia should review powers given to all supervisors (except for the NBG) in order to
ensure that there is a range of proportionate and dissuasive sanctions in place to deal wjth
failure to comply with AML/CFT requirements.

8) Respective supervisors should put in place systematic and comprehensive training |of
leasing companies and DNFBPs. Their overall outreach with regard to these sectors
should be enhanced.

463. The relevantimmediate Outcome considered and assessed in this chapter is 1673
The Recommendations relevant for the assessment of effectiveness under this section are
R.14, 15, 2628, 34, 35 and elements of R.1 and 40.

464. The introduction to 10.4 provides a brief overiew of sectors that are subject to the
AML/CFT Law. It explains that VASPs are not designated as obliged entities and so are not
covered by the AML/CFT Law notwithstanding that there is a VASP sector present in
Georgia (see 10.1). This means that VASPs ai@ required to be licenced or registered,
nor subject to regulation and riskbased monitoring, and not subject to a sanctioning
regime. Chapter 1 provides information on the relative importance of each sector.

6.2. Immediate Outcome 3 (Supervision)

6.21. Licensing, registration and controls preventing criminals and associates from
entering the market

Financial institutions

465. The NBG applies robust controls when licensing FIs under its supervision (all Fls
except for insurance companies and leasing compags). The NBG conducts fit and proper
checks on owners and controllers of Fls: (i) persons in the ownership structure, including
beneficial ownership; and (ii) directors and senior management, in the ownership
structure, a direct or indirect share of 10% or more is considered, so structured
ownership would be covered. In addition, connected persons (such as business partners,

AATEIT U T AT AROOh AOA8Q AOA A1 O1 AiT OEAAOAA EI

466. As part of these checks, the NBG requires mbof the absence of a relevant criminal
record (certificate) for owners and controllers and this certificate must be provided for all
the relevant jurisdictions that such a person has been connected to (nationality, previous
employment, etc.). In case ofloubt about ongoing criminal investigations, it can also
consult the LEAs, which would take place on aad-hoc basis (though this has not
happened in practice). The NBG is also given a broad general power to refuse applicants
which pose a threat to the economic activity in respective sectors, so it assesses the
overall reputation of the person (and possible assocten with criminals would be
considered in this context). In this respect, it consults open source information, e.qg.
WorldCheck, and this is taken into account in its final decision (which must be well
reasoned and documented). The NBG confirmed that it faused this power on several
occasions and its broad scope for discretion has not been questioned.

67 When assessing effectiveness undd© 3, assessors should take into consideration the risk, context and
materiality of the country being assessed. Assessors should clBaexplain these factors in Chapter One of the
mutual evaluation report under the heading of Financial Institutions, DNFBPs and VASPs, as required in the
instructions under that heading in the Methodology.



467. Where relevant, the NBG also requests information about previous activity in
financial markets outside Georgia by proactively requesting information from fi@ign
supervisors (this was the case, for example, with the Financial Conduct Authority, UK).
Whilst it has received full cooperation with respect to the banking sector, just one out of
three requests from the NBG have been answered by foreign securitiagogrvisors due to

the absence of necessary MoUs in this sector. The NBG is currently preparing to sign the
IOSCO Multilateral MoU in order to remedy these difficulties.

468. In all the sectors supervised by the NBG, the requirements of trustworthiness for
owners and controllers to the extent described above (in particular the absence of a
criminal record, but also other fit and proper aspects, such as reputation) continue oma
ongoing basis. The NBG continuously and regularly verifies whether its licensing
requirements continue to be met.

469. Changes in ownership and control must be reported to the supervisor, as well as
criminal proceedings in respect of existing owners and contllers. There are some
differences in this respect between sectors: changes in relevant persons are subject to
prior approval by the NBG, except for brokers, registrars and currency exchange offices
where the NBG is notified of all proposed changes (whictvould, where appropriate,
prompt an immediately reaction within its supervisory powers). These differences are
described in detail under R.26 and delays in informing the NBG could potentially affect the
effectiveness of the system (though its powers to et are appropriate). In cases of
changes of ownership and control, the NBG undertakes the same checks as within the
licensing procedure.

470. In addition to the obligation for Fls under the supervision of the NBG to report
changes in owners and controllers andit and proper information, the NBG also actively
seeks publicly available information concerning possible nomeported changes and
periodically undertakes criminal record checks on existing owners and controllers.

471. With regard to banks and (since 2017) bokerage companies, the NBG also
examines the source of capital that is used to fund the business. This measure efficiently
assists in preventing illicit funds entering the financial market. For MFOs, source of capital
is considered on a discretionary basisbut uncertainty about it can be a ground for
refusing an application; also the origin of income and financial position of the owners has
to be provided with the licence application. Source of capital is not considered at all for
exchange offices and PSPat the licensing stage; for PSPs this information can be
requested and examined as part of the supervisory activity of the NBG. In addition, the
NBG examines the business model of each applicant and covers a number of other areas in
its licensing procedure (minimal capital, internal procedures and processes, IT
requirements, etc.) and these are particularly robust for the banking sector. With regard
to banks, the NBG also pays significant attention to the independence of managers and
board members in order to prevent conflicts of interest and potential abuse of their
position within the bank (a comprehensive questionnaire used in this respect has been
provided to the evaluation team). These measures also assist to prevent the establishment
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472. The table below depicts in further detail the applications received, processed and
refused by the NBG in the period under review. As can be seen, the NBG does refuse
applications when not fully satisfied with an applicant. However, it is rare to refuse on the
basis of lack of fithess and propriety of owners and controllers of the applicant; rather
applications are rejected on the basis of faults in the proposed business model, e.g.
brokerage firms and PSPsThe authorities explained that these were predominantly forex
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trading companies which tried to obtain a licence from the NBG for one of the
aforementioned types of entities, but their business model was not considered to be
adequate.

473. In addition, the evaliation team was informed that, on a number of occasions, only

preliminary consultation took place with prospective applicants and, when informed
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Numbers are not recoded by the NBG.

Table 6.1. NBG licensing statistics

Sectors Applications 2015 2016 2017 2018 2019
(1 Nov)
received - - 1 1 -
processed - - 1 1 1
Banks
approved - - 1 - -
rejected - - - - -
received 1 - 4 11 5
Brokerage processed 1 - 3 12 5
firms approved 1 - 2 2 -
rejected - - 1 10 5
received - 1 - - -
3 AAOOE OE| processed - 1 - - -
registrars approved - 1 - - -
rejected - - - - -
received - - - - -
L processed - - - - -
Credit unions
approved - - - - -
rejected - - - - -
received 6 19 28 1 -
processed 6 19 28 1 -
LlFOS) approved 5 16 21 1 -
rejected 1 3 7 - -
received 280 297 338 171 162
Currency processed 280 297 338 171 162
SR approved 278 204 323 165 158
offices :
rejected 2 3 15 6 4
received 7 45 52 25 10
processed 7 45 52 25 9
SIS approved 7 24 20 9 2
rejected 0 21 32 16 7

474. Fit and proper requirements are not in place for collective investment funds or fund
managers (they must, however, register witthe NBG). However, there are currently no
participants in this market and a full review of the legal framework is underway.

475. ltis to be noted that the NBG has had a higher degree of riakpetite in the past as
concerns the owners of financial institutions There are two banks that are partially or
fully owned by PEPs, and a large number of smaller financial institutions (PSPs and, to a
lesser extent, currency exchange offices) are owned by neasident persons. The NBG,
nonetheless, considers these factonwithin its risk assessment of each Fl and, for example,
in 2017 currency exchange offices with nofresident ownership were prioritised for
inspections. In addition, where serious concerns were identified in the operation of a Fl,
the NBG has also used ifsower to revoke a licence (see below in section 3.2.4).



476. The ISSS also applies robust entry procedures, which mirror those of the NBG
described above. The only exception is that, according to current legislation, the ISSS is not
given thediscretion to look beyond the criminal conviction of an owner or controller and,
therefore, associates of criminals cannot be prevented from owning or controlling an
insurance company. The ISSS does not request information from its foreign counterparts
wit hin the licensing process, notwithstanding that some insurance companies are foreign
owned. It has not refused an application for a licence in the period under review, as all 5
applicants complied with licensing requirements.

477. Leasing companies are not subgt to registration or licensing requirements.
DNFBPs

478. The MoF licenses terrestrial and o#line casinos. A proof of absence of criminal
record is required only for direct owners (legal or natural persons) and the persons who
are listed in the NAPR(companies registry) as representatives of the legal person (this
would not necessarily cover all directors and senior managers, and allows the casino to
exclude as representatives individuals with a criminal record). Ongoing criminal
proceedings are not onsidered. The absence of a criminal record is considered only for
Georgia, and no other countries. In addition, the MoF does not take into consideration
possible criminal convictions or proceedings after the licence is obtained. The above
mentioned presert significant deficiencies as not all beneficial owners and other persons
in the chain of ownership, or relevant managers would be assessed. Importantly, even
though casinos in Georgia have to be established as Georgian companies, in practice, their
ownership structure is mostly foreign (about 50% of the casinos have a foreign element in
their ownership and/or management). In this context, it is even more problematic that the
absence of criminal convictions in foreign jurisdictions is not being consideredhere are,
therefore, some measures in place (outlined above), nonetheless, these do not adequately
AT OOOA OEAO AOEIETAIT O xIO1TA T10 1Tx1 10 Al1T0O1T1T 7
479. Notaries are subject to appointment by the MoJ and there isrmimerus claususwith
each notary appointed to a specific regional location. Notaries have to be Georgian citizens
with a legal education and cannot have been convicted of a criminal offence. Lack of
criminal record is checked prior to appointment and the MoJ wuld be informed of
subsequent criminal proceedings involving notaries by the LEAs directly. In the unlikely
event that a notary had a foreign connection, no proof of absence of a criminal record from
relevant foreign jurisdictions would be requested and lhe MoJ would rely on spontaneous
disclosure by foreign jurisdictions, which does not seem to be effective. Notaries do not
form legal persons and notarial bureaux consist only of individual notaries working
jointly.

480. Lawyers (attorneys) are admitted to the Bar Association and cannot practice
without being a member thereof. They cannot have been subject to a conviction for a
criminal offence (though may be subject to an ongoing criminal proceeding). After
admission, the court reports any subsequent convictionof members to the Bar
Association, and this provides the legal basis for terminating membership. Since 2015,
there have been six such terminations. Lawyers may form legal persons (as law firms) also
with non-lawyers, and criminals would not be preventedn that case from owning or
controlling those legal persons should they not be lawyers.

481. Accountants are not required to be registered or licenced. However, certified
accountants will be a member of a professional body accredited in Georgia (e.g. the ACCA
which is based in the United Kingdom) and criminal record check undertaken as part of
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this membership. Auditors are required to be registered with the SARAS. Where the
registered person is an individual, the SARAS requires proof that they have not been
convicted of a criminal offence; it does not, however, check absence of criminal record
after registration. Audit firms may include owners and controllers who are not registered
auditors; criminal record checks are not undertaken for such individuals.

482. DPMS, ral estate agents and TCSPs (other than the professions listed above) are not
subject to registration or licensing requirements.
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Financial institutions

483. The NBG has a comprehensive understding of the sectors that it supervises, and
the ML/TF risks connected with them. It had initiated sectoral risk assessments even prior
to the work on the NRA and its sectoral risk analyses were one of the key sources for the
NRA itself. However, its undestanding of risk may be limited by shortcomings identified
under 10.1 regarding identification of some threats and vulnerabilities, and consideration
of some contextual factors at national level.

484. As part of its supervisory planning, the NBG has developeaah off-site AML/CTF
supervisory tool which it utilises to obtain information on the activities of the Fls it
supervises. This consists of a portal through which it also gathers information for the
purpose of offsite AML/CTF supervision and promoting its isk understanding. All the
sectors submit extensive offsite questionnaires twice a year, which enable the NBG to
understand the type of business, clientele, etc. of the individual institutions (the
introduction of this approach in practice was initiated:in 2015 for banks; in 2016 for
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2018 for currency exchange offices).

485. The off-site questionnaires are sector specific and consist of several categories of
data - some quantitative and some qualitative. The key parts are related to customers,
products offered, geographic area of business and type of business of customer. Detailed
breakdowns of information are provided on the number of customers and volume of
transactions with regard to the aforementioned specific categories. Other sections of the
questionnaire collect information on transactions, STRs submitted, correspondent
relationships, and there are open questions regarding further consideration of risk by the
instit ution itself and result of follow-up on remedial measures applied by the NBG.

486. Through these questionnaires, the NBG collects significant information. The
guantitative data related to the four key groups of information is then automatically
analysed and extacted into charts and graphs. The receipt of information is fully
automated, as well as its analysis which can then be generated in different dashboards and
charts through the software used. Using this data, a percentage is calculated of elements
identified as presenting a higher risk, which gives each institution an initial risk rating.
This risk rating is then combined with a coefficient which is based on the relevance and
materiality of each institution in order to achieve a comparable result amongst &Fls (for
example, a large MFO would have the same coefficient as a small bank). Subsequently, the
aforementioned risk ratings are grouped together by sector, which leads to a risk rating
for an entire sector (this rating may be revised manually based omuantitative
information and expertise of the supervisory team). This sectoral risk is then factored into
the individual ratings given to each of the institutions. A further step is assessment of the
quality of policies and procedures of the institution (ompliance level of internal control



system). The aggregate of the aforementioned then results in the residual risk rating of a
specific institution, which can be high, moderate high, moderate- low or low.

487. This quantitative analysis is followed byqualitative consideration by NBG staff of
the rating for residual risk, which takes into account: (i) further characteristics of
individual institutions (known both from the off-site questionnaire and from onsite
experience)(ii) compliance with recommenddions given by the NBG in previous
supervision; (iii) open source information (such as from the media); and (iv) information
from other authorities, typically the FMS. This discussion can still lead to an amendment of
the risk level of the individual institution (for the moment, risk ratings have always been
only increased).

Table 6.2: Risk rating of FlIs (residual) z excluding currency exchange offices

Securitie

Years Risk Level Banks MEOs | psps | Credit | Brokerag S
unions e firms registrar

S
High 4 5 - - - -
2016 Moderate-high 10 24 - 1 3 -
Moderate-low 2 26 - 5 2 3
Low - 13 - 2 - 1
High 3 4 5 - - -
2017 Moderate-high 7 18 11 1 3 -
Moderate-low 6 29 13 7 1 4
Low - 21 2 - 2 -
High 3 3 7 - 3 -
2018 Moderate-high 6 8 8 - 2 -
Moderate-low 6 13 7 - 2 2
Low - 45 4 2 1 2
High 3 3 2 2 -
2019 Moderate-high 6 8 6 - 1 -
(1 Nov.) Moderate-low 6 13 4 - 2 2
Low - 45 14 2 3 2

488. The NBG also uses information collected through questionnaires to inform its
understanding of crosscutting issues (such as international transfers). The NBG duly
analyses the information received and can observe trends and changes in the behaviour of
individual institutions and sectors.

489. The NBG also conducts groupide risk assessments. Should all members of the
group be under the supervision of the NBG, it uses its own information sources, otherwise
it requests relevant information from other supervisory bodies, foreign counterparts or
the institution under its supervision. Whilst the individual risk level of institutions will
always be considered, it is complemented by information gathered and analysed for the
entire group. This is information related torisks connected with the respective group
members, their interdependence, as well as the quality of processes and control systems
of the group. This information is used for supervision planning and in the course of
carrying out inspections.

490. The table belav presents the risk assessment of the NBG for individual sectors.
More information on the use of the offsite assessments for the purposes of supervision
planning is provided under section 3.2.3 below.

68 Risk levels were not measured before 2016.
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Table 6.3: Sectoral risk assessment of the NBG z inherent risk

NBG Obliged Entities ML Risk Level TF Risk Level
Banks High risk Moderate risk
Payment service providers High risk High risk
Brokerage firms High risk Low risk
MFOs Moderate risk Moderate risk
Currency exchange offices Moderate risk Low risk
3AAOOEOEAOS OACEOO Moderate risk Low risk
Credit unions Low risk Low risk

491. As discussed under 10.1, the sectoral risk assessments of the NBG differ from ones
concluded in the NRA (which were partially based on those provided by the NBG). This
difference is not problematic, as both risk assessments are complementary and partially
different in scope. The assessment of the NBG is mainly designed to differentiate risk
amongst the different sectors and institutions for the purpose of their supervision and is
focussed more on inherent risk, whereas the NRA risk assessment takes greatecount of

the impact of mitigating measures in place (i.e. residual risk). In addition, there were
differences in the formal methodologies used (e.g. number of risk categories). Accordingly,
there will be differences in assessments of risk levels, even dagh NBG data and
experience have been relied upon extensively in both risk assessment processes.

492. The NBG also reacts proactively to new information and trends (e.g., see below with
regard to fictitious legal persons). It is crucial that the NBG maintainthese efforts in
order to keep its risk-understanding up-to-date, whilst increasing its focus more deeply
and objectively also at the risks posed by some aspects considered as typical to Georgian
society (such as cash withdrawals and deposits for the pugse of money exchange), as
these appear to be considered only superficially and the obvious explanation is taken for
granted.

493. The ISSS has also implemented an <@fite monitoring system similar to the one of
the NBG with regular reporting twice a year. lthas a broad understanding of the risks
connected with the sector and individual institutions. It is to be mentioned, though, that
the relevant type of products offered (life insurance) is very limited in Georgia
(investment related insurance is not offeredat all). Only basic life insurance is offered and
this only in connection to private health insurance. In addition, the contracts and policies
are renewable every year (there is, therefore, a very limited possible payut in case of
cancellation of the pdicy). The risks connected to the sector are hence very low, which is
also the understanding of the supervisor and it is confirmed in the NRA. The ISSS has
shown a comprehensive understanding of the business and products offered by insurance
companies in @orgia. It is also familiar with international standards, typologies and risk
factors for the insurance sector, nonetheless, after a careful consideration, it discarded the
majority as irrelevant in the context of Georgia. Notwithstanding the low risk, théSSS
actively endeavours to promote and expand the insurance market and is already
considering the risks which future changes in the business model would entail.

DNFBPs

494. The department of the MoF responsible for (prudential) supervision of casinos has a
broad general understanding of the ML/FT risks connected with the terrestrial and on
line gambling sectors. As no supervision of compliance with AML/CFT obligations is
undertaken in practice though, ML/FT risks are not considered individually in relation to
the different institutions; the only differentiation made being between landbased and
remote operators (with the latter being considered as presenting a highisk by the



supervisor). The knowledge of the sector by the MoF appears to be mainly informed iy
prudential supervision.

495. The MoJ, Bar Association and the SARAS consider the ML/TF risks connected with
the sectors under their supervision as low, mainly based on the assumption that, if
sufficient mitigating measures (which consist predominantly of lasic CDD measures) are
put in place, this remedies fully possible risks. Their assessment of risk also considers
elements other than ML/TF, e.g. the SARAS is focussed on the quality of audit opinions.
This approach to understanding risks is insufficient. N consideration is given to possible
differences in ML/TF risks between the individual institutions.

496. There is no appointed AML/CTF supervisor in practice for leasing companies,
accountants (other than auditors), DPMS, real estate agents and TCSPs (othemntlthe
professions listed above). Whilst there is proven risk connected with the real estate sector
and legal persons which are regularly abused for money laundering (see analysis under
10.7), sufficient consideration is not given by the authorities to theregulatory and
supervisory framework currently in place, including absence of effective gatieeepers.

6.2.3. Riskbased supervision of compliance with AML/CTF requirements
NBG supervision planning

497. The NBG has a dedicated AML/CFT Supervisi@epartment, which, at the time of
the on-site visit, consisted of 26 staff (with 33 posts approved). It is further divided into
three divisions: Methodology and offsite; Onsite of banks and PSPs; and Grite of other
entities. The Methodology and offite division has 10 staff and undertakes comprehensive
individual and strategic analysis of available information. It is also in charge of
communication with supervised sectors and awareness raising and training activities. Its
staff members participate on @ ad-hoc basis also in orsite inspections both for training
purposes, as well as to support the osite inspectors. In the onsite supervision divisions,
inspectors are assigned to specific inspections based on the Annual Supervision Plan,
nonetheless, fo systemic banks, particular inspectors are responsible on a continuous
basis for specific institutions. It appears that the AML/CFT Supervision Department of the
NBG is well resourced and its staff is knowledgeable and engaged. Specialists in
mathematicsand statistics assisted in preparing the oftite monitoring tool and analysing
obtained information.

498. The approach of the NBG to supervision has been subject to significant changes
since the last evaluation. Since 2015, the NBG has started to apply a4isised approach

to its AML/CFT supervision with regard to all sectors. As mentioned above in section 6.2.2,

the introduction of this approach in practice was initiated: (i) in 2015 for banks; (ii) in
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PSPs; and (iv) in 2018 for currency exchange offices. Currently, the approach is consistent
across sectors. The entire supervision process is based on the NBG AML Supervisory
Framework, which contains highlevel principles for the planning and undertaking of

supervision (for further information, please refer to the analysis under R. 26).

499. For the purposes of supervision, the NBG has issued manuals for its supervisory
staff to follow for off-site supervision (analysis of offsite reporting data) and undertaking
of on-site inspections. These manuals are issued specifically for each sector.

500. In periods before initiation of the fully RBA approach, where comprehensive cffite
data was not available, mainly materiality of the ingtutions and sectors were taken into
consideration when planning inspections, together with experience from previous
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inspections about the relevant institutions. These were complemented by more general
horizontal reviews which would give priority to certain institutions (e.g. in 2017 focus
was given to currency exchange offices with neresident ownership).

501. Currently, for the purposes of planning its supervisory activities, the NBG first

assesses the risks connected to individual Fls, as described abovesettion 6.2.2. This

leads to a risk level being attributed to each FI.

502. ! AOOOEAO AEOAOOOEIT EO OEAT 1 AA AAT OO OEA
further contextual information is considered (for example, prevalence of nomesident
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results of the risk assessment, it can slightly differ, as it also takes into consideration the

actual resources available to the NBG and possible highlewel priorities for the relevant

year. The supervisory attention level for each FlI then provides the basis for the

supervisory plan for the upcoming year (Annual Supervisory Plan), which contains a

detailed plan of supervisory actions with regard to all institutions, including the omber

of dedicated staff for each orsite visit. The Annual Supervisory Plan is approved by a

legally binding act of the Governor of the NBG.

503. Regardless of the Annual Supervisory Plan, should specific events take place in the
course of a year, the NBG igro-active in undertaking adhoc inspections of individual
institutions or horizontal reviews of specific sectors with regard to identified issues.
Information has been provided on a number of cases where the NBG initiated ad hoc
inspections based on infomation it received either from its own activities or following a
notification from the FMS.

504. The type of supervisory actions taken by the NBG depends on the level of

supervisory attention attributed to a specific institution. These can include regular

meetings with the management of the institution, thematic horizontal inspections,
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site inspection). The size, risk and complexity of the FI and thematic scope determinegth

size of the onsite inspection team (2 to 5 persons).

505. The table below shows the minimum target set out by the NBG Supervisory
Framework for supervisory actions for Fls in a particular risk category, which are then
complemented by adhoc, thematic and oher non-complex inspections.

Table 6.4: Level of supervisory attention

Level of Off-site On-site Additional supervisory measures
supervisory reports inspections
attention (complex)
High 2Xx year 1x year Interview with the management or MLRO twice a yealt

Moderately 2x year Every 2 year | Interview with the management or MLRO once a year
high

Moderately 2x year Every 4 year | Interview with the management or MLRO once a year
low

Low 2x year Every 5 year | Interview with the management or MLRO once a year

506. It should be noted, though, that the number of inspections undertaken during the
period under review has differed to the periodicity foreseen abov. It has been explained

69 This calculation can be done only approximately (as it depends on the supervisory cycle, date of last visit
and movement between risk groups), but as an illustration, approximate numbers of expected and undertaken
visits for banks (calculated on the averagdor each risk category) are: (i) in 2017- 8 expected and 4
undertaken; in 2018 7 7.5 expected and 5 undertaken; and in 2019 7.5 expected and 6 undertaken. The
discrepancies for other sectors have been more substantial.



by the NBG that the number of osite inspections atually undertaken does not
correspond to the attributed level of supervisory attention mainly due to the process of
increasing human resources within the period under review (hence the number of
inspections has been lower and should gradually reach thergeted level). An additional
aspect was the consideration of supervisory cycles where, since the introduction of the
new approach in 2015, the NBG endeavoured to set a base line, i.e. prioritising first the
inspection of all banks (as the most material séor). Whilst this explains to a certain
extent the differences, it should still be noted that, at the time of the esite visit, the
foreseen methodology of orsite inspections did not fully correspond to the actual
inspections undertaken in practice (eventhough the difference between numbers of
foreseen and actual visits reduces each year).

NBG orsite supervision

507. The procedure for undertaking inspections is set out in the sectespecific onsite
supervision manuals of the NBG. Before an esite inspection takes place, this is
communicated to the FMS which provides the NBG with current feedback concerning the
specific institution (in particular with regard to compliance with reporting obligations).
Within the inspection, internal policies and rules are reviewed and a crossutting sample

of files selected and checked. The sample is chosen based on analysis editd#freporting
and focusses on possible areas of higher risk (complex structures of legal persons, PEPs,
etc.). This approach would mainly apply to complex inspections, whilst other types of
inspections conducted- ad-hoc, thematic inspections and quiclchecks (which had a
broad scope) - would be more focused on predetermined topics (nonetheless, both
internal procedures and practical cases would generally be always reviewed).

508. Complex inspections in banks would generally cover at least the following aspects:
(a) practical implementation of obligations (cash operations and wire transfers,
suspicious transactions, BO identification process, measures related to PEPs, etc.); (b)
policies and procedures (CDD, transaction monitoring, correspondent relationships,
identification of suspicious transactions, internal organisation, etc.); (c) IT systems (see
below); (d) training; (e) AML/CFT compliance unit (resources, position of the MLRO, level
of independence, etc.); (f) management (engagement of management in AML/G83ues);
and (g) Internal audit.

509. In a complex inspection in a Fl, inspectors test the functioning of the IT system in
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(for example, by testing the transaction monbring scenarios using dummy transactions).
510. The final inspection report would contain not only identified breaches of specific

relevant legislative provisions, but also an assessment of the risk which the specific breach
poses to the institution.

511. The table below shows the total numbers of inspections undertaken by the NBG (all
types of inspections). It is considered that the NBG has now established an effective
supervisory cycle and conducts a proportionate number of inspections given the size and
materiality of the sectors under its supervision. This is further enhanced by the fact that
the supervisory plan is fully risk-based, and it is, therefore, ensured that FIs with higher
risk are prioritised. As has been mentioned above, however, the actual numbefr an-site
inspections does not correspond to the targets set by the NBG. As described below these
inspections have led to a significant improvement in compliance.
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Table 6.5: Number of inspections by the NBG (all types of inspection)
Currenc Mone . MRV
Year Number |Banks | MFOs | PSPs exchang)tle remittan)cl;e Cr.edlt Br?.kerage . A s
offices0 | entities 72 | Unions irms registrars
2019 Operating 15 53 28 730 - 2 9 4
(1 Nov) |Inspected 6 13 1 28 - - - -
Operating 15 67 28 1,016 72 2 9 4
2018 Inspected 5 2 9 38 - - 4 4
Operating 16 75 38 1,126 85 8 8 4
2017 Inspected 4 6 7 96 32 - - -
Operating 16 81 38 1,200 118 11 7 4
2016 Inspected 1 13 - 111 9 - - -
Operating 19 70 24 1,159 45 15 8 3
2015 Inspected 1 - - 491 30 11 -

512. In addition to complex inspections, supervisory activities of the NBG have also been
driven by further general threats and vulnerabilities that it has identified from offsite
reporting, the media, input from otherauthorities, or other sources. As an example, it can
be mentioned that the NBG has been placing significant attention on the establishment of
relationships with legal persons with nonresident ownership, crossborder transfers of
funds, and risk categoristion of customers (which has also been identified as a potential
issue by the evaluation team, see analysis under 10.4 in this respect). These have led to
horizontal thematic inspections focusing on specific sectors or institutions. For example,
there were themed inspections of banks in 2018 covering areas such as beneficial
ownership of complex legal persons, international transactions and risk classifications.
The NBG confirmed that appropriate followup action was taken with regard to the
deficiencies icentified (such as reliance on insufficient documentation to support the
ownership and control structure of customers, insufficient mitigation measures with
regard to the identified risk, etc.).

Box 6.1: Supervisory action - Bank A

Whilst all other banks in Georgia have an automated monitoring system, there remains
one smaller bank (Bank A) which does not. The NBG reviewed its internal processes
during a complex examination and was not satisfied with the procedures and mechanis
Bank A had in place.

Consequently, the NBG increased the risk rating of Bank A and, thus, increased| its
monitoring regime. It regularly meets with the senior management and AML/CFT
Supervision Department. Currently an action plan is being prepared tohé agree a
remediation timeframe and remedial actions to be taken by the bank. Given the suppg
from senior management and the size of the bank improvement is expected.

t

=

Notwithstanding this, as an interim measure, the NBG placed restrictions on the
operations of Bank A in order to mitigate the vulnerabilities posed by its internal systems.

70 2019 figure excludes branchesEarlier years include branches.

71 Numbers include branches which were also required to be registered. Accordingly, numbers operating can
vary from period to period. In 2017, ahead of changes to legislation a number of money remitters (also
registered as FSPs) surrendered licences.

72 Due to enacted legislative changes, abovementioned type of financial institutions are not registered
separately as money remittance entities, but instead, the service provided by them is now conducted by
payment service poviders.



In particular, it placed restrictions on certain types of operations (for example
international transactions with offshore zones).

Supervision by the ISSS

513. The ISSS alshas a dedicated AML/CFT supervision department which consists of 3
persons. Given the context and risks of life insurance in Georgia, this seems to be
adequate. Supervision is also planned on a yearly basis based on results of arsif
guestionnaire (submitted by insurance companies twice a year); it is also set out in an
annual supervision plan. Based on the ofite information, the ISSS also assigns risk
ratings to individual institutions, which is then used to prioritise them when planning
inspections (together with information from previous inspections). Given the fact that
offered products are identical amongst the insurance companies, the main factors
differentiating them are materiality and structure of clientele. During onsite
examinations, pracedures are checked, as well as samples of customer files. Overall, the
approach is similar to the NBG, though less robust, which is proportionate to the context
and risks of the sector.

Table 6.6: Number of inspections by the ISSS

2015 2016 2017 2018 2019 (Oct)
Number of entities 14 14 17 17 17
Number of onsite 7 7 6 3 3
inspections

Leasing companies

514. According to the AML/CFT Law, the MoF is the supervisor for leasing companies.
However, there are no practical arrangements in place to take up and perform these
statutory duties.

Other supervisors (DNFBPs)

515. The MoF supervises casinos only for compliance WOE OEAEO CAT AOAI
OANOEOAI AT 666 j OOAE AO OOA 1T &£ ##46 AAI AOAONK
include compliance with obligations resulting from the AML/CFT Law. No AML/CFT
supervision is, therefore, in place for casinos, one effect ofhieh has been the weak
application of preventative measures.

516. 4 EA EO OEA OAOPT 1 OEAT A &I O
notaries use an electronic database which provides them with access to information in the

public registries and enables the MoJ to communicate with the sector. This database is

also used to undertake the majority of notarial functions (it has different components

which each serve a different purpose within the same database). The MoJ is able to access

this database ad could, therefore, undertake some offite supervision of compliance

with AML/CFT obligations (such as verifying whether all CDD information regarding a
customer was entered properly). However, it is not clear whether this takes place on a
regular systematic basis. The MoJ delegates some of its supervisory duties to the Chamber

of Notaries, which provides initial training to recently appointed notaries and conducts an
inspection within 6 months of appointment. It appears, though, that this inspection is

limited to ascertaining whether the electronic database is correctly used. Gsite
supervision remains with the MoJ which confirmed that it undertakes inspections of
notaries. Inspections, however, are limited to supervising compliance with general
notarial duties and compliance with AML/CFT obligations would be assessed only to the

extent they are relevant to notarial duties (e.g., identification of customers for the purpose

-0 *
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of registering real estate in the NAPR) or certain rukdased obligations (e.g. reprting of
CTRs). Between 2012 and June 2019, 361 notaries have been subject to inspection. Even
though 345 disciplinary penalties have been applied in this context, only 6 were for
AML/CFT breaches, out of which all related to neeompliance with the CTR eporting
obligation. This supports the conclusion of the evaluation team on the formalistic
approach to inspections undertaken.

517. Lawyers are supervised by the Bar Association, through its Ethics Commission. Inter
alia, the Ethics Commission, has the powedp investigate: (i) with respect to reported
complaints; and (ii) on its own initiative - based on negative information (which has
happened on five occasions since 2015). The scope of a particular investigation is also
restricted to the subject of the orignal complaint or negative information held (even if it
identifies other deficiencies in the activities of the inspected lawyer). None of the
complaints considered to date have related to failure to comply with AML/CFT
obligations. In addition, the view eyressed by the Bar Association to the evaluation team
was that lawyers are an independent profession and, as such, supervision of their
activities should remain restricted to investigation of complaints, thus not be conducted
proactively or risk based. Lawfirms (distinct from individual lawyers) are not supervised.

518. Certified accountants (but not other accountants) have an assigned supervisor,
which is the SARAS. The SARAS, however, does not undertake supervision with regard to
accountants in practice (somepurely conducttype oversight could be performed by a
professional association that the accountant is a member of; there are 3 such
associations). There is, therefore, no supervision for AML/CFT purposes of this sector.

519. The SARAS does, however, undertaksupervision of auditors. Before its
establishment in 2016, there had been no supervision at all. Since then, it has launched a
number of supervisory activities. Initially, it focussed solely on auditors permitted to
undertake audits of public interest entties that had still to be registered (there was an
urgent need for confirmation of compliance with auditing standards in order to allow for
their further operation). Since then, the SARAS has initiated regular supervision of the
auditing sector. For the ime being, however, supervision of compliance with obligations
in the AML/CFT Law is ancillary to inspection of compliance with general duties of
auditors (especially the quality of audit reports and compliance with ethical obligations).
This would include, to a certain extent, CDD measures, but, it appears, would not go
further.

520. There is no riskbased approach based on ML/FT risks applied in the supervision of
any of the aforementioned DNFBP sectors.

521. According to the AML/CFT Law, the MoF is the superviséor DPMS. However, there
are no practical arrangements in place to take up and perform these statutory duties. Real
estate agents and TCSPs (other than the professions listed above) are not regulated for
AML/CFT purposes at all (without appropriate justifcation of proven low risk, and
without being applied in limited and justified circumstances). In particular legal persons
and real estate have been repeatedly abused in practice for money laundering (see cases
described under 10.7) and there is no effecte gatekeeper in place, which is considered

to present a serious vulnerability.



6.2.4. Remedial actions and effective, proportionate, and dissuasive sanctions
Financial institutions

522. When it identifies breaches in the course of inspections, the NBG consistently
applies remedial measures, which are targeted and proportionate. Principally, the NBG
endeavours to enhance compliance and understanding of supervised Fls with their
AML/CFT obigations and, therefore, inspections would generally be followed by a
designated action plan containing issues which have to be remedied, together with a
timeline (this action plan is proposed by the institution and approved by the NBG). The
NBG duly follavs up on compliance with the agreed schedule.

523. If the deficiencies in place present significant vulnerabilities, the NBG regularly: (i)
sets mandatory requirements- conditions that must be met in predetermined timeframe;
and (ii) places restrictions on he types of activities that can be conductedas has been
described in the case study under section 3.2.3 and presented in the table below.

524. Whilst the use of remedial and restrictive measures (mandatory requirements,
restrictions and written warnings) has been the predominant focus since the beginning of
the NBG’s review of its approach to AML/CFT supervision (application of the ridkased
approach, etc., as described above), it also accompanies systematically these measures
with monetary sanctions (whichis currently the rule in almost all cases). As stated in the
TC annex, the NBG can apply monetary fines only with regard to individually identified
breaches (with the exception of the banking sector, where a significantly larger fine may
now be imposed forsystematic deficiencies). This system of fining for individual breaches
appears to put more burden on the NBG, which has to count individual breaches even in
the case of a systematic problem in the institution (even though it can also sanction, in
some irstances, the systematic breach itself). It also does not give supervised entities legal
certainty, because it is left to the discretion of the NBG how many files it will take into
consideration in an onsite examination. In practice, the NBG does not codsr that the
system presents administrative difficulties.

525. This being said, it is to be noted that the sanctioning regime of the NBG in practice
for non-bank Fls appears proportionate and dissuasive. Based on historic data, banks have
been fined around GEL300 000 (EUR 100 000) and smaller institutions subject to lower
fines ranging from GEL 20 000 to GEL 100 000 (EUR 7 000 to EUR 33 000) which is
considered to be appropriate in the context of Georgia (for comparison, the average profit
of MFOs, which are th largest nonbanking financial sector, has been around GEL 5000
(EUR 160 000) per year). Fines would always be accompanied with aforementioned
recommendations for improvement. In addition, the NBG has demonstrated use of further
remedial measures, suchas application of monetary fines to directors (shown as
management fines in the following table) or their removal from office, even though this
practice is not very common.

526. The NBG has also revoked the FI licences for AML/CFT reasons on a number of
occagons. As can be observed from the table below, this has been predominantly the case
with currency exchange offices and PSPs. This was mainly due to systematic deficiencies
in internal control systems identified by the NBG, linked to fit and proper concernabout
owners and controllers that could not be addressed through the licensing process in place
at that time.
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Table 6.7: Sanctions applied by the NBG for breaches of AML/CFT obligations 73

0 58, 28 ou|B8| 88
0 " C = c S =
e | 2| 5 |e28|L8|88|sE|E5
8 = o |5¢5|SE|CS|CE|ISD
Oo (& mo| ¥
Amount of fine 959 000 [496 300 - 177,100| - - - -
Management fines 1 3 - - - - - -
o, S{Mandatory 35 112 . 11 | - -] -
= requirements
& —i|Restrictions 2 2 5 - - - - -
Written warning 6 13 1 28 - - - -
Termination of i i i i i i i i
licence/registration
Amount of fine 596 000 |291 700|256 400[456 600 - | - | 22 | 1
700 | 100
Management fines 1 - 2 - - - - -
) |PUEEEEY 28 14 | 44 | 266 | - | - | 33 | 52
=) requirements
N |Restrictions 2 - 3 - - - - -
Written warning 3 - 3 31 - - - -
Termination of
; L - - - 6 - - - -
licence/registration
Amount of fine 2 040 700(287 800 - 359 850(65 100| - - -
Management fines - 4 - - - - - -
b |MEImeE eI 42 72 . 642 | 181 | - | - | -
S requirements
Written warning 4 4 1 - - - - -
'I_'ermmat|or_1 of _ i i 6 65 1 i i i
licence/registration
Amount of fine - |7s7so0| - |a3700[ 201 - | - | -
Management fines - - - - - - - -
©
o [Mandatory . 121 | - | 726 |58 | - | - | -
Q [requirements
Written warning 1 12 - 111 - - - -
Termlnat|or_1 of _ 1 i i 0 i i i i
licence/registration
Amount of fine 200 - - 127 550(19 000 91550 - -
Management fines - - - - 10 - - -
Lo
= |PAEEien 17 ; - | 2857|114 | 69 | - -
& [requirements
Written warning 1 - - 480 27 11 - -
Termination of
licence/registration

527. The NBG has also demonstrated a proactive approach to handling-ladc cases,
where it reacted outside its supervisory plan due to identified norstandard
circumstances.

73 Fine is provided in Georgian national currency (GELBEL 1= EUR 30 cent.






































































































































































































































































































































































































